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Preface

Typographical Conventions

This manual uses the following typographical conventions:

2%

Launcher

£

3.8

This symbol indicates additional or background information for the particular
section. For example, the symbol is used in Chapter 2 to refer to the specific
commands that were set by your system administrator.

This symbol indicates bauncherMenu selection. Depending on how your
account is set up, theaunchemay already be on your screen. If that is the case,
simply use the mouse to select an option. Iflthencheris not present, press
the Setup key or key sequence for your keyboard.

Table 1 Setup Key and Key Sequences.

Keyboard Type Press

101/102 with Setup Setup key

101/102 with Pause SHIFT-Pause

Sun keyboard ALT-GRAPH-HELP or ALT-GRAPH-SETUP
Windows 95 SHIFT-PAUSE

3270 keyboard Right ALT-ExSel (The left ALT key does not work)
LK401 F3 key

UNIX keyboard Alt-Graph-HELP

Figure 2 on the next page illustrates the typographical conventions used in this
manual.

The following terminology is used to describe mouse operations.

PointingUsing the mouse to position the pointer on an object on the display.
Moving:Using the mouse to change the location of the pointer on the display.
Clicking:Pressing and releasing a mouse button without moving the pointer.
DraggingPressing and holding down a mouse button while moving the pointer.

ReleasingReleasing the mouse button to completagygingaction.
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vi

Definition or file name

\\ Command —.
s

T name .

N o

b R
Eootstrap Dl‘otocol,[baamj is the recommended way.to establish
to the Network Computer m an IP environment. Elobtains

.

Command (tvpe as is) -
1. Verifs that the bootpd and bootpiab files are in the Jete direct

Prompt (do not tvpe) = hlletchontn

Variable (substitute
the correct value)

Path

2 Ifthev are not there:

#cp (telomp/bin/ < .ootl.l d fetc

3 Edit theLle:cﬁ:a.mJ file to add the Network Computer intern

Response on screen ———p, 0 o0 5 |
orlines in afile

The parameters on the host computer must match the param
in order for serial communications to worl. Y our system adn
mther onfiguration file, or tell you what parameters r
Proaram name ——themi Sefup.
,ﬁweﬁ‘f@ange vour serial parameters:
/
Menu or key name ——————————_

1. Press 8 eb.lDf“x\
T

2 Select Setup'. !
Menu button name _S_Dra.g_mane Configuration Summaries menu and release on

4. Determuine 1f vour cable 1s commected to Sertal Port 0 or 1.

[s

Required variable —Usedhi

. ) ize [authorizationkz) 2
Required switch Authon e|:’4‘u“ orization P’}TI Enable o
(choose one) BMethod[ROM or MOP or TFTP or NFS| [[Rzad sizzl Specify
. . s
Optional variable
M-

Figure 2 Typographical Conventions.



Network Computer Package

Network Computer Package

This manual assumes you have installed your network computer according to the
included pictorial instructions. Your network computer has the following
components:

Themonitoris the screen where text and graphical informatialisislayed for
viewing. You can position the monitor to a comfortable viewing angle by tilting
and turning the monitor on its base. You can adjust the brightness and contrast
controls according to your diexence. The controls atgpically located on the

front or side of the monitor.

Thelogic boardis the controller inside your network computer that handles all
input and output communications and local processing. Depending on the
model of your network computer, the logic board is either located in a separate
logic modulgconnected to your monitor with a special cable) or integrated into
the base of your network computer monitor.

Thekeyboards used as the primary method for entering alphanumeric data.
You can open the folding legs on the back of the keyboard to adjust the
keyboard angle. There are several different keyboards available, in many
different languages.

Themouses a device used to position a pointer appearing on the display in
order to access or select information. It is used as the primary method to move
about in a window manager or X window application, access menus, and select
options. Information on using the mouse and the mouse buttons is in the next
section of this chapter. Trackballs, touchscreens, and tablets can also be used as
pointing devices. Contact your system administrator for more information on
these devices.

Thecommunication polis a connector on the back of the cabinet housing your
network computer logic board. You connect your existing network cable to this
connector. A network cable must be set up for you by your system administra-
tor. This cable must be attached to your network computer in order to run.

Thenetwork computer softwais the network computer operating system and
support files that your system administrator must load and configure on a host
computer so your network computer can start up. If your network computer is
an optional ROM-based unit, the software may not be necessary.

The software is shipped on one or more CD-ROMSs or magnetic tapes. The disks
or tapes, &Network Computer Installatiomanual and the documentation
CD-ROM with various manuals, including thetwork Computer Reference
manual, are shipped with the software in a separate package from the network
computer.

Vii
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Related Documentation

The following manuals are included in tBecumentation CD-ROM
» Network Computer Reference
Provides detailed reference information about network computers.
e 3270/3179G User
Provides operating information for the 3270/3179G terminal emulators.
e 3270E/5250 User
Provides operating information for the 3270E/5250 terminal emulators.

The following manuals are available in paper:
» Network Computer Installation for UNIX- 9300845
» Network Computer Installation for VMS- 9300846
» Network Computer Installation for Windows N¥ 9300847
Explains how to install a network computer in the specified environment.
» Serial Xpress User- 9300834
Provides information about Serial Xpress for using serial connections.

The following documentation is available from Prentice Hall:
» OSF/Motif User’'s GuidéSBN 0-13-640509-6
Presents Motif fundamentals.
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Chapter 1

A New Piece of Hardware

A box labelechetwork computehas been delivered to your desk. Maybe it is a
replacement for your current personal computer, text-only (A$€2minal, or
workstation. Or, maybe it is to be used with a new system or application. Either
way, what is a network computer, and how is this new piece of hardware going
to make your job easier than the piece of hardware you already have?

What is a Business Network Computer?

The broad definition of a network computer is an internet-capable device that
supports the following features and formats:

* Minimum saeen raolution of 640x480

» Pointing device (such as a mouse)

» Text input, audio output

e« TCP/IP, FTP, NFS, UDP, Telnet

* SMTP, IMAP4, POPS3 (e-mail protocols)

* JPEG, GIF, WAV, AU (multimedia file formats)
» Bootp

e HTML, HTTP (web protocols)

» Java application access

This definition includes everything from internet appliances, such as set-top
boxes that provide Internet access to your television, to powerful PC servers that
meet these requirements. Obviously, not every device that meets these
minimum requirements will be useful in a business environment.

Network Computer User 1-1



Chapter 1 A New Piece of Hardware

A network computer is a device-independent, network-transparent,
multi-tasking device connected to a host computer in a distributed computing
environment. If that makes sense, skip to Chapt@p2rating the Network
Computer Otherwise, please read this chapter to better understand what a
network computer is and how it works when you consider the components used
in the definition.

« Distributed computin@llows you, from a single network computer, to take
advantage of all the resources available on multiple host computers. For
example, from your network computer you can access multiple hosts at the
same time, perhaps to run a spreadsheet from one computer, create a
document on a second, and receive mail from a third. A
distributed-computing environment is composed of host computers joined
together by a network. Figure 1-1 shows a typical distributed-computing
environment.

I
=]
w
-
m

Host A

&=

3
{E i1

Network

Network Computer A Network Computer B

8048-114

Figure 1-1 Typical Distributed-Computing Environment
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Device-independemheans that your network computer can open a session
on any host computer accessible to you, regardless of the aanaput
operating system. With your network computer, you can even have
simultaneous sessions running on totallfedéent operdhg systems.

Network-transparenmeans that your network computer can log in and run
applications (calledlienty on one or more host computers over the network
just as if it were running locally on the computer itself. This requires a single
network connection cable, not one direct cable for each host you need to
access.

Multi-taskingmeans that a client you start up in one window continues to run
(in its window) even while you are using a different window. Also, a window
can receive output even if it is completely hidden from view. Each window
essentially functions like an individual terminal or personal computer. For
you, the advantage is that you can have many different windows all on your
network computer display.

Why Use a Network Computer

To better understand your network computer's capabilities and advantages,
consider something possibly more familiar, such as a personal computer (PC).

The display, keyboard, and mouse serve the same function on your network
computer as they do on a PC.

Both devices require sofave in order tdoot up and run applications. Here
are some differences:

— PC software is loaded onto a (local) disk right in the PC cabinet.

— Network computer software is loaded onto a (remote) disk on a central
computer.

The network computer advantage is that there is probably far more disk
space available to the central computer than to a PC. Also, there is
typically a support staff to load software and perform back ups on a central
system.

— PC software is typically licensed for a single user on a single PC.

— X applications run on a network and are licensed for multiple users.

Sharing software across the network is usually more cost effective than
buying and maintaining separate copies for each user.

Network Computer User 1-3



Chapter 1 A New Piece of Hardware

» Both devices require logic boards and storage devices (disks) to handle
information.

— For a PC, the boards and disk drives are within the cabinet. You can only
add a limited number of peripheral devices such as extra disks, printers,
or modems.

— For your network computer, some of the boards are inside the logic
module, but your network computer takes advantage of the main
computing boards, disk drives, and peripherals located on one or more
remote computers.

%> This is one of the key advantages of a distributed-computing environment.
Computing power, storage, and access to peripheral devices like printers

can be shared to maximize their use, and provide users with more
flexibility. It is also far easier to share information with other users.

How Do You Use a Network Computer

1. Unpack your network computer according to the pictorial instructions on the
network computer shipping box.

2. Connect the keyboard, mouse, cords, and cables as shown in the pictorial
physical installation guide included in the network computer box.

3. Verify with your system administrator that the software to support your
network computer has been installed on a computer. Ask your administrator
if you need specific booting information.

4. Power on your network computer and log in.Chapt@&&rating the
Network Computedetails these topics.

5. Run your applications. Chapterl3sing the Network Computeescribes
what to do to get started.

1-4 Network Computer User



Terminology

Like most new things, there are words and procedures that may need
clarification. Before you continue, you may want to familiarize yourself with
the terminology used throughout this manual. A more complete list of terms is
listed in the Glossary of this book.

Button(on the display) A small display box within the borders of a window,

or inside a dialog boxGenerally, clicking on a button
activates a function orgoforms some dion.

Button(on the mouse) The three buttons on the top of the mouse. Table 1-1

Clicking

Dialog Box

Dragging

Moving

Pointer

Pointing

shows the factory configuration of the buttons.

Table 1-1 Mouse Button Configuration.

Button Name In Manual 3-button Mouse Selection
Select Left button
Menu Middle button
Custom Right button

Quickly pressing and releasing the Select mouse button
without moving the pointer.

A box where you choose options and enter information. Use
the mouse to move from field to field, click on buttons and
position the text cursor. Enter information with the
keyboard.

Pressing and holding the Select mouse button while moving
the pointer.

Changing the location of the pointer on theegn by roving
the mouse.

An arrow on the screen indicating the current cupsasition
for selecting or clicking.

Pasitioning the pointer (such as the "x" of symbol
appearing on the screen) on an object on the display by
moving the mouse.

Network Computer User 1-5
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Chapter 2

Operating the Network Computer

Powering on the Network Computer

The first step is to power on your network computer. For network computer
models with a separate logic module, power on both the display and the logic

module. Figure 2-1 illustrates the location of the power switches on various
models.

Monitors

(:) AlnnnAnnAAARARRARARARANNDT

Power Switch

Logic Modules

= e \I

Power Switch

8049-117
Figure 2-1 Power Switch Locations for Different Components

If the network computer does not power on, refer to Chapteolsing Power
Problemsfor troubleshooting information.
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The Network Computer Boot Process

When your network computer is peved on, it automatitly begins booting.
Bootingmeans your network computer is locating and reading its start up files.
The boot screen (Figure 2-2) aggws oryour display as the network computer

is booting.
Ethernet  08:00:11:01:00:45
JADDR= 128.07.60.30 DNODE=  22.10
|HOST= 128.07.60.01 BMETHOD=TFTP
IMASK= 255.255.255.0 BDELAY= DISABLED
NCD IGATE= 128.07.60.100 BAFROM= NVRAM
BPATH= /tftpboot/XP330/0s
= Boot Monitor V7.8 =——————— 6144 Kbytes memory installed
Percent of File Loaded: 0% [ INNMNEEMERILEELLLERERERNNLLTTTT] 200%

Attempting to boot with TFTP...
Requesting file “/tftpboot/tekxp/boot/os.500" from IP host 128.07.60.01

8049-135

Figure 2-2 Network Computer Boot Screen

During a normal boot, the network computer successfully locates and begins to
read the boot files and tirercent of File Loadedlide bar appears on the boot
screen. Dung a boot, pressing any key on the keyboard halts the boot process.
Do not halt the boot unless directed by your system administrator.

If the slide bar does not appear, or, if your network computer dispB&<a >
prompt, the boot has halted. To try the boot again, lyped press Enter.

If the boot fails again, call your system administrator or refer to Chapter 5,
Solving Power Problemi®r more information. To help troubleshoot the boot
problem, write down any messages that were displayed.
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Your network computer is attempting to boot from the network or from an
Q optional Flash memory or ROM board (read only memory). You can tell how
your network computer is trying to boot by looking at Baot Method
(BMETHOD=) status line on the boot screen. Possible values are ROM, TFTP,
NFS, or MOP.
Logging in to the Network Computer

The next step depends on the way your system administrator sets up the
network computer software on the host computer. Each login method is
illustrated and described in the following sections to help you identify your
login method.

After your network computer completes the boot process, one of these should
appear on your monitor:

» Gray pattern (called th®ot weavé with anX cursor (page 2-4)
» Client Launcher(page 2-5)

» TekHostMenypage 2-6)

* Login window prompt (page 2-9)

* Telnet window (page 2-11)

» Cterm window (page 2-13)

* WinDD (page 2-15)

» Serial Port Window (page 2-19)

* LAT Window (page 2-22)

If you cannot log in, refer to Chapter$Solving Power Problemf®r
troubleshooting information.

» The login method is determined by tHest Connect Method command.
This command is set by the system administrator in the remote configuration
file or throughSetup on the network computer.
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Logging in from the Root Weave

The root weave is a gray, patterned screen available onmathrkecomputers.
When the network computer is ready for input, an X-shaped cursor appears on
the screen. A network computer with the root weave and cursor is illustrated in
Figure 2-3.

Figure 2-3 Root Weave with X Cursor

To log in from the root weave, you need to manually start the Client Launcher.

Launcher | Press Setup to bring W@ient LauncherRefer toLogging in with Client

I Launcheron page 2-5.
Y4

2-4 Network Computer User



Logging in with Client Launcher

Client Launchesstarts the local client you select from a menuafow to the
right of an entry indicates a submenu. In Figure 2-4, selecting Host Connections
displays a sub-menu listing available host connections, suiarzetor Cterm

Your system administrator configures tBkent Launcheto include the local
clients you use most often. TB&ent Launcheon your network computer may
list different clients and submenus than those that appear in Figure 2-4.

Console
Lock Screen
TekHostiMenu

Host Connections .-

Window Managers .-
Multimedia A |
QuiT

Figure 2-4 Client Launcher menu

Use one of these methods to start a client fronCiilent Launcher
» Position the pointer on the client name and clickSagectmouse button.

» Position the pointer on the option to display the sub-menu. Position the
pointer on the client name and click tBelectmouse button.

If using Client Launchetto open a host connection, see the applicable section:
» Logging in with TekHostMenon page 2-6

» Logging in with Telnebn page 2-11

» Logging in with Cternon page 2-13

» Logging in with WinDD ICA Clientn page 2-15

» Logging in with LATon page 2-22

%D The Client Launchemppears automatically if it is specified in the remote
configuration file. The applicable commandstart (set to LAUNCHER).
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Logging in with TekHostMenu

TekHostMenus a window showing a list of host computer names and network
addresses. A samplekHostMents illustrated in Figure 2-5.

Notice the list buttons across the top (for example, XDMCP and VMS TDEnet).
These buttons determine which type of log in list is displayed. The button
pressed in indicates which list is currently displayed.

If there are more host names than can fit on one screen, use the mouse to scroll
through the host names. If your host does not appear on the list, try clicking on
theUpdate button or click on one of the list choice buttons to display arifft

list. If it still does not appear, contact your system administrator.

VMS

| [
Ll TpEmet

TCPIP | TELMET ‘ £TERH | Ly | 55 ‘ WinDD |
Use the mouse to select an X session host
Host Mame IP Address
lunar 192.43.153.204 il
solar 192.43.153.203
EXCALIBUR 192 B6.05.60
ILIAD 192.86.65.159
PC_AMERA 192 BE.B5.155
PC_JEFFC 192.86.65.159
SCOTT 192 B6.85.21
SISTERS 192.86.85.85
WAND 192 B6.B5.70
WIZARD 192.86.65.92
bachelor 192 BE.B5.5
beach.pex.ned.com 192.86.85.75
hood 192 B6.85.9

Update | Exit

Host Mame |

| Click to login to ILIAD

Figure 2-5 Example TekHostMenu
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To log in withTekHostMenuwsing either the mouse or the keyboard:

» Using the mouse, position the pointer on a host computeremou have a
login account. If your host is not displayed, try thgdate button or look for
your host on one of the other lists (change lists by clicking one of the list

buttons across the top).

* Click theSelectbutton (left mouse button) to connect to the host

» Using the keyboard, enter the host’s name or address in the Host text box and
press Enter. If connecting to a LAT host, enter the Node’s name or address
in the Node Name text box, and the Service name in the Service Name text
box. Use the keys listed in Table 3-1 to edit and move around the

TekHostMenu.

Table 2-1 Keyboard interface for TekHostMenu

To:

Press:

Clear the contents of a text box

Control-u keys

Move among the text boxes Tab key
Move to the first host in the list of Home key

hosts

Move to the last host in the list of hosts| End key

Move to a specific host in the list of
hosts

The first few letters of the hostname,
or if using LAT, the first few letters
of the service name

Page up and down through the list of

hosts

PgUp and PgDn keys

After selecting a log in host, some type of screen witlb@in: prompt is
displayed. If you selected the wrong host, press Ctrl—c to close the login box
without logging in to the specified host.

* Atthelogin: prompt, type your user name and press Enter

* AtthePassword: prompt, type your user password and press Enter

Network Computer User 2-7



Chapter 2

2-8

Operating the Network Computer

For more information, see the applicable section:

Logging in at a Login Prompin page 2-9
Logging in with Telnebn page 2-11

Logging in with Cternon page 2-13

Logging in with WinDD ICA Clientn page 2-15
Logging in with Serial Port O or dn page 2-19
Logging in with LATon page 2-22

Continue with Chapter 3Jsing the Network Computer

TekHostMenwappears automatically if it is set up as the connection method
through the remote configuration file or throu§&tup The applicable
commands arddost Connect Metho(ket to TekHostMenu) aridefault Host
List which determines the list that is initially displayed.
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Logging in at a Login Prompt

If your system administrator has set up your network computer to directly log
in to a specific host, some type of welcome screen with a login prompt is
displayed. A welcome screen is also displayed for program3$ékElostMenu
after a connection is made. Sample login screens for the UNID¢Otegginand

the VMS host IDAHO are illustrated in Figure 2-6 and Figure 2-7.

Welcome to oregon

Login:

Password:

Figure 2-6 Example UNIX Login Screen

Figure 2-7 Example VMS Login Screen
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To log in:

* AtthelLogin: orUsername: prompt, type your user name and press
Enter

* AtthePassword: prompt, type your user password and press Enter

Continue with Chapter 3Jsing the Network Computer

Direct cmnnections are specified by your system administrator through the
remote configuration file or througbetup The applicable commands for
UNIX systems aretHost Connect Metho@KDMCP Direct), andKDMCP
Server(set to your host). The applicable commands for VMS systemblaseé:
Connect Methodset to VMS) VMS Autologin Transpofset to TDEnet), and
VMS AutologinTdenet Hos(set to your host).
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Logging in with Telnet

There are two ways to log in through Telnet, depending on whether your system
administrator specified a default Telnet host for your network computer. If your
network computer displaystelnet> prompt like Figure 2-8, a default host

has not been specified. In this case, you must open a connection before you can
log in to the host.

Telnet>

Figure 2-8 Telnet Window Waiting for an Open Command

To open a connection to your host computer:

» Use the mouse to position the pointer in the Telnet window. You cartype
and press Enter to see a list of Telnet commands.

* Type:
Telnet> open hostname
wherehostname is the name or network address of the host.

Telnet> open oregon

Figure 2-9 Telnet Open Command
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Once a connection is made (Figure 2-10), either automatically or with the open
command, you can log in:

« Type your user name at thgin:  prompt and press Enter

* Type your password at tipassword:  prompt and press Enter

Trying...
Connected to 128.07.60.01.
Escape character is ‘'

login:

Figure 2-10 Telnet Window With a Host Connection

Continue with Chapter 3Jsing the Network Computer

%> Telnet connection and default Telnet host are specified by the system
administrator through the remote configuration file or thro8gtup The
applicable commands ardost Connect Methoset to Telnet), anDefault
Telnet Hos{(set to your host name or address).

Closing a Telnet Window

Press Ctrl-d atthegin:  prompt to return to th€elnet> prompt without
logging in to the computer.

To close the Telnet window from tAeelnet> prompt, typequit and press
Enter.
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Logging in with Cterm

There are two ways to log in through Cterm, depending on whether your system
administrator specified a default Cterm host for your network computer. If your
network computer displays &SH>or CTERM>prompt like Figure 2-11, a

default host has not been specified. In this case, you must specify a connection
before you can log in to the host.

CTERM>

Figure 2-11 Cterm Window Waiting for an Set Host Command

To open a connection to your computer:

» Use the mouse to position the pointer in the Cterm window. You can type
help and press Enter to see a list of Cterm commands.

* Type:
CTERM> sethost hostname
wherehostname is the node address of the host.

CTERM> sethost 11.10

Figure 2-12 Cterm Set Host Command
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Once a connection is made (Figure 2-13), either automatically or with the
sethost command, you can log in:

« Type your user name at thisername: prompt and press Enter

» Type your password at tiassword: prompt and press Enter

connected to host 11.10
Welcome to VAX/VMS V5.5

Username:

Figure 2-13 Cterm Window With a Host Connection

Continue with Chapter 3Jsing the Network Computer

» Cterm connection and default Cterm host are specified by your system
administrator through the remote configuration file or thro8gtup The
applicable commands ardpst Connect Methogset to Cterm), anBefault
Cterm Host(set to your host address).

Closing a Cterm Window

If you are at théJsername: prompt and do not want to log in to the host, wait
until the network connection times out and closes. A message appears on the
screen when theooinection closes. Typically it takes 60 seconds to time out.

To close the Cterm window from tiNSH>or CTERM>prompt, typeguit or
exit and press Enter.
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Logging in with WinDD ICA Client

Two different WINDD screens can appear, depending on whether your system
administrator specified an automatic connection to a default server. If your
network computer displays the client screenillustrated in Figure 2-14, you must

connect to a server before you can log in. The log in screen is illustrated in
Figure 2-16.

—T

|

WinDD | = | -

9210-1

Figure 2-14 WinDD ICA Client Screen

Note: Additional WinDD information can be found in the section

titted WinDD ICA Clienton page 4-61 in Chapter 4Jsing
Advanced Features
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Selecting an Application Server

The WinDD ICA client screen (Figure 2-14) displays a list of application servers
your system administration defined for you. Use the mouse to select one of the
servers from the list. If the application server you want to access is not on the list,
enter the name or address in &mplication Serverfield and press Enter.

%D WinDD connection, default WinDD host, and Server entries are specified by
your system administrator through the remote configuration file or through
Setup The applicable commands akéost Connect Metho(set to WinDD),
DefaultWindows NT Server Hofet to your default server addreda)nDD
Menu Entry(lists Windows NT servers for TekHostMenu), aWehDD Host
Entry (lists additional Windows NT servers for the WinDD client screen).

Setting the WinDD Window Size

From the WinDD ICA client screen, you can easily change your session
attributes before you connect to a server.

The Configure button brings up the WinDD Resolution dialog box illustrated

in Figure 2-15. The resolution determines the size and number of colors of the
WinDD window. The resolution must be selected prior to making a connection
to the application server and cannot be interactively changed until the
connection has been closed. Tenfigure button gerforms the same fution

as the Option&l Configure pulldown menu choice.

Configuration

Resolution
4 840 x 480 1024 X 768

< B00 x 8600 4~ 1280 x 1029

& 16 Colors

~ 256 Colors

[~ Reconnect After Logoff

o

Figure 2-15 WinDD Resolution Dialog Box
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Logging in

Once you have made a connection, you are prompted to press Ctrl-Alt—Del to
bring up the log in screen. The log in screen is illustrated in Figure 2-16. If you

want to specify a different server or return to the Client screen for any reason,
selectOptions] Log On. TheOptionsd Log On function switches between

the Client screen and the Log in screen after a server connection is made.

WinDD

[pknns Help

"imes | Il Atd1-H2A Inire] i

=

L
o

nFetiddam iz Bt daas 3T '

A naawaka

VR P e B SRR R T R
LR

-
[LE& TR KR il afdene awt ek bl ey
F ullm b F ap sl b mnas

I?'u'l."l.'O‘-'."I}Eﬂr
m=FITTITE LS EHeS 2T

Figure 2-16 WinDD ICA Log In Screen

1. Enter your user name.
2. Use the mouse or Tab key to advance to the Password line.

3. Enter your password.
4. Press Enter or click on OK.
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Closing a WinDD Session

Close your Windows NT session as usual, by closing each of your applications,
then selectingrile O Logoff from the Program Manager.

If auto reconnect is on, the system displays the WinDD log in screen. If auto
reconnect is off, the WinDD client screen appears. Select one of these methods
to close the WinDD session:

» ChooseOptionsd Exit
¢ Click on theExit WinDD button on the client screen.

+ Hold Shift and Ctrl then click the middle mouse button. Select Exit WinDD
from the menu.

Note: Additional WinDD information can be found in the section

titted WinDD ICA Clienton page 4-61 in Chapter 4Jsing
Advanced Features
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Logging in with Serial Port 0 or 1

There are several ways to connect to a host through the Serial Port window
(Figure 2-17). Check with your system administrator to find out which options
you can use on your particular network computer.

» Serial communications with no protocol

» Serial communications witBerial XpresgSXp is an option, and is not
supported on all network computer models.)

You use Serial Port 0 or 1 depending on which port your serial cable is plugged
into on the back of your network computer logic module.

If you have problems establishing communications, contact your system
administrator.

Connected

Figure 2-17 Serial Port Window Waiting for Command

Closing a Serial Port Window

To close a Serial Port window without logging in, press Enter and thef.type
(tilde (.) followed by a period).
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Entering Serial Parameters with Setup

The parameters on the host computer must match the parameters of your
network compuer’s serial ports in order for serial coramcations to work.

Your system administrator can set them up for you in the remote configuration
file, or tell you what parameters need to be set so you can enter tiSatum

To verify or change your serial parameters:

Launcher

£

1. Select Setup from thHélient LauncherlIf you need a rieesher on the
terminology used in these procedures, refer back to Chapkerrhjnology

2. Drag on the Configuration Summarimaenu and release on Peripheral Rorts

2-20

3. Determine if your cable is connected to Serial Port O or 1 by checking the
back of the integrated network computer or the separate logic module.

4. Verify the parameters for the port are set to the values obtained from your
system administrator. Change them if necessary.

5. Select th&keturn to Main Menu button.
6. Select the&saveCurrent Settings button.
7. Select thé&xit Setupbutton.

Serial Communications with No Protocol
From the Serial Port window pictured in Figure 2-17:
» Position the mouse pointer in the Serial Port window

» If you are using a modem, type your dialing command, which is similar to
this: (Refer to your modem manual.)

atdt phone_number
* Press Enter to bring uplagin: prompt
» Type your user name and press Enter to bring up#ssword: prompt
» Type your password and press Enter
Continue with Chapter 3Jsing the Network Computer

Serial Port connection is specified by the system administrator through the
remote configuration file or througbetup The applicable command idpst
Connect Methodset to Serial Port O or 1).

Network Computer User



Serial Communications with Serial Xpress (SXp)

A separate manual is available for Serial Xpress. Refer tefaed
Documentatiorsection in thé’refacefor more information.

From the Serial Port window pictured in Figure 2-17:

Paosition the mouse pointer in the Serial Port window

If you are using a modem, type your dialing command. Typically this is
something likeatdt <phone_number> Refer to your modem manual.

Press Enter to bring upLagin:  prompt
Type your user name and press Enter to bring upéssword: prompt
Type your password and press Enter

Start SXp on the host: tymxprocessand press Enter

Connected

Login: username
Password: xxxxx
> sxprocess

Figure 2-18 Starting SXp on the Host (no modem)

The Serial Port window closes and a Serial Session window is opened for you.

Continue with Chapter 3Jsing the Network Computer

Serial Port connection can be specified by the system administrator through the
remote configuration file or througbetup The applicable command idpst
Connect Methodset to Serial Port O or 1).

Serial Communication via PPP

For communication using Point-to-Point Protocol (PPP), see the PPP support
information in Chapter 4, page 91.

Network Computer User

2-21



Chapter 2  Operating the Network Computer

Logging in with LAT

If your network computer displayd & T> prompt like Figure 2-19, you are set
up to log in through a Local Area Transport supported in a DECnet
environment. To login, you must connect to a LAT service.

LAT>

Figure 2-19 LAT Window Waiting for an Connect Command

To connect to a service:

» Use the mouse to position the pointer in the LAT window. You cantig|pe
and press Enter to see a list of LAT commands.
* Type:
LAT> services
to see a list of available services.
* Type:
LAT> connect  service
whereservice is the name of a valid service.

LAT> connect service

Figure 2-20 LAT Connect Command
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If it is a password protected service, enter the password Bagsword:
prompt. You have up to three tries to enter the password before the connection

attempt fails.
Once a connection is made (Figure 2-21) you can log in:
« Type your user name at thisername: prompt and press Enter

» Type your password at tiassword: prompt and press Enter

Welcome to VAX/VMS 5.5

Username:

Figure 2-21 LAT Window With a Service Connection

Continue with Chapter 3Jsing the Network Computer

LAT connection can be specified by the system administrator through the
remote configuration file or througbetup The applicable command idpst
Connect Methodset to LAT).

Closing a LAT Window

If you are at théJsername: prompt and do not want to log in to the host, wait
until the network connection times out and closes. A message appears on the
screen when theooinection closes. Typically it takes 60 seconds to time out.

To close the LAT window from theAT> prompt, typequit or exit and press
Enter.
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Local browser support

The NC Series network computer supports two different local versions of the
Netscape NC Navigator browser:

Netscape NC Navigator 3.0 (also known as Navio)
Netscape NC Navigator 4.x

Both binary versions of the browsare shipped on the NCBridge media.
However, each version must be authorized to run. A minimum of one version
of the browser is authorized to run on each NC.

To identify which version of the browser may run on your NC, select from your
local setup screen, Statistics, followed by Options. Scroll to see what options
are available.

Version 3.0

Navio or Netscape NC Navigator 3.0 will run with a minimum of 24Mb of
memory installed in your NC. Depending on the type of Web pages accessed,
more memory may be required. A total of 40Mb of memory is recommended
when Navio is used with an NC.

Version 4.0

2-24

There are two versions of Netscape NC Navigator 4 provided on the NCBridge
media:

* netscape
* netscape_lite

Thenetscape binary includes all features of the version 4 binary. It requires
a minimum of 40Mb of memory to run on the NC. A total of 50Mb is
recommended for most Netscape Navigator 4 applications, especially when
Java applets are executed.

Thenetscape_lite binary version of the browser includes all of the
Netscape 4 features except email and news. Netscape_Lite is offered so
customers with XP200 products, which hold a maximum memory of 36Mb,
may run version 4 of the browser.
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Local browser kiosk support

We have made several enhancements that relate directly to our browser,
including:

 local browser kiosk support

» simpler methods of launching the browser

* browser support in VAX VMS boot host environments

» support for a 12MB flash memory option (NC200 and NC400 only)

Local browser kiosk support applies to all network computers that can run the
browser, including:

« XP100, XP200, XP300V, XP350, NC200, and NC400.
The browser is naavailable for:
« XP10, XP10T, XP20, XP100D, or XP330.

Although this section applies primarily to NC200 and NC400 network
computers with 12MB flash, you can still take advantage of most of these new
features with older network computer models.

New browser-related features

In previous releases, the only way to launch the browser was to ugesthe
command from a host login account, uskpgh 's file access mechanism to
read and write browser gezence seihgs and history data into the user’s home
directory. While this might remain the preferred method for many users, there
are some circumstances—for example, using a network computer as an
information kiosk—where it is either impossible or undesirable to log in to
launch a browser. To support using the browser in such an environment, we
have added two new methods of launching the browser.

Due toxpsh limitations in VAX VMS environments, the browser would not
run when the network computer booted from a VMS host. Now it is possible to
boot a network computer from a VMS host using the MOP boot protocol and
start the browser with thleauncheror thexp.cnf  file. When operating this
way, the browser will use DAP file access to read the configuration files from
thenavio directory for Navio andnetscape directory for Netscape or
Netscape_Lite under the boot directory.
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The 12MB flash memory option allows you to store all the Navio or
Netscape_Lite browser files in flash memory so that the network computer can
operate as a standbae kiosk. With the browser in flash, the network computer
doesn’t need a boot host, and users don’t need login accounts. The network
computer can be configured to start the browser upon power-up and
immediately connect to a web server home page.

Starting Navio NC Navigator

Prior to the NCBridge 3.1 release, the only way to start the local browser was
with xpsh :

xpsh -access xpsh navio

With NCBridge 3.1 or 3.2, there are two new ways of starting the local browser,
the simplest being through thauncher,as shown in Figure 2-22. A default
menu item for the Navio browser has been added at the tgguotheis Host
Connectionspull-down menu.

Setup
Console
Lock Screen
TekHosthMenu

Host Connections |~ Mavio

Window Managers .- WinDD

Multimedia e Telnet

QuIT Telnet Tek340
CTerm

CTerm Tek340

LAT

LAT Tek340

Serial Porto

Serial Port 0 Tek340
Serial Port 1

Serial Port 1 Tek340

Figure 2-22 Starting the Navio browser witha  Launcher pull-down menu
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Another way to start the browser is to add a start command tocparnf
file. The following are three example start commands that may be used to start
the three different binary versions of the browser:

start NAVIO YES
start NETSCAPE YES
start NETSCAPE_LITE YES

Note: Only one version of the browser may be run at one time.

It is also possible to pass command line parameters and environment variable
settings with this command. The following examples start the browser with a
default geometry and override the proxy auto configuration URL with a
different one:

start NAVIO YES -args “-geometry 860x900+80+60” -envs
“AUTOCONF_URL=http://proxy.mydomain.com”

start NETSCAPE YES -args “-geometry 860x900+80+60” -envs
“AUTOCONF_URL=http://proxy.mydomain.com”

start NETSCAPE_LITE YES -args “-geometry 860x900+80+60"
-envs “AUTOCONF_URL=http://proxy.mydomain.com”

Note that all the parameters must be specified on the same linexm¢hé
file.

Configuring the browser for kiosks

An easy way to configure the browser for kiosk operation is to invoke it in
non-kiosk mode (with thepsh command) and then make changes with the
Preferencesmenu. Once the browser is configured, copy the essential
configuration files from either thenavio  directory for Navio or the

.netscape for Netscape/Netscape_Lite created in your homectiiry to the
navio directory for Navio andetscape directory for Netscape/Netscape_Lite
under the boot directory. (Use the configuration files listed in TableB2eRyser
configuration filesas a guide.) If you choose this method to configure the browser,
be aware that you may have to modify some of the entries in the files, to remove
references tosignature , .mailcap, or other personal files. Sometimes
you can make the necessary changes by editing the configuration files directly,
although these database files are not generally editable.

Note: Navio writes preferences to the figgeferences . Netscape writes
preferences to the filpreferences.js , a Javascipt file.
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Table 2-2 presents a list of the browser configuration files and their purposes.

Table 2-2 Navio Browser configuration files

File

Description

config/plugins.tbl

list of plug-ins to support

navio/bookmarks.html

defaults for the “Bookmarks” menu

navio/cert5.db

default SSL certificates database

navio/cookies

default cookie database

navio/history.db

default history menu database

navio/key.db

default encryption key database

navio/mailcap

default helper applications

navio/mime.type

default mime file extension/application bindings

navio/preferences

default browser configuration preferences

navio/proxycon

default proxy autoconfiguration script

navio/signature

default signature for e-mail messages

usascii/app-defaults/Navio

X resource defaults for Navio

Table 2-3 Netscape Browser configuration files

File

Description

config/plugins.tbl

list of plug-ins to support

.netscape/bookmarks.html

defaults for the “Bookmarks” menu

.netscape/cert7.db

default SSL certificates database

.netscape/cookies

default cookie database

.netscape/history.db

default history menu database

.netscape/key3.db

default encryption key database

.netscape/mailcap

default helper applications

.netscape/mime.types

default mime file extension/application bindings

.netscape/preferences.js

default browser configuration preferences

.netscape/signature

default signature for e-mail messages

usascii/app-defaults/Netscape

X resource defaults for Netscape
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Because kiosk administrators don’t want their carefully configured browser
environments altered by casual users, browser configuration files in kiosk
mode, by default, are not writable. So users can change browser settings in the
Preferencesmenu, but the changes will not be saved. The same restriction
applies to bookmarks and history data. While this behavior may be desirable
when operating a kiosk, it means you'll have an extra step when setting up the
browser for kiosk operation.

Environment variables used by the browser

The Navio browser uses certain environment variables for setting certain
parameters (see Table 2-4). Teevs  parameter of thep.cnfpreload

andstart commands can be used to alter the value of environment variables
passed into the browser.

Navio and Netscape use the same type of environment variables but they are
contained in different directories, .navio for Navio and .netscape for Netscape.

Table 2-4 Browser environment variables

Environment variable Description

AUTOCONF_URL fS_Iets the URL for obtaining the proxy auto configuration
ile.

HOME Locates thenavio  or netscape config
directory if NULL kiosk mode settings are used.

NNTPSERVER Sets the default news server.

WWW_HOME Sets the default web page.
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Preferences file entries

For Navio browsers, it is generally best teate anavio/preferences

file by running the browser in non-kiosk mode and usindg’tieéerencesmenu

to make changes. The resultimgvio/preferences in your home
directory can then be copied to thavio directory in the boot directory.
Sometimes it is only necessary to make a minor change, in which case you
might want to edit the pferences file diretty. Table 2-5 explains a few
commonly edited items in the preferences file.

Table 2-5 Navigator preferences

Preference name Description
HOME_DOCUMENT] Sets the default document visited when the browser is started
PROXY_MODE Determines how proxy info is configured:

0: Proxies are not used.

1: Proxies are manually configurdd T TP_PROXY
FTP_PROXYetc.

2: Proxy autoconfig script is loaded from an HTTP server.
PROXY_URL URL used foPROXY_MODE 2

SHOW_MENUBAR | Another item that can be used to limit what kiosk users can da.
When set toFalse |, kiosk users won't be able to exit the
browser.

SHOW_TOOLBAR | When settd-alse , itturns off the icon buttons along the top ¢
the browser. This is useful for restricting what users can do in
kiosk.

D=

Netscape browsers keep configuration information in a Javascript file called
preferences.jshis file is modified by the Netscape browsegfprence menu,
accessed after launching Netscape.

Proxy host configuration

By default, the Navio NC Navigator browser is configured to use the boot host
as an HTTP server that provides the proxy autoconfiguration file. (This is the
same file format used to configure standard Netscape browsers.) If you receive
an error pop-up when the browser is started in kiosk mode, it will be necessary
to change the proxy autoconfiguration setting.
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When running in kiosk mode, the browser reads configuration files from the
navio or.netscape directory under the boot directory. By default the
navio or.netscape directory contains a preferences file with entries
configured to get proxy configuration information automatically from the boot
host using this URL:

http://xp_boothost

With this configuration, the browser expects an HTTP server on the boot host
to return a proxy autoconfiguration file with &mpplication/
X-ns-proxy-autoconfig” MIME type, which is typically found on
Netscape HTTP servers.

The proxy host configuration can be changed by settingtheEOCONF_URL
environment variable in thereload or start command‘-envs”
parameter, or by editing the preferences file. (See Exampl&lavigator
preferenceson page 2-30 for descriptions of the appropriate parameters.)
Again, you may want to generate threferences file first bysing the browser
in non-kiosk mode, then edit it directly with a text editor.

Forcing kiosk mode operation

When started, the browser looks up the value oHBME environment

variable to determine the path to.it&vio directory for Navio or

.netscape directory for Netscape. If thdOME variable is not set, the

browser assumes it has not been startedxpigh and immediately enters

kiosk mode, using the kiosk mode configuration parameters to determine where
to find anavio directory instead of amavio directory or anetscape

directory.

It is sometimes desirable to operate the browser in kiosk mode even when it is
started withxpsh . Add this line to youxp.cnf file to force the browser to
operate irkiosk mode:

parameter browser_kiosk_enable YES

Replacing “YES” with “NO” doesiotforce non-kiosk mode operation; rather,
it tells the browser to check the HOME environment variable to determine
kiosk mode operation.
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Flashing the Navio browser into ROM

To support the amount of memory required by the browser binaries, a 12MB
flash ROM option is now available (for the NC200 and NC400 series only) that
allows the Navio or Netscape_Lite browser to be stored in a network
computer’s flash memory. We have also added twoxmpenf commands

to support flashing the browser (see information aboufliagh Control
Consolein Chapter 4). Refer to thidetwork Computer Reference Mantiad

more information about xp.cnf flash commands.

To flash the Navio (Navigator 3.0) or Netscape executable files into a network
computer’'s 12Mb flash memory, uncomment tlee flash command in
yourxp.cnf file along with this command:

flash_feature NAVIO (for Navio)
flash_feature NETSCAPE (for Netscape_Lite)

Note: Due to flash memory capacity limitations, only Netscape_Lite
is loaded when Netscape is specified. Netscape_Lite is the
same as Netscape minus email and news reader functions.

This will flash the browser executable flash files, listed in Table 2-6 (Navio) and
Table 2-7 (Netscape), into the network computer’'s 12MB flash memory. For
Navio, the total approximate size of these binaries is 10.9MB uncompressed, 5MB
compressed. For Netscape, the file size is approximately 19.4MB uncompressed,
9.1MB compressed.
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Table 2-6 Navio browser executable flash files

File

Description

java_301

Java class libraries

locale/compose.dir

locale/iso8859-1/Compose

locale/is08859-1/XLC_LOCALE

locale/ja/XLC_LOCALE

locale/locale.alias

locale/locale.dir

Internationalization config files

navio.300

Navio browser executable

plugins/advtguiplg.300

Spotlight video advertiser plug-in

plugins/bitmaps/begin.xbm

plugins/bitmaps/fast_left.xbm

plugins/bitmaps/fast_right.xbm

plugins/bitmaps/right.xbm

plugins/bitmaps/sound.xbm

plugins/bitmaps/stop.xbm

Bitmaps for video plug-ins

plugins/videoplg.300

Digital Video plug-in

plugins/winddplg.300

WinDD client plug-in

XKeysymDB

Key binding database file
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Table 2-7 Netscape browser executable flash files

File Description

locale/locale.alias Internationalization config files

locale/compose.dir

locale/locale.dir

locale/iso8859-1/Compose
locale/is08859-1/XLC_LOCALE
locale/ja/XLC_LOCALE

netscape_lite Netscape Lite browser executable

ifcll.jar Java-class archive file

iiop10.jar

jaed0.jar

java40.jar

jio40.jar
jsd10.jar
Idap10.jar

marimb10.jar
XKeysymDB

plugins/advtguiplg.300 Spotlight video advertiser plugin

plugins/videoplg.300

plugins/winddplg.300

plugins/bitmaps/begin.xbm Bitmaps for video plugins

plugins/bitmaps/fast_right.xbm

plugins/bitmaps/fast_left.xbm

plugins/bitmaps/sound.xbm

plugins/bitmaps/right.xbm

plugins/bitmaps/stop.xbm
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The other newp.cnf command allows the user to flash kiosk mode
configuration files (normally found in tHsoot/navio directory for Navio
or boot/netscape  directory for Netscape) into the flash ROM option:

flash_feature NAVIO_CONFIG_FILES (Navio)
flash_feature NETSCAPE_CONFIG_FILES (Netscape_Lite)

This will flash the files listed in Example 2-Bavio Browser configuration

files, on page 2-28 for Navio and Example 2N8tscape Browser configuration
files, on page 2-28 for Netscape, into the network computer’s flash memory.
Typically, you would only do this when there is no available host computer to
boot from and you want the browser operate solely from flash memory. The
total approximate size of the Navio configuration files is 400K, 160K
compressed. The size of the Netscape configuration files is 458K
uncompressed, 84K compressed.

Make sure the configuration files contain the appropriate settings before
flashing because, once flashed, the configuration cannot be changed without
re-flashing. Furthermore, when the network computer is configured for a
language other tharsascii , the appropriate change to tygp-defaults

path is also made, so it is important to set the language too before flashing.

Setting browser file access

In kiosk mode for Navio, the browser’s default configuration location is a
navio directory under the boot directory on the boot host using the boot file
access method. For Netscape, the default locatiom&tscape directory. If

you want to set the location to something other than the boot directory or change
the host or file path, the default kiosk mode file access parameters can be
overridden with three commands in tkgcnf  file:

parameter browser_default_file_access <access_method>
parameter browser_default_file_host <hostname>
parameter browser_default_file_path / <file_path>

The first of these commands sets the file access method to be used for reading
browser configuration files when in kiosk mode. Valid values for
<access_method> areNFS ROMDAP TFTP, andNONEWhen the

access method is setN®ONEthe browser will use the default boot access
method.
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The second command sets the name or IP address of the host that will be
providing configuration files when the browser runs in kiosk mode. If a name

is used, it should be one that can be resolved using DNS (Domain Name
Service) or which appears in the network computer’s Internet Host table. The
generic namep_boothost  can be used in cases where the specific name of
the boot host is not known. If NFS or ROM file access is used, the host name
does not have to be set, but an NFS mount must be set up in the NFS table, and
a hostname is required there.

The third command sets the path to a directory in which the browser expects to
find either anavio or.netscape subdirectory. This directory is expected

to contain the browser configuration files that are typically found iredaus
home.navio directory or théboot/navio  directory for Navio or the
.netscape orboot/.netscape directories for Netscape, supplied on the
install media.

kiosk examples

In this example, you will make some changes to ywpuenf  file and reboot
the network computer to flash the néxatures into your 12MB flash memory
board. Then you will make a few changes inBo®t Monitor After that, you
will reboot again to get the browser to launch automatically and run in
stand-alone kiosk mode.

Note: Skip step one if flashing Netscape. Netscape preferences are made
via the preferences menu and stored in the preferences.js file.

1. On the host where thevio  directory is foundtekxp/boot by
default), edit the preferences file:

a. Set the value d#ROXY_URL to the local proxy server. For example:
http://proxy.tek.com

b. Set other values to configure Navigator, such as the home page, links, etc.

2. Use thxp.cnf  code in Example 2-Excerpted xp.cnf file for Navio browser
kiosk operationon page 2-38 to configure your NCs for kiosk mode.

3. Reboot your network computer to initiate the flash process. (see the section,
Flash Control Consolén Chapter 4 for more information).

4. After flashing, edit youkp.cnf file and comment thdo_flash
command (place a # in front db_flash ).
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5. Reboot the network computer and press any key before the progress bar
reaches 100% to interrupt the boot process and entBotiieMonitor.In the
Boot Monitor,perform these steps:

a. Reset the network computer with MWFactory.
. SetlAddr to the network compet’s IP address.
. SetlH ostto Local Router, or something so it will not try BOOTP or DHCP.
. SetlM ask.
. SetlGate to Local Router IP address.
SetBM ethodto ROM.
. NVSave

. Boot.

-~ 0 o O T

o «Q

6. When you reboot the network computer—this time from ROM—the Navio
NC Navigator browser will start in kiosk mode.

See the next two examples for typical kiosk applications.
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Example 2-1. Excerpted xp.cnf file for Navio browser kiosk operation

Rk Sample xp.enf file
iiaieleiekeieioh e eieiaiekaialaiaiialer =

enable_name_service YES
preload LAUNCHER PERM
preload NAVIO PERM -args "-geometry 860x900+80+60"
preload MWM NO
preload OLWM NO
preload CDE NO
preload SETUP NO
preload AUDIO_SERVER PERM
preload NETSCAPE NO
preload NETSCAPE_LITE NO
console_pages 15
start NAVIO YES
start  NTP YES # [YES | NO]
parameter time_gmt_offset -25200
parameter time_dst_mode FOLLOW
parameter time_dst_offset 3600
do_flash

flash_feature NAVIO

flash_feature NAVIO_CONFIG_FILES
flash_feature SYSTEM

flash_feature XPWM

flash_feature TEKSETUP
flash_feature REMOTE_CNF
flash_feature LAUNCHER
flash_feature = AUDIO_SERVER
flash_feature FONTS # as specified in fonts.tbl
flash_feature NTP

#need to include 75dpi font in fonts.tbl
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Example 2-2. Excerpted xp.cnf file for Netscape Lite browser kiosk operation using
12MB flash card

ks Sample xp.enf file
TRk
enable_name_service YES
preload LAUNCHER PERM
preload NETSCAPE_LITE PERM -args "-geometry 860x900+80+60"
preload MWM NO
preload OLWM NO
preload CDE NO
preload SETUP NO
preload AUDIO_SERVER PERM
preload NAVIO NO
preload NETSCAPE NO
console_pages 15
start NETSCAPE_LITE YES
start  NTP YES # [YES | NO]
parameter time_gmt_offset -25200
parameter time_dst_mode FOLLOW
parameter time_dst_offset 3600
do_flash

flash_feature NETSCAPE #this will flash Netscape_Lite
#since full Netscape won't fit into 12MB flash RAM

flash_feature NETSCAPE_CONFIG_FILES

flash_feature SYSTEM

flash_feature XPWM

flash_feature =~ TEKSETUP

flash_feature = TELNET

flash_feature REMOTE_CNF

flash_feature LAUNCHER

flash_feature =~ AUDIO_SERVER

flash_feature FONTS # as specified in fonts.tbl

flash_feature NTP

#need to include 75dpi font in fonts.tbl
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Chapter 3

Using the Network Computer

What NextInight be a more appropriate title for this chapter. There really is no
single answer to thé&/hat nextjuestion. Your network computer is designed
to be as flexible as possible so it can be tailored to fit your needs and your
computing environment. This tailoring process is performed by your system
administrator, with help from the installation and reference manuals that are
included with the network computer software.

This chapter cannot tell you step-by-step how to get started, but it does provide
general information to help you figure dMhat next?Typically, one of the
following scenarios occurs:

* A window manager starts automatically

» A client starts automatically

» Both a window manager and client start automatically
* Nothing starts (leaving you to initiate an action)

The sections in this chapter contain information on identifying what is
happening on your network computer, and what choices you can make. The
following topics are discussed:

* X Window Software Components
e Getting Unstuck

* Window Managers

» Sessions

* Running Clients

» Locking the Display

» TekLogin

« PPP

» Screen Saver

» 16-Bit True Color
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X Window Software Components

3-2

Before diving into the details of the possible scenarios, it is a good idea to
understand some of the common software components andaégy.

The X Window Systeis a windowing system developed to enhance the
usability of a host computday utilizing an X server asdevice independent
interface between the host computer and your network computer. This means
that you can run clients on computers made by different manufastéreeng

you to focus on your applications without worrying about computéardifices.
Another advantage is that Xnsulti-tasking so multiple applications can run
simultaneously in different windows.

The X serveris the interface that translates client requests from your network
computer to the host computer. It also accepts input data from your mouse and
keyboard and generates the appropriate actions.

Windows are bounded areas displayed on your network computer screen that
organize the presenting of information on the screen. They can contain text
(letters, numbers) or graphics (pictures, graphs, animated sequences) generated
by your application programs, such as word processors, or transaction
processing software. The X server controls what gets displayed inside each
window. Information does not spill over from one window to the next.

A Window Manageis a special program that runs on top of the X server and
provides an easy to use interfaceyou to run and work with your clients.
These items include (among others):

* Window title bars

» Scroll bars

» Manipulating windows (sizing, moving, iconifying, closing)

Those are the visible results of using a window manager. The invisible portions
may be even more important to you. These items include:

* Managing window communications to make sure the correct window
receives the correct information

» Determining whergour mouse pointer is positioned, so it knows where to
read any input you generate

Session Windoware various types of communication protocols to establish
communications between your NC and one or more host computers.

Clientsare applications that run on an X server in a session wirdibent
means that the application is typically subordinate to the window. If the window
is closed, the client also closes.
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Getting Unstuck

Launcher

Occasionally something may go wrong and your network computer or a client
may get stuck or hanglangmeans the network computer or the client is not
responding to any input coming from you or being transmitted from the host.
Often times, this is due to a busy network. There are three recommended ways
to try and restore communications: resetting the X Server, rebooting the
network computer, or, if the keyboard is also locked up, turn off the power on
the network computer.

Resetting the X Server

This is the first method to try.

1. Select Setup from thélient Launcher
2. Click on theReset Serverutton.

3. When prompted that this closes existing connections, click c@khe
button.

The screen is blanked when the reset occurs. It may take a minute or two for the
server to reset. Be patient and wait. When the root weave or your login method
appears, log back in as usual. Refer to Chapt®&p2rating the Network
Computernf you need information on logging in to the computer.

Rebooting the Network Computer

Sometimes rebooting is necessary, even though it adds to the network load. Try
Resetting the X server before you reboot.

If Setupdoes not come up, or if resetting the server did not work, try rebooting
the network computer. Press the key sequence: Ctrl-Alt-Delete to try and reboot
the network computer. If the reboot is successful, the boeesds dsplayed

while your network computer boots. Refer to Chaptdih2 Network Computer
Boot Process$or more information on booting.

Powering off the Logic Module
Note: Turning off the power is the last-resort method. Try the other

methods first, or call your system administrator for
assistance.

If neither resetting the server nor rebooting the network computer works, turn

the power off then on with the power switch on your network computer logic
module.
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Window Managers

There are many different window managers available, but the concepts are
similar. Here is a list of the more popular window managers:

Motif (also called MWM)

OPEN LOOK Window Manager (OLWM) (Sun hosts)
HP VUE (for Hewlett-Packard hosts)

DECWindows (DEC hosts)

XpressWare Window Manager

Tom’'s Window Manager (twm)

Your system administrator sets up and configures your window manager.

Determining if a Window Manager is Running

You can tell if a window manager is running by looking at the borders on an
open window. If you do not have an open window, select Setup from the Client
Launcher to display th8etupwindow. If a window manager is running, there

is a border around the window, along with a title bar and usually some
command buttons. Figure 3-1 illustrates a Telnet window with and without a
window manager running.

telnet>

Figure 3-1 Determining if a Window Manager is Running
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Starting a Window Manager

Launcher

£

If your system administrator configured your environment to automatically
start a window manager, skip to the next sectigsing a Window Manager

Your system administrator must configure the window manager on your host
computer before it can be used. If your network computer has either the local
MWM or OLWM options, you can start it fro@lient Launcherlf the option

does not appear, your network computer does not have it. Contact your system
administrator.

To start local MWM, OLWM, or XP window manager from the def&ilient
Launcher

1. Open the Window Managers submenu.
2. SelecMWM or OLWM or XPWM.

Note: If MWM, OLWM, or XPWM is not available, or if you use
another window manager, call your system administrator.
The command to start a window manager is specific to your
host and configuration.

Using a Window Manager

The examples in this section are based atifiia host independent window
manager included with your network computer softwhiestindependent

means that it runs on hosts fromfdient opering systems, rather than a
proprietary manager such as HPvue that is intended for only Hewlett-Packard
systems. Your windows may look and operate differently from those described
here. It may be because your system administrator customized your MWM
settings, or you may be using a different window manager. Refer to your
window manager documentation for more information.

Figure 3-2 shows a typical window and its standard elements. A window
usually has command buttons for menu access, and to minimize and maximize
the window. Try the various buttons displayed with your windows.

In addition to the window menu and buttons, there are typically pop-up menus
that can be accessed outside of a window. These menus are controlled by
various system files. To see if you have these pop-up menus:

1. Position the pointer outside of all windows.

2. Try pressing either the Select or Custom mouse buttons to see if a menu
appears. Information on the menu choices would be included in your window
manager or host documentation.
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Figure 3-2 Elements of a Window

These window manipulations are described in this section:
* Moving a window

* Resizing a window

* Raising a window

* Lowering a window

* Maximizing a window

* Iconifying a window

* Restoring an icon

* Moving an icon
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Moving a Window

o
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Figure 3-3 How to move a window

Windows can be moved from one location to another on the display.
1. Position the pointer within the title bar or border of the window.

2. Drag the pointer. When you begin moving the window, the pointer changes
to a cross-arroyointer and a window outline appears. As you move the
pointer, the outline tracks the movement. A small rectangle appears in the
center of the screen and displays the x and y coordinates of the window as
the window moves.

3. Once the window is in the desired location, release the mouse button. The
window appears in the new location and becomes the active window.

Alternate method: Drag on the Window Menu, releasklone position the
window outline (by moving the mouse), and click a mouse button.

Resizing a Window

—

»

Figure 3-4 How to resize a window
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Many windows can be resized. The corners of the window border let you resize
the window in two directions, while the horizontal borders and vertical borders
let you resize the window in a single direction.

1. Position the pointer on the window border or resize corner controlling the
window side(s) you want to resize. The pointer changes to eitteeran
with a corner (for resizing two sides) or toamow with a perpendicular bar
(for resizing in one direction).

2. Drag the corner or window border in the direction desired. As you resize the
window, an image of the moving border(s) tracks the pointer movement.

3. Release the mouse button. The windoweapp in the new size.

Alternate method: Drag on the Window Menu, releas&iag position the
window outline (by moving the mouse), and click a mouse button.

Raising a Window

Figure 3-5 How to display a window in the foreground

When you want to raise a window; that is, display the window in front of other
overlapping windows so you can see the entire window, follow these steps:

1. Position the pointer (cursor) anywhere in the window (except on a command
button).

2. Click the Select mouse button. Raising a window automatically makes that
window active. Windows cannot be raised from the Window Menu.

Note: There is an X feature called autoraise. If this feature is
configured for your window manager, windows are
automatically raised as soon as you position your mouse
pointer in the window.
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Lowering a Window

‘Sample Window 1

Figure 3-6 How to lower a window

To place a window behind overlapping windows:
1. Drag on the Window Menu in the window to lower.

2. Release ohower.

Maximizing a Window

Sample Window

‘Sample Window

Figure 3-7 How to maximize a window
A window can be maximized to take up the entire size of the display. Some clients
do not support maximized windows.
1. Click on the Maximize button in the window you want to maximize.
2. To return the window to its original size, click the Maximize button again.

Alternate method: Drag on the Window Menu and releaddaximize
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Iconifying a Window

i
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)

Figure 3-8 How to iconify a window

Iconifying a window means to collapse it down to an icon, a small graphic
representation of the window. This helps you keep multiple windows organized
and easy to access. To iconify a window:

Click on the Minimize button in the window you want to iconify.
Alternate method: Drag the Window Menu and releasklimimize

MWM has a client calletcons If this client is available, it provides a box to
hold and sort all of your icons.

Restoring an Icon

Sample Window

Figure 3-9 How to restore an icon
You can change an icon into a window whenever you want to view the window
contents or work in the window. To restore an icon:
Double-click the Select button on the icon you want to restore.

Alternate method: Click the icon once to display a pull-down menu, and then
click on Restore
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Moving an Icon

Figure 3-10 How to move an icon

To move an icon from one location on the display to another:

1. Drag the pointer on the icon you want to move. When you begin moving the
icon, the pointer changes to a cross-arrow and an icon outline appears.

As you move the pointer, the outline tracks the movement.

2. Once the icon is in the desired location, release the mouse button. The icon
appears in the new location.

Alternate method: Click the icon once to display a pull-down menu, click on
Move position the icon outline (by moving the mouse), and click a mouse
button.
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Starting Sessions

3-12

As presented ihogging in to the Network Computier Chapter 2, there are

many different ways to estadlh communications with one or more host
computers. With a network computer you can have multiple sessions open and
running simultaneously. For example, you might open a word processor, cut
some text out of file, and paste it into window where you are composing some
electronic mail. Or, you might open a session into another host to check if a
customer order has been shipped. All without having to exit your application.

Before you start a session, you typically need to know the name, or address of
the remote host. You can find this out by calling your system administrator.

Thereare different types of addresses based on the network protocol used at
your site Internet protocolIP) addresses (128.06.70.01 for example) are used
for networks running a protocol call8CP/IP. This is the most common
network for hosts running a UNIX operating syst&odenumbers (11.10:: for
example) are used for tweorks running a protocol callddECnet This is the
most common network for hosts running a VMS operating system.

There are two easy ways to start a new session@gent LauncherIf you
need a refresher on the tenology used in these proceduredereéback to
Chapter 1Terminology Use one of these methods:

1. Select TekHostMenu. When thiekHostMenuwlient appears, use the mouse
to select your host. Refertmgging in to the Network Computen page 2-3
for details.

Note: If you logged in with XDMCP, the XDMCP list is not
available on TekHostMenu. Only one XDMCP session can be
running.

2. Select a session from the Host Connections submenu:

Telnet (refer td_ogging in with Telnebn page 2-11)

Console (efer toThe Console Windoan page 5-4)

Cterm (refer td_ogging in with Cternon page 2-13)

winDD (refer toLogging in with WinDD ICA Clienvn page 2-15)
Serial Port 0 or 1(refer tbogging in with Serial Port O or bn page 2-19)
LAT (refer toLogging in with LATon page 2-22)

Note: Grayed text indicates an option that is not enabled for your
particular network computer. If an option is not listed, it is not
available for your network computer model.
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Running Clients

Clientsrefer to @plications that your network computer accesses across the
network, such as a desktop publishing system, a comapigted design

program, or an on-line transaction processing system. Your network computer
can access multiple clients simultaneously.

Your system administrator can set up your login files to automatically start one
or more clients each time you login. The other alternative is for you to start the
clients you need.

Typically you start clients either of two ways:

From a session window, type the command to start your particular client and
press Enter. Instructions for starting clieate included with your
application documentation.

If your host computer or window manager has command menus available,
there may be menu choices available to automatically start your applications:

— Position the pointer outside of a window.

— For MWM, you would press thgelectmouse button and click on your
client. For other window managers, follow the instructions for menu and
item selection and select the client you want to run.

Refer to the documerttan that came with your application for
application-specific operation and information.
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Locking the Display

You can lock your display and all open windows so that while away from your
desk, an unauthorized user cannot access the information on your display. The
xlocklocal client locks the keyboard only, or the keyboard and the display.

1. xlock can be started from tl@&ient Launchei(select Lock Screen) or with
xpsh from the command prompt:

xpsh -displaync_addres® xlock -moden

To determine the network computer address, select Setup frablicimée
Launcher Drag on Configuration Summaries and release on TCP/IP (for a
UNIX host) or TDEnet (for a VMS host). The address displays as the
network computer IP Address or the TDEnet Address.

The-moden setting is optional. If set temode 1 xlocklocks the keyboard
only. If set to-mode Q xlocklocks the keyboard and thersen. If a-mode
setting is not giverxlocklocks the keyboard and the screen by default. If you
receive &&ommandnotfound message, have your system administrator
addxpshto your path environment variable and try f#psh command

again.

Whenxlockis started, thglockwindow appears, asking for a password and
confirmation. Upon entering the password, a blank screen with a floating
lock will appear. Pressing a key will prompt for a password. The correct
password will re-activate the screen and an incorrect one will not.
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2. At thePasswordprompt, enter a password and press Enter.

3. AttheRetypeprompt, enter the password again and press Enter. This verifies
you have entered the password correeflpck remains in effect until you
re-enter the password. The password is valid until you reboot the network
computer or reset the server.

4. To unlock the display or keyboard, press any key foxlihek window. At
the Passwordorompt, enter the password.

Note: If you forget your password, you must reboot the network
computer or reset the server to unlock the display or
keyboard.
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Chapter 4

Using Advanced Features

This chapter provides information about these advanced NCBridge software
features:

» Audio Playerfor recording and playing audio files on the network computer

» Audio Mixerfor controlling the audio volume for the line in and microphone
on the network computer

+ Digital Video Playerfor playing NTSC or PAL video soces on the rtevork
computer

» Analog Video Playefor playing analog video sources on the network
computer

» XIE Viewerfor viewing image files on the network computer

» WinDDto run Windows NT applications on a PC server

» PSXpresdor using the Display PostScript NX and Acrobat software
» Font Cachingfor storing fonts in your network computer’s memory
 Printing Color Hardcopiegrom your network computer

» Flash Control Consoléor flashing multiple network computers from a
single location.

» TekLogin Local Cliento simplify login and application access
» PPP Supporfor network connections via serial lines (phone lines)
e Screen Saver Suppdttat enables you to displayif images

» 16-Bitplane True Color Suppofor better visual Hects
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Audio Player

The Audio Player plays and records digital audio files. When started, the
Audio Player displays as shown in Figure 4-1.

_ File _ Recording Volume
File Information  Control Level Control
Menu Area Buttons Indicators
|
" [@ + Aplay
\J
File
Hostname:
Filename:
=
Volume: ¥ 50
[0d][c [ > ][O] n
8000 Hz L I
R I
Rec. Level: 0dB
(@ ]
A rec. Length secs)
= ? ?
Recording Settings Recording Level Recording Length

Figure 4-1 Audio Player

The player can play files that have these extensions:
.au — Sun file type
.wav — Microsoft file type
.voc — Sound Blaster file type (play only)
.aiff — Macintosh file type
.snd — Macintosh file type
.raw — no file header
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If a file does not have an extension, the player attempts to read its header
information. If there is no header information, the player plays it as a headerless
file (.raw).

The Audio Player supports the file formats 8-bit linear, 8-bit uLaw, 8-bit aLaw,
and 16-bit linear (LSB & MSB).

The following topics present information about using the Audio Player:

 Starting the Audio Playesn page 4-3 provides information about the
various ways to start the Audio Player

» Opening or Creating an Audio Filen page 4-8 provides information about
opening and creating audio files

» Connecting External Audio Devices page 4-17 provides information
about the types of external devices that can be used with recording audio files

* Recording an Audio Filen page 4-19 provides the steps for recording an
audio file

* Playing an Audio Filen page 4-21 provides the steps for playing an existing
audio file

» Audio File Informatioron page 4-22 provides information about obtaining
original audio file recording information

Starting the Audio Player
The Audio Player can be started from the Client Launcher, from the remote
configuration file, or withxpsh.

>>> CAUTION Before connecting any audio device to the network computer
(such as microphones or headsets), close all clients, remote connections, and
power down the network computer. Connecting devices to the network
computer’s audio connectors with power applied could resultin a loss of data.
After the devices are connected, start the Audio Player.

Starting the Audio Player from the Client Launcher

From the Multimedia submenu, select Audio Player. Figure 4-1 shows the
Audio Player.
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Starting the Audio Player from the Remote Configuration File

Thestart AUDIO_PLAYERommand in the remote configuration fikg(cn)
automatically downloads and starts the Audio Player when the network
computer boots. Refer to tiséart command in Chapter 2 of tiNetwork
Computer Referenamanual for details.

Starting the Audio Player with xpsh

xpsh can start the Audio Player client, shown in Figure 4-1, or can simply play
an audio file without opening the Audio Player. To start the Audio Player with
xpsh, enter:

xpsh —displaync_name0 aplay
The following options can be set on tkgsh command line:

—h host— specifies the host name or address on which the audio file resides.
The host must be entered in the network computer’s Internet Host Table in
Setup This host displays in the Audio Player’s File Information area.

—f filename and path— specifies the audio file name and its entire path. This
file displays in the Audio Player’s File Informatiorea.

—a access method- specifies the access method used to access the audio file.
Available access methods dftp, nfs, anddap.

—v volume level— specifies the volume level to use when playing the audio
file. Specify a number between 0 and 100, with O indicating no volume, and
100 indicating the loudest volume setting.

—p when used with theh, —f, —a, and—v options, the specified file plays
without opening the Audio Player. The entire file plays and cannot be
interrupted.

—propcmd — enables the “property command” interface, which allows other
clients to send command strings to controlapky client remotely. (See
Exampleon page 4-5.)

—title “string” — assigns a title for thaplaywindow.
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Examples

This example starts the Audio Player on the network computer nsiereat
xpsh —display sierra:0 aplay

This example starts the Audio Player with the lpmstlandand the audio file

/usr/adam/story.apreloaded in the Audio Player’s File Information Area:
xpsh —display sierra:0 aplay —h portland —f /usr/adam/story.au

This example plays the audio filesr/adam/story.alocated on the host
portland) on the network computer without opening the Audio Player:

xpsh —display sierra:0 aplay —h portland —f /Jusr/adam/story.au —a tftp —p

Example 1-1. Aplay examples

xpsh -display sierra:0 aplay
xpsh -display sierra:0 aplay -h eugene -f fusr/adam/
story.au

xpsh -display sierra:0 aplay -h eugene -f fusr/fadam/
story.au -a tftp -p

The firstxpsh example above starts taplay client on a network computer
namedsierra; the second starts the Audio Player with the eageneand the
audio file/lusr/adam/story.apreloaded in the Audio Player’s File Information
Area; and the third example plays the audio/fir/adam/story.aflocated on

the hosteugeng on the network computer without opening the Audio Player.
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Property command interface

The property command interface lets otherntBeemotely control the

command line version of thaplay client by allowing these other clients access

to four “properties” created by tlaplayclient on the X server. (See Table 4-1,
Audio Player Propertie3 If theaplay client is executed with th@ropcmd

option, atoms (which uniquely identify each property) are created and become
associated with these character strings. The diplatys shell window ID is

then assigned to th@EK_APLAY_WID property.

Table 4-1 Audio Player Properties

Property name Description
_TEK_APLAY_WID gets the ID of thaplay shell window
_TEK_APLAY_CMD passes commands to dyglay client

_TEK_APLAY_REPLY sends replies to the client issuing the commands
_TEK_APLAY_STATUS returns the status of thplayclient

To use these properties to control épday client, get the value of
_TEK_APLAY_WID. You will need to know the client’s window ID when
setting the value of _TEK_APLAY_CMD, getting the value of
_TEK_APLAY_REPLY, and finding the status of _"TEK_APLAY_STATUS.

Commands that can be sent to the aplay client viathe _TEK_APLAY_CMD are
of two typesvalue-freeandvalued

Value-free commandsA value-free command is simply a request for an
action to be performed. Vadufree commads include: PLAY, STOP, PAUSE,
REWIND, and MUTE.

Valued commands A valued command sends a command and a value to be
used in the performance of that command. Valued commands include: FILE,
VOLUME, ACCESS, and HOST. Valued commands can be used to set a value,
or to query the client for a value.

The format for setting a value is:
<command>:<value>
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There is no white space separating the command, colon, or value. The value is
different depading on the command. The FILE command requires a full
absolute path to a file.

FILE:/usr/audio/speech.au

Valued commands can also be used to query a particular value. This is done by
sending the command and getting the string associated with the
_TEK_APLAY_REPLY property. If the command string FILE is loaded into

the _TEK_APLAY_CMD property, the current filename is stored in the
_TEK_APLAY_REPLY property. If the command string VOLUME is loaded
into the _TEK_APLAY_CMD property, the current volume level is stored into
the reply property.

e user puts FILE in _TEK_APLAY_CMD
» aplay puts /usr/audio/speech.au infTieK_APLAY_REPLY

Once theaplay client gets notification that the _TEK_APLAY_CMD property
has changed, it gets the command string associated with it and deletes the
property value. This is an acknowledgment thaggblayclient has handled the
property command.

To find the status of the aplay client, simply check the string associated with the
_TEK_APLAY_STATUS property. The value of status is either STARTED,
PAUSED, or EOF.
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Opening or Creating an Audio File

TheOpencommand on the File menu creates a new file to record, or opens an
existing file.

1. Select th®©pencommand from the File menu. The File Selection window
appears as shown in Figure 4-2.

2. To select the access method to use, position the mouse pointer on the NFS
button and click. A drop down menu displays the available methods: TFTP,
NFS, or DAP. The File Selection window changeseftect the chosen
access method.

d ¥l File Selection

Figure 4-2 File Selection
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Using TFTP Access

The TFTP File Selection window shown in Figure 4-3 displays when tftp is the
access method:

o v] File Selection

Figure 4-3 TFTP File Selection Window

Note: Use tftp as the access method only if NFS is not available.
NFS provides better and more accurate data transfer rates
required to maintain continuous audio stream.

If using tftp as the access method, the Audio Player cannot
play a file that is greater than 16MB. If you attempt to play a
file larger than 16MB, the player will ignore the file.
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Creating a New Audio File Using TFTP Access

When creahg a new audio file using tftp as the file access, the file must exist
and have world write permissions before the audio data can be written to it. In
addition, only the .au, and .raw file extensions can be used with tftp.

1. Create the new audio file and give it world read and write permissions.

2. Enter the Host name or address on which the file will be stored in the Host
field.

3. Enter the filename, path, and extension in the Path field. Use only the .au
(Sun file type) or .raw (no header) file extems.

4. Click on OK to open the file. The host and file names display in the File
Information Area.

Opening an Existing Audio File Using TFTP Access

1. Enter the name or address of the host on which the file is located in the Host
field.

2. Enter the file’s path, filename, and extension in the Path field. Files with the
following extensions can be played on the Audio Player:

.au — Sun file type

.wav — Microsoft file type

.voc — Sound Blaster file type
.aiff — Macintosh file type
.snd — Macintosh file type
.raw — no file header

If no extension is given, the player attempts to read the file’'s header
information. If the file does not have a header, the player plays it as a
headerless file (.raw).

3. Click OK. The host and file names display in the File Information Area.

When opening an existing file, you can chooseltii@ command to see the
file's original recording information. &er to the Info command later tinis
chapter for more information.
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Using NFS Access

Figure 4-4 displays the NFS File Selection Window when NFS is the access
method.

f@ File Selection

Figure 4-4 NFS File Selection Window
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Creating a New Audio File Using NFS Access

When using NFS as the file access, an NFS mount must be established to the
host on which the file resides and must have world read and write access.

1. Enter the local NFS mount point to the network computer in the Filter field.

2. Enter the full path, filename, and extension in the Selection field. The
following file extensions are available:

.au — Sun file type

.wav — Microsoft file type

.aiff — Macintosh file type

.snd — Macintosh file type

.raw — no file header

If no extension is given, the file is recorded as a headerless file (.raw).

3. Click OK. The host and file names display in the File Information Area.
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Opening an Existing Audio File Using NFS Access
1. Enter the NFS mount point in the Filter field.

2. Click on the Apply Filter button. All subdirectories and files are listed in the
Directories and Files areas.

3. To view files in a different directory, click on the directory name in the
Directories area, and then click on the Apply Filter button. The files in that
directory are listed in the Files area.

4. Select the file you want in the Files area. The full path and filenasfidsp
in the Selection field. Enter one of the following file extensions:

.au — Sun file type

.wav — Microsoft file type

.voc — Sound Blaster file type
.aiff — Macintosh file type
.snd — Macintosh file type
.raw — no file header

If no extension is given, the player attempts to read the file’'s header
information. If the file does not have a header, the player plays it as a
headerless file (.raw).

5. Click OK. The host and file names display in the File Information Area.

When opening an existing file, you can chooseltii@ command to see the
file's original recording information. Refer to the Info command later in this
chapter for more information.
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Using DAP Access
The following File Selection window displays when DAP is the access method.

a ] File Selection

Figure 4-5 DAP File Selection Window
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Creating a New Audio File Using DAP Access

1. Enter the node name or address in the Node field. This is the node on which
the file will be stored.

2. Enter the full path, flename, and extension in the Selection field. The
following file extensions are available:

.au — Sun file type

.wav — Microsoft file type

.aiff — Macintosh file type

.snd — Macintosh file type

.raw — no file header

If no extension is given, the file is recorded as a headerless file (.raw).

3. Click OK. The host and file names display in the File Information Area.
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Opening an Existing Audio File Using DAP Access

1. Enter the node name or address in the Node field. This is the node on which
the file is located.

2. Enter the file’s path and directory in the Filter field.

3. Click on the Apply Filter button. All subdirectories and files are listed in the
Directories and Files areas.

4. To view files in a different directory, click on the directory name in the
Directories area, and then click on the Apply Filter button. The files in that
directory are listed in the Files area.

5. Select the file you want in the Files area. The full path and filenasfidg
in the Selection field. Enter one of the following file extensions:

.au — Sun file type

.wav — Microsoft file type

.voc — Sound Blaster file type
.aiff — Macintosh file type
.snd — Macintosh file type
.raw — no file header

If no extension is given, the player attempts to read the file’'s header
information. If the file does not have a header, the player plays it as a
headerless file (.raw).

6. Click OK. The host and file names display in the File Information Area.

When opening an existing file, you can chooseltii@ command to see the
file's original recording information. &er to the Info command later tinis
chapter for more information.
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Connecting External Audio Devices

Figure 4-6 shows the audio input and output connectors oedhefrthe dgic
module. All of the jacks accept a 3.5 mm stereo phone plug.

>>> CAUTION Before connecting any audio device to the network computer,
close all clients, remote connections, and power down the network computer.
Connecting devices to the network computer’s audio connectors with power
applied could result in a loss of data.

 If you are using a microphone for audio input, plug it into the Mic input jack.

* Aline level signal from a stereo audio source such as an audio mixer,
pre-anplifier, compact disc player, or tape player, plugs into the line-in jack,
which is marked with thei»)) symbol.

e The line-out jack is marked with thep  symbol and provides a line-level
stereo signal for use by a mixer, pre-amplifier, tape player, or other
equipment that can accept a line level input. This output provides the highest
quality audio.

* The headphone jack is for use witbreo hedphones, 8 stereo speakers
(unpowered), and powered speaker sets that connect to personal listening

players (e.g. Discméﬂ). Plugging in to this jack disables the internal
monitor speaker.

fe @ @ "
o W) e O

Mic Line Line Head-
In Out phones

Figure 4-6 Input and Output Jacks
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Audio Accessory Specifications
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The following specifications can assist you when choosing accessories to use
with the Audio board.

Microphone Specifications

Microphone Type Dynamic
Electret (or condenser) with integrated battery
Impedance Medium to High (600 to 10Q0at 1 kHz)
Sensitivity —551t0 -70 db (at 1 kHz)
Frequency Range 50 Hz to 16 kHz
Cord Length 6 feet or longer
Plug 3.5 mm monaural phone plug
Line Input Specifications
Signal Level 0.775 Vrms nominal
Input Impedance High (greater than 20K
Plug 3.5 mm stereo phone plug
Line Output Specifications
Signal Level 0.775 Vrms into a 6@ load
Plug 3.5 mm stereo phone plug
Speaker/Headphone Specifications
Impedance & (min)
Plug 3.5 mm stereo phone plug
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Recording an Audio File

The Audio Player works much like a homersb. It has a recotzltton, a stop
button, and a play button. It also has a number of recording settings you can
adjust so that the audio file is recorded for the type of device on which it will
be played. Audio files can be played on almost any computer that has audio
capabilities, including network computers, Personal Computers, and
workstations.

When a new file is created, the default file settings reflect the device on which
it will be recorded, in this case, the network computer.

If an existing file is opened, the settings displayed in the Audio Player reflect
the settings at which the file was recorded if the network computer can support
the settings. If not, the Audio Player adjusts the settings to best match the
network compudr's capabities. To see the exact settings at which the audio
file was recorded, select tihefo command from the File menu.

Before recording, attach any external audio devices. Refer tdaheecting
External Audio Devicetpic on page 4-17.

Before recording, set the recording options as shown here:

Frequency Select a sampling frequency. The higher the frequency, the
clearer the recording. The available frequency settéings
limited to the network computer hardware. You cannot
record at a frequency higher than the network computer
supports. If you try to record at an unsuppofteduency,

a warning displays.

File Format Select a file format. The File Format determines how the
audio file is stored.

Input Source Select the input source of the audio data: microphone,
stereo line, video line, or a mix of multiple sources. Refer to
the Audio Mixer for information about mixing input
sources. Refer to thsudio Mixersection later in this
chapter for details about the Audio Mixer.

Stereo This option toggles the stereo option. Select this option to
record in Stereo, or de-select it to record in mono.
Mic Boost This option toggles the Microphone boost option. Select

this option to icrease the sernsiity of the microphone.
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Recording Levels Sets and shows the recording level. Slide the recording level
indicator to the right to increase the levels. The Left and
Right feedback area shows the decibel levels during
recording. If the levels reach the "red area”, indicated by red
bars, the recording may be at too high a level. Slide the
recording indicator to the left to reduce the recording level.

Recording Length Sets a maximum recording time limit (up to 999999
seconds). Use this option if you want to control the length
of the recorthg. When the recording reaches the time limit,
the player automatically stops recording.

After setting the recording options, yate ready to record:

1. Use theéDpencommand to open an existing file, ordeate a new file.

2. Click on the Record button. The recorder starts and continues to record until
you click on the Stop button.

3. To stop recording, click on the Stop button.

4. To rewind to the audio file, click on the Rewind button. The file rewinds to
the beginning.

5. To play the audio file, click on the Play button.

6. To adjust the volume, slide the volume controller to the right tease the
volume, or to the left to decrease ttidume. Be sure the Sound button is on,
or pushed in. The Sound button acts as a mute toggle; when it is pushed in,
you can hear the sound, when it is off, the sound is muted.

To make recording adjustments, change any of the recording options and go
back to Step 2. Repeat this procedure as needed.

Note: When you use TFTP to access files, some versions of TFTP
overwrite the file's contents after the file is recorded when the
file's header information is added. If this occurs, use NFS as
the file access method.
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The Audio Player can play files that have these extensions:

.au — Sun file type

.wav — Microsoft file type

.voc — Sound Blaster file type

.aiff — Macintosh file type

.snd — Macintosh file type

.raw — no file header

Files that do not have an extension are played as raw files.

To play an audio file:

1. Use théDpencommand on the File menu to open the audio file. When the

file is opened, use tHafo command on the File menu to view the recording
settings. These settings may differ from the settings displayed on the Audio
Player. The Audio Player settings reflect the current hardware capabilities.
The original recording settings may not be available on the hardware, so the
Audio Player automatically adjusts the settings to best match those that are
available with the hardware.

. Click on the Play button.

. To adjust the volume, slide the volume controller to the right tease the

volume, or to the left to decrease the volume. Be sure the Sound button is on,
or pushed in. The Sound button acts as a mute toggle; when it is pushed in,
you can hear the sound, when it is off, the sound is muted.

. To stop playing the file, click on the Stop button. To restart the file from

where it stopped, click on the Play button.

. To rewind the audio file to the beginning, click on the Rewind button.
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Audio File Information

After opening a file that already exists, use thi®® command on the File
menu to display a window with the file’s original recording information.
Figure 4-7 shows how the filename, frequency, format, channel, and duration
information are displayed.

Filename: /u8/paul/Temp/au.au
Frequency: 8000 Hz

Format: 8-bit u-law
Channels: 1
Duration: 60 seconds

CANCEL

Figure 4-7 File Information Window

When opening an existing file, the options displayed on the Audio Player
reflect the current hardware capabilities. The original recording settings may
not be available on the hardware, so the Audio Player automatically adjusts
the settings to best match those that are available with the hardware.

To close the File Information window, click the CANCEL button.

Closing the Audio Player

To close the Audio Player, select @@ait command from the File menu. Any
open file information is saved and the player exits.
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The Audio Mixer

The Audio Mixer allows you to control the hardware volume for line in,
microphone, and prerecorded (digital) sources. You are not required to use
the Audio Mixer when recording or playing audio or video files. When
started, the Audio Mixer displays as shown below:

" [@] Mixer 1

File

Line In Gain: 'Q‘dB

Microphone Gain:

0dB

|

m; | [

Digital Gain:

]

[ |

Figure 4-8 Audio Mixer

The Audio Mixer is like a master volume control, much like the volume control

on a home stereo receiver. The volume control on the stereo receiver controls
the output volume for all the stereo components, such as the tape player and the
CD player. Likewise, the mixer controls the input and output gain for the Line
In, Digital, and Microphone sources.

Each volume control has a toggle Sound button. When clicked on, the sound is
heard. When off, the sound is muted until it is selected again. This allows you
to quickly mute the sound and then to resume.

Starting the Audio Mixer

The Audio Mixer can be started from tBéent Launcherfrom the remote
configuration file, or withxpsh.

Starting the Audio Mixer from the Client Launcher

From the Multimedia submenu, select Audio Mixer. The software displays the
Audio Mixer as shown in Figure 4-8.
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Starting the Audio Mixer from the Remote Configuration File

ThestartAUDIO_MIXERcommand in the remote configuration filg(cnj

can be used to automatically download and start the Audio Mixer when the
network computer boots. Refer to thtart command in Chapter 2 of tiNCD
NC200/NC400 Network Computer Referen@mnual for details.

Starting the Audio Mixer with xpsh

xpsh can open the Audio Mixer client, as shown in Figure 4-8. To open the
Audio Mixer with xpsh, enter this command:

xpsh —displaync_name0 mixer

Using the Audio Mixer

4-24

To use the Audio Mixer to monitor input, adjust the volume levels of the Line
In Gain, Digital Gain, and the Microphone Gain, depending on what you are
using as the input seee(s).

* When playing an audio file, the Audio Mixer sets the output levels for each
of the input sources relative to each other.

* When recorthg an audio file, the Audio Mixer sets the recording levels of
the input sources relative to all of the inputm®s. The combined paut
sources are then recorded as a single source (mixed).

Examples of Using the Audio Mixer

Below are some common examples of using the Audio Mixer.

* You can play a compact disc through the network computer’'s speaker (Line
In) and use the Audio Mixer to control the volume.

* When recorthg an audio file using the Audio Player, you can open the
Audio Mixer client and adjust the Line In Gain volume so that you can
monitor the file as itecords. You are not required to use the Audio Mixer
when recording an audio file.)

» To selectively record specific segments of an audio source, adjust the Audio
Player so that it is ready to record, open the Audio Mixer, and begin playing
the audio sorce. When a segment plays thiati want, start recording. When
finished, stop the recording while still listening to the audio source. When
another segment starts that you want to record, begin recording again. This
allows you to selectively record only what you want without having to start
and stop the audio source.
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» Torecord multiple inputs, set the input source on the Audio Player to Mixed.
The Audio Mixer now controls the recording volume of each of the input
sources. For example, to record a presentation with background music and
your voice, set the Line In Gain to a lower level than the Microphone Gain.
(The Line In Gain controls the music volume, and the Microphone Gain
controls the recording volume of your voice through the microphone.) Set
the recording settings on the Audio Player, start recording the music and
begin speaking into the microphone. When finished, stop the recording and
play back the audio file. Readjust the levels on the Audio Mixer and
re-record until the retave gainsare corretly set.

Keep in mind that after the relative gains for the input sowmesetvith the
Audio Mixer, you can then use the Recording Level feature on the Audio Player
to adjust the multiple sources as a singles@at ahigher or lower level.

Saving the Audio Mixer Level Settings

To save the level settings from one Audio Mixer session to another, note the dB
values for the Line In Gain, Digital Gain, and Microphone Gain and add them
to thestart AUDIO_SERVERommand in the remote configuration file

(xp.cnf). The next time the Audio Mixer starts, the dB values are preset.

Closing the Audio Mixer

To close the Audio Mixer, select tiiguit command from the File menu.
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Digital Video Player

The Digital Video player allows you to play video files in a video window on
your network computer. The video file must be in MPEG1 file format. When
started, the Video Player displays as shown in Figure 4-9.

4-26

Volume Control

File Menu File Information Area Position Slider
File
Hostname:
= Filename:
Volume: 50
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Control Buttons

Size and Color Controls Time Code Window

Figure 4-9 Video Player

The following information about the Video Player is available:

Starting the Video Playgrrovides information about the various ways of
starting the Video Player

Opening a Video Fil@rovides information about opening video files
Using the Video Playeaprovides the steps for playing video files

Multicastprovides information about sending packets from a single point to
multiple receivers
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Starting the Video Player

The video player can be started from @leent Launcherfrom the remote
configuration file, or withxpsh.

Starting the Video Player from the Client Launcher

From the Multimedia submenu, select Digital Video. The Video Player displays
as shown in Figure 4-9.

Starting the Video Player from the Remote Configuration File

ThestartDIGITAL_VIDEOcommand in the remote configuration filg(cn)

can be used to automatically download and start the Video Player when the
network computer boots. Refer to ttart command in Chapter 2 of tiNCD
NC200/NC400 Network Computer Referen@mnual for details.

Starting the Video Player with xpsh

xpsh can start the Video Player client, as shown in Figure 4-9. To open the
Video Player withxpsh, enter this command:

xpsh —displaync_name0 vplay
The followingvplay options can be set on tkpsh command line:

—h  host— specifies the host name or address on which the video file resides.
The host must be entered in the network computer’s Internet Host Table
in Setup This host displays in the Video Player’s File Informativea.

—f  filename and path- specifies the video file name and its entire path. This
file displays in the Video Player’s File Information area.

—a access method- specifies the access method used to access the video
file. Available access methods &ftp , nfs, dap andmulticast. NFS is the
preferred file access ntetd for faster and more accurate data transfer
rates required by the player. In addition, there is a 16MB limit on files
transferred with TFTP.

—v  volume level— specifies the volume level to use when playing the video
file. Specify a number between 0 and 100, with O indicating no volume,
and 100 indicating the loudest volume setting.

—-m (Mute) — specifies that the video file plays with no sound.

—c (Color) — specifies that the video file displays in color (used only if the
video was recorded in color).

—nc (No Color) — specifies that the video file displays in greyscale images.
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—b (Big) — specifies that the video file displays in a frame four times the size
of the original file.

-p (Play only) — when used with thé, —f, —a, and—v options, the
specified file plays without showing the Video Player. The entire file
plays and cannot be interrupted.

—all  (Play All; software player only) — plays dtlames in avideo file.
Frame scheduling is ignored and the audio will not be in sync.

—title  “string” — assigns a title for the vplay windows.

—propcmd — creates properties that@at other clients to send command
strings to the Video Player. These properties can be used to control the
Video Player from another client. For details about the properties, see
thevplay man page.

—brightnessn — sets the brightness level of the video file. Specify a number
between —-50 and +50.

—contrastn — sets the contrast level of the video file. Specify a number
between —50 and +50.

—BUFSIZE n— (hardware playeonly) specifies the size of the Video
Player's memory buffer (ikilobytes). The value defaults to 1024 and
can not be set lower than 1kilobyte. If the value specified is greater
than available memory when trying to play a file, the Video Player
reduces its buffer to the available memory.

— CHKSIZE n— (hardware player only) specifies that the Video Player’s
memory buffer iglivided into “chunks”, measured in kilobytes. The
network fills the chunks, and the Video Player empties them as they
are accessed. The default is 32, which divides the buffer into 32
kilobyte chunks. If the chunk size is set to a number larger than the
buffer size, theltunk size will be truncated to one half thefbutize.

The chunk size cannot be set less than 1 kilobyte.

— CHKDELAY n— (hardware player only) specifies the time delay (in
milliseconds) that the Video Player waits following each read request
that fills a chunk.
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Examples

This example opens the Video Player on the network computer reerea
xpsh —display sierra:0 vplay

This example opens the Video Player with the postiandand the video file

/usr/ladam/scene.mp@eloaded in the Video Player’s File Information Area:

xpsh —display sierra:0 vplay —h portland —f /usr/adam/scene.mpg —a
tftp

This example plays the video filesr/adam/scene.mg¢pcated on the host
portland) in color and with no sound on the network computer without showing
the Video Player:

xpsh —display sierra:0 vplay —h portland —f /usr/adam/scene.mpg —a
tftp \-c —-m —p
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Opening a Video File
TheOpencommand on the File menu opens and displays an existing video file.
Video files must be in MPEG file format only.

1. Select th®©pencommand from the File menu. The File Selection window
appears as shown in Figure 4-10

d ¥l File Selection

Figure 4-10 File Selection Window

2. To select the access method to use, position the mouse pointer on the NFS
button and click. A drop down menu displays the available methods: TFTP,
NFS, or DAP. The File Selection window changeseftect the chosen

access method.
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Using TFTP Access
The File Selection window in Figure 4-11displays when tftp is the access method.

T ] File Selection o

Figure 4-11 TFTP File Selection Window

Note: Use tftp as the access method only if NFS is not available. NFS
provides better and more accurate data transfer rates required
to maintain continuous audio and video stream.

If using tftp as the access method, and you attempt to play a file
that is greater than 16MB of MPEG data, the Digital Video Player
ignores the remaining data after 16MB has been reached.

In addition, inherent limitations in tftp prevent fast forward
and fast rewind from being supported.
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1. Enter the name or address of the host on which the file is located in the Host
field.

2. Enter the file’s path, filename, and extension in the Path field. The file must
be an MPEG file.

3. Click OK. The host and file names display in the File Information Area.

Using NFS Access
The File Selection window displays when NFS is the access method.

=]

o ] File Selection

]

5
Figure 4-12 File Selection window when NFS is the access method
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To use the File Selection window when NFS is the access method:
1. Enter the NFS mount point in the Filter field.

2. Click on the Apply Filter button. All subdirectories and files are listed in the
Directories and Files areas.

3. To view files in a different directory, click on the directory name in the
Directories area, and then click on thepApFilter button. The files in that
directory are listed in the Files area.

4. Select the file you want in the Files area. The full path and filenasfidsp
in the Selection field. The file must be an MPEG file.

5. Click OK. The host and file names display in the File Information Area.
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Using DAP Access

The File Selection window shown here displays when DAP is the access
method.

o ¥l File Selection B

L i

Figure 4-13 File Selection window when DAP is the access method

1. Enter the node name or address in the Node field. This is the node on which
the file is located.
2. Enter the file’s path and directory in the Filter field.

3. Click on the Apply Filter button. All subdirectories and files are listed in the
Directories and Files areas.
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4. To view files in a different directory, click on the directory name in the
Directories area, and then click on thepApFilter button. The files in that
directory are listed in the Files area.

5. Select the file you want in the Files area. The full path and filenasfidg
in the Selection field. The file must be an MPEG file.

6. Click OK. The host and file names display in the File Information Area.
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Playing a Video File

After opening the video file using ti@encommand, use the Control Buttons
to play the file:

1. Click on the Play button to start playing the specified file. The video player
} plays MPEG files only.

Note: Ifthe file does not play, check the Console for messages. If the
file is not an MPEG file format, the console displays the
following message: <FileName> is not an mped file!

If the video file includes audio, the Audio Player must be set
to a sample frequency rate of 8000Hz. Otherwise, the audio
will not play.

2. To stop playing the file, click on the Stop button.

3. To rewind the video file to the beginning of the file, click on the Rewind

I{ . button.

4. To advance one frame at a time, click on the Forlattbn. This button is
I} not available if using TFTP as the file access method.

5. To fast forward through the file, click and hold the Fast Forward button.
} } Release the button when you want to stop. Refer tbakeForwarding and
Rewindingtopic on page 4-37 for more information.

6. To fast rewind through the file, click and hold the Fast Rewind button.
4 4 Release the button when you want to stop. Refer tbakeForwarding and
Rewindingtopic on page 4-37 for more information.

7. To adjust the volume, slide the volume controller to the right tease the

|' volume, or to the left to decrease the volume. Be sure the Sound button is on,
or pushed in. The Sound button acts as a mute toggle; when it is pushed in,
you can hear the sound, when it is off, the sound is muted.
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While playing the video file, use the following controls to adjust the size and
color of the video file.

Size Plays the video in the size it was recorded (1X), orin a video
window four times the size it was recorded (4X).

Black/White Plays the video in color, or in greyscale. Turn this option on
to play the file in black and white, or off to play the file in
color.

Contrast Sets the contrast level. Slide the level indicator to the left to

decrease contrast levels, or to the right to increase the
contrast levels.

Brightness Sets brightness level. Slide the level indicator to the left to
decrease brightness levels, or to the right to increase the
brightness levels.

Fast Forwarding and Rewinding

The Fast Forward and Fast Rewind functions allow you diractigss any part

of a video file. By using the Video Player’s Fast Forward and Fast Rewind
buttons or position slider, you can start playback from any location in a file, or
replay a portion of a file any number of times, without having to start at the
beginning.

Note: The Fast Forward, Fast Rewind, and Position Slider are not
available if using TFTP as the file access method.

The slider (NFS only) and time-code window let you see how much of a file has
already played. The slider represents a time index corresponding to the time
code embedded in the MPEG stream. If the stream begins at zero, the time code
acts as a simple timer of how long the video is. Whether you use the buttons or
slider, the time-code window displays the time code of the current frame
location in hours, minutes, and seconds. Both the slider and window are
updated dynamically during playback.

To fast forward or fast rewind using the position slider, do the following:

1. Using any mouse button, grab and drag the slider to the right to fast forward
or to the left to rewind.

2. Release the button when you reach the desired location.
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To fast forward or rewind using the Video Player’s buttons, do the following:

1. Using any mouse button, press and hold the fast forward or fast rewind
button.

2. Release the button when you reach the desired location.

As you drag the slider or press the fast forward or fast rewind button, the video
window is updated, displaying intermediate video portions. When you release
the slider or button, the video player returns to its previous state. For example,
if a video was playing when you repositioned the slider or pressed the button,
the video restarts when you release it. If a video was on pause, it remains on

pause.

As mentioned, you can use any mouse button to drag the slider. However, if you
click on the first mouse button when the mouse is within the position gtaér t

(but not on the slider button), the slider moves a tiny bit to that side of the slider
button, no matter where in the track you place it. Essentially, the video is
repositioned to the nearest MPEG Group of Pictures (GOP) boundary
(generally about 1/2 second). If yptessthe second mouse button when it’s in

the slider track, the file is positioned at that location.

Multicast

Multicast is a way to send packets from a single point to multiple receivers. The
receivers can determine when and if they receive the Multicasted packets.
Multicast video takes advantage of networks that support Multicasting to
decrease network bandwidth and provide a means of easily accessing video
information.

The Digital Video player allows you to play video files in a video window on
your network computer using Multicast. The video file must be in MPEG file
format.

Note: Multicast is only available on XP400, NC200, and NC400
network computers.

Channels

Channel changing is an interface that maps “channel” numbers to Multicast
addresses. This mapping is made in the remote configuratiorgdilenf and
remains fixed until the network computer is rebooted.
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Selection of a channel causes the client to cease reception on any current
channel and attempt to join a transmission in progress on the selected channel.
The client begins reading data from the Multicast IP address. When it reads
sufficient data to properly set up the window size, the view window resets its
size. A default sized window is started before this happens.

Choosing Multicast Channels

1. Edit thevideo_multicast_entrcommand line in the remote configuration
file (xp.cnj to set your Multicast channel options. {&eto the
video_multicast_entrgommand in Chapter 2 of theferencévlanual.)
These channels display on the Video Player’s Multicast menu option. If you
omit this step, the Video Player does not display the Multicast menu.

2. In the Video Player, click on the Multicast menu to display the available
channels.

3. Select the channel from the Multicast menu. The Video Player starts as soon
as something is received on that channel.

The example below has two parts. The first part sets up the channels “Blues
Channel”, “Rock Channel”, and “News Channel” using the
video_multicast_entrgommand in thep.cnffile.

video_multicast_entry “224.200.50.10” “3000" “Blues Channel”
video_multicast_entry “224.200.50.11" “3000" “Rock Channel”
video_multicast_entry “224.200.50.11" “3001" “News Channel”

The second part of the example starts a Multicast session and plays the second
Multicast channel in the Multicast chanrmetay (inthis example, “Rock
Channel”) set in the remote configuration filg(cn).

xpsh —display twinkle:0 vplay —chan 2
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Multicast Options

The following Multicast options can be added tostpehcommand line when
starting the Digital Video Player:

Note: Where indicated, the following vplay options apply to both
broadcast and Multicast, though in tferent ways. Only
information relevant to Multicasting is included below.

—h host— specifies the Multicast IP address. This address must be the same as
the address being used by the Multicast server. See your system
administrator for valid choices.The address displays in the Video Player’s
Addr/Port Information Aea.

—f filename— specifies the Multicast port number. This port number must be
the same as the port number being used by the Multicast server. See your
system administrator for valid choices. The port number displays in the
Video Player's Addr/Port Information Area.

—chann — specifies an index into an array of available Multicast channels.
(Refer to theChannelgopic on page 4-38 anddeo_multicast_entrin
Chapter 2 of th&eferencenanual.) Danotuse with the-h, —f, —a,or —text
options.

—text “string” — specifies the channel string displayed by the Video Player. Do
notuse with the-chanoption.

—aaccessnethod— specifies the access method usecctzess the video file.
Use Multicast when Multicasting.

Example

This example starts the Video Player and plays the video being Multicast on IP
address 224.200.50.1, port 3000. The Video Player displays the text “The Blues
Channel”.

xpsh —display twinkle:0 vplay —h 224.200.50.1 —f 3000
\-a MULTICAST —text “The Blues Channel”
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The Video Player opens displaying the Multicast menu as shown in Figure

4-14,

File Multicast

Channel:
= Addr/Port:

Volume: 50
(o] Lo J[ > J[o>][ob ] il 0 |
Position: . .

- % 00:00:00
Size [©1X | [©4Xx | Contrast: 0 | 0, |

Brightness: 0 | i ]

Figure 4-14 Video Player with Multicast Menu

When viewing a Multicast video, the Forward, Fast Forward, Rewind, and Fast
Rewind buttons are not operational. However, the time index (displayed in the
Time Code Window) shows the current time code within the current video
segment of the Multicast video. You can note the video segment number and
load it at a later time as a file, reposition to a specific location, and review a
segment of the video previously seen during a Multicast session.

Closing the Video Player

To close the Video Player, select @ait command from the File menu. Any
open file information is saved and the player exits.
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Analog Video Player

4-42

The Analog Video Player enables you to view NTSC (National Television
System Committee) or PAL (Phase Alternation Line-rate) sources in a window
on the network computer’s display (XP300V). Common NTSC and PAL video
sources are VCR'’s, video disc playerisleo cameras, and television tuners.
When viewing a video on the network computer, you can control the volume,
window size and placement, and color settings. When started the Analog Video
Player displays as shown in Figure 4-17.

XPVideo

View

Vol- 0
Lo [[ > [ O] el |
| Video || Tuner || Settings |
Brightness: 0 {1} ] Contrast: O {1} |
Color: (o] {T} | Tint(Hue): 0] {1} |

Figure 4-15 Analog Video Player

The Analog Video player requires the analog hardware. Not all network
computer models have the analog hardware.

Before using the Analog Video Player, the xv server extension must be enabled.
If the analog hardware is present, the xv server downloads automatically when
the network computer boots. If for some reason the xv server extension is
disabled, use thenable_xwommand in the remote configuration file to enable

it. Refer toChapter 2 Remote Configuratian theNetwork Computer
Referencevianual for details.
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The following information about the Analog Video Player is available:

» The Starting the Analog Video Play&pic on page 4-44 provides
information about the various ways of starting the Analog Video Player.

* TheConnecting The Network Computer to an Analog Video Déwjiie on
page 4-45 provides information about the ports on the network computer and
connecting the video device.

* TheUsing the Analog Video Playéspic on page 4-46 provides the steps for
viewing analog video sources.
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Starting the Analog Video Player

The Analog Video Player can be started from @tient Launcher from the
remote configuration file, or withxpsh.

Starting the Analog Video Player from the Client Launcher

From the Multimedia submenu, select Analog Video. The Analog Video
Player displays as shown in Figure 4-17.

Starting the Analog Video Player from the Remote Configuration File

The start ANALOG_VIDEOcommand in the remote configuration file
(xp.cny can be used to automatically download and start the Analog Video
Player when the network computer bootsfdReo the start command in
Chapter 2 of theNetwork Computer Referenageanual for details.

Starting the Analog Video Player with xpsh

xpsh can start the Analog Video Player client, as shown in Figure 4-17. To
open the Video Player witkpsh, enter the following:

xpsh —displaync_name0 xpvideo
The following options can be set on tlkesh command line:

—encode  specifies the encoding format. Specify either NTSC, which is
commonly used in the United States; or PAL, commonly used in
Europe.

—source specifies the video source to which the video device is connected.
Specify either COMPOSITE_1, COMPOSITE_2 or SVIDEO1.

—color specifies the color intensity of the video being played. Specify a
number from —1000 to 1000. 0 is the default.
—bright specifies the color brightness intensity of the video being played.

Specify a number from —1000 to 1000. 0 is tkéadlt.

—contrast  specifies the color contrast intensity of the video being played.
Specify a number from —1000 to 1000. 0 is tkéadlt.

—tint specifies the color tint of the video being player. Specify a
number from —1000 to 1000. 0 is the default.
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Connecting The Network Computer to an Analog Video Device

To use the Analog Video Player, first connect the video device to the network
computer. The Analog Video Player plays NTSC and PAL video encoded
sources.

Note: Refer to your video source user manual for cabling and
encoding information.

There are several ports on the back panel of the network computer used for
analog video. Connect composite sources to the Port 1 Composite, Port 2
Composite, or Port 1 SVideo ports. Refer to Figure 4-16 for théidocaf the

video ports.
e
o e
| W

Right and Left T SVIDEO port
C

audio ports omposite 1 and 2 video ports
(1 is on the bottom)

Figure 4-16 Back Panel Showing Audio and Video Ports

Note: You cannot have two video devices connected to Port 1
Composite and Port 1 SVideo at the same time.
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Using the Analog Video Player

When the audio device is connected, you are ready to view the video on the
network computer. When started, the Analog Video Player displays the video
options as shown in Figure 4-17. (The Video button on the player is depressed.)

= XPVideo
File View
I N
| Video || Tuner || settings |
Brightness: 0] {T} ] Contrast: 0] {11 |
Color: 0] n | Tint(Hue): 0l 0 |

Figure 4-17 Analog Video Player Video Options

To play a video on the network computer:

1. Connect the video source to the network computer. Refer atheecting
The Network Computer to an Analog Video Devigec on page 4-45
section.

2. Click on the Play button. A separate XPVIDEO window displays which is
} used to view the video. (This does affect thevideo source. You must start
the video sorce withits own play function.) The icon below the File menu
changes to include a viewer window. If the viewer window is obstructed by
other windows, clicking on this icon brings the viewer window to the top.

3. To adjust the volume, slide the volume controller to the right tease the

|' volume, or to the left to decrease the volume. Be sure the Sound button is on,
or pushed in. The Sound button acts as a mute toggle; when it is pushed in,
you can hear the sound, when it is off, the sound is muted.
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4. To freeze a frame, click on the Pause button. This displaysathe in the
viewer window, however, has mdfect on theszideo source and it continues
to play. Click on the Play button to resume viewing the video source.

5. To stop viewing the video, click on the Stop button. This hasfactemn the
video source and it ctinues to play.

While viewing a video, you can control the following window attributes:

Brightness

Color

Contrast

Tint/Hue

Restore

View Menu

Sets the brightness level. Slide the level indicator to the left
to decrease brightness levels, or to the right toeame the
brightness levels.

Sets the color level, or intensity. Slide the level indicator to
the left to decrease color intensity, or to the right to increase
the color intensity.

Sets the contrast level. Slide the level indicator to the left to
decrease contrast levels, or to the right to increase the
contrast levels.

Sets the tint, or hue, levels. Slide the level indicator to the
left to decrease the tint/hue levels, or to the rightcceimse
the tint’/hue levels.

Restores the video player options to the default settings.

The View Menu contains the ResetSize command. This
command returns the viewer window to its default size.
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Clicking on the Settings button displays the Settings options as shown in Figure
4-18.
= XPVideo E
File View

4-48

Vol- 0
Lo [ D J[O>] = = |
| Video | | Tuner || Settings |
Source: | Port 1 - Composite | Encoding: Field Duplicate: Dis-
Misc: | O Black/White | | O Aspect Ratio | Horizontal: | I ]
| O Auto Gain Control | | O Overscan | Vertical: | 0 |

Figure 4-18 Analog Video Player Settings Options

You can change these settings:

Source Specifies the video source to use: Port 1 Composite,
Port 2 Composite, or Port 1 SVideo.

Encoding Specifies the encoding format. Specify either NTSC,
which is commonly used in the United States; or PAL,
commonly used in Europe.

Black/White Specifies whether the image in the viewing window
displays in color or in black and white.

Auto Gain Control  Specifies the Automatic Gain Control setting. When
turned ON, the video signal is automatically
amplified for best picture quality.

Note: The Tuner options are not available at this time.

Network Computer User



Aspect Ratio Specifies the window sizing attributes. Aspect ratio is
when the relative proportion of the video window’s width
and height is preserved when resizing the window. When
ON, the window size is automatically adjusted to
preserve the aspect ratio. If OFF, you can resize the
window to any size and the aspect ratio will not be
maintained.

Overscan Specifies whether the image in the viewer window is in
overscan mode. If ON, the full image displays. If OFF,
the image is reduced by 10% to match the viewing area
of typical consumer television screens.

Field Duplicate Specifies whether the Analog Video Player uses field
duplication. Field duplication is used primarily to
eliminate blurred images when viewing fast motion
videos or images generated by graphictesms such as
video games. AUTO specifies that the player determines
whether to use field duplication based on the video
window size.

Horizontal Positions the contents of the view window horizontally.
Slide the indicator to the left or right to move the contents
of the viewer window left and right.

Vertical Positions the contents of the view window vertically.
Slide the indicator to the left or right to move the contents
of the viewer window up and down.

View Menu The View Menu contains the ResetSize command. This
command returns the viewer window to its default size.

Closing the Analog Video Player

To close the Analog Video Player, select €@t command from the File
menu.
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The XIE Viewer

The XIE viewer displays an image file using the XIE protocol. The viewer
allows you to manipulate a displayed image in the following ways:

» Select pages when a multiple page file is loaded
* Rotate the image window by 0, 90, 180 and 270 degrees
* Zoom (enlarge) an area of an image

When started, the XIE Viewer displays as shown in Figure 4-19.

File Menu File Information Area

Iy — ot
¥l + xieview

Hostname:

Filename:

[09][ o[> J[r0]

A

DDDD [0 Enhanced | [100 ] Page:
I — 4
—4
Rotation Control Enhanced  Original View Pages

Buttons Buttons Image Button  size

Figure 4-19 XIE Viewer
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The XIE Viewer supports these formats:

tif — TIFF image fileO pgm — Portable Graymap format
tiff — TIFF image file ppm — Portable Pixmap format
gif — GIF87a format bpcm — bitonal pcm

ipg — MPEG file interchange format bg31 — bitonal G31D compressed
gjpg — MPEG file interchange format  bg32 — bitonal G32D compressed
cjpg — MPEG file interchange format  bg42 — bitonal G42D compressed
jfift — MPEG file interchange format gpcm — greyscale pcm
bmp — Bitmap format cpcm — color (rgb) pcm
pbm — Portable Bitmap format fax — raw G3 fax with no headers

Starting the XIE Viewer
The XIE Viewer can be started from tkdient Launcher from the remote
configuration file, or withxpsh.

Note: XIE requires an authorization key. XIE must also be enabled
before using the XIE viewer.

Starting the XIE Viewer from the Client Launcher

From the Multimedia submenu, select XIE Viewer. The XIE Viewer displays
as shown in Figure 4-19.

Starting the XIE Viewer from the Remote Configuration File

The start XIEVIEWcommand in the remote configuration fibgp(cn) can be
used to automatically download and start the XIE Viewer when the network
computer boots. &er to the start command in Chapter 2 of ¥&200/
NC400 Network Computer Referenoenual for details.
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Starting the XIE Viewer with xpsh

xpsh can open the XIE Viewer client (shown in Figure 4-19). To open the
XIE Viewer with xpsh, enter the following:

xpsh —displaync_nameD xieview
The following options can be set on the xpsh command line:

—ifg colorspecifies the color used as the foreground on bitonal images. The
color specified must be in the network computegb.txt file.

—ibg colorspecifies the color used as the background on bitonal images. The
color specified must be in the network computegb.txt file.

—cc colorspecifies the background color for the image window. The color
specified must be in the network computerth.txt file.

—f filename and path
specifies the XIE file name and its entire path. This file displays
when the XIE Viewer is started. The file name and path is
displayed in the File Information Area on the XIE Viewer client.

—fullpan True or False
If True, the image uses less memory when zoomed. If False, the
image uses more memory when zoomed. When set to False,
panning the image is faster. If there is not enough memory to
view the entire zoomed image, only part of the image will be
available when panning. The default is True.
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Opening and Displaying an Image File
The Opencommand on the File menu opens and displays an existing XIE file
in a separate viewing window.

1. Select th®pencommand from the File menu. The File Selection window in
Figure 4-20 appears.

o ] File Selection

Figure 4-20 File Selection window

2. To select the access method to use, position the mouse pointer on the NFS
button and click. A drop down menu displays the available methods: TFTP,
NFS, or DAP. The File Selection window changeseftect the chosen

access method.

Network Computer User 4-53



Chapter 4 Using Advanced Features

Using TFTP Access
The File Selection window in Figure 4-21 displays when tftp is the access
method.
& ¥l File Selection T

Figure 4-21 File Selection window for TFTP access

Note: If using tftp as the access method to display an image file, the
XIE Viewer cannot display a file that is greater than 16MB.
If you attempt to view a file larger than 16MB, the viewer will
ignore the file.

Use tftp as the access method only if NFS is not available.
NFS provides better and more accurate data transfer rates
required to maintain continuous data stream.
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1. Enter the name or address of the host on which the file is located in the Host
field.

2. Enter the file’s path, filename, and extension in the Path field. Files with the
following extensions can be viewed on the XIE Viewer:
gif — GIF87a format ppm — Portable Pixmap format
jpg — JPEG file interchange format  bpcm — bitonal pcm
gjpg — JPEG file interchange format bg31 — bitonal G31D compressed
cjpg — JPEG file interchange format bg32 — bitonal G32D compressed
jfit — JPEG file interchange format  bg42 — bitonal G42D compressed

bmp — Bitmap format gpcm — greyscale pcm
pbm — Portable Bitmap format cpcm — color (rgb) pcm
pgm — Portable Graymap format fax — raw G3 fax with no headers

Note: TIFF and TIF images require random access capability and
tftp does not support random access. To view TIFF or TIF
files, use NFS as the access method.

3. Click OK. The host and file names display in the File Information Area, and

the image displays in a separate view window. If the file does not appear,
look in the Console for status messages.
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Using NFS Access

The File Selection window shown in Figure 4-22 displays when NFS is the
access method.

& ¥l File Selection

Figure 4-22 File Selection window for NFS access

1. Enter the NFS mount point in the Filter field.

2. Click on the Apply Filter button. All subdirectories and files are listed in the
Directories and Files areas.

3. To view files in a different directory, click on the directory name in the
Directories area, and then click on thephpFilter button. The files in that
directory are listed in the Files area.
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4. Select the file you want in the Files area. The full path and filenasfidsp
in the Selection field. You can view files with these extensions on the XIE
Viewer:

tif — TIFF image file pgm — Portable Graymap format
tiff — TIFF image file ppm — Portable Pixmap format
gif — GIF87a format bpcm — bitonal pcm

jpg — JPEG file interchange format  bg31 — bitonal G31D compressed

gjpg — JPEG file interchange format bg32 — bitonal G32D compressed

cjpg — JPEG file interchange format bg42 — bitonal G42D compressed

jfif — JPEG file interchange format gpcm — greyscale pcm

bmp — Bitmap format cpcm — color (rgb) pcm

pbm — Portable Bitmap format fax — raw G3 fax with no headers
5. Click OK. The host and file names display in the File Information Area, and

the image displays in a separate view window. If the file does not appeatr,
look in the Console for status messages.

Network Computer User 4-57



Chapter 4 Using Advanced Features

Using DAP Access

The File Selection window shown in Figure 4-23 displays when DAP is the
access method.

o ¥l File Selection B

Figure 4-23 File Selection window for DAP access

1. Enter the node name or address in the Node field. This is the node on which
the file is located.

2. Enter the file’s path and directory in the Filter field.

3. Click on the Apply Filter button. All subdirectories and files are listed in the
Directories and Files areas.
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4. To view files in a different directory, click on the directory name in the
Directories area, and then click on thepApFilter button. The files in that
directory are listed in the Files area.

5. Select the file you want in the Files area. The full path and filename appears
in the Selection field. You can view files with these extensions on the XIE
Viewer:

tif — TIFF image file pgm — Portable Graymap format
tiff — TIFF image file ppm — Portable Pixmap format
gif — GIF87a format bpcm — bitonal pcm

jpg — JPEG file interchange format  bg31 — bitonal G31D compressed

gjpg — JPEG file interchange format bg32 — bitonal G32D compressed

cjpg — JPEG file interchange format bg42 — bitonal G42D compressed

jfit — JPEG file interchange format gpcm — greyscale pcm

bmp — Bitmap format cpcm — color (rgb) pcm

pbm — Portable Bitmap format fax — raw G3 fax with no headers
6. Click OK. The host and file names display in the File Information Area, and

the image displays in a separate view window. If the file does not appeatr,
look in the Console for status messages.
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Viewing Options

14

The image from the file is displayed in a separate XIE Viewer window. Use the
following XIE Viewer options when viewing an image:

1. To display the first page in a multi-image file, click on the First Page button.
2. To display the last page in a multi-image file, click on the Last Page button.
3. To display the next page in a multi-image file, click on the Next Page button.

4. Todisplay the previous page in a multi-image file, click on the Previous Page
button.

5. To rotate the image, click on the Rotation button, either 90, 180, 270, or 0.
Rotation of the image will not resize the XIE Viewer window. When an
image is rotated, zoomed images are returned to normal size.

Enhanced Enables anti-aliasing of the image. This may result in improved
readability of the image.

100% This button removes thefedt of zooming.

Page Displays other pages in a multi-image file. Move the slider to the
right and left to view other pages in the file. Thereat page
number displays in the Page field.

Zooming To zoom the image, position the mouse pointer at some point in
the image, then click and drag over the desired area. A rectangle
appears over the image to indicate the selected area. yghen
release the mouse button, the selected area is scaled up to fit the
window. You can zoom an image any number of times. Scroll
bars on both the right and bottom of image display window allow
you to pan the enlarged image.

Closing the XIE Viewer
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To close the XIE Viewer, select tiiguit command from the File menu. Any
open file information is saved and the player exits.
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WinDD ICA Client

The WiIinDD ICA client provides access to PC servers running Microsoft’s
Windows NT Terminal Server Edition and Citrix Metaframe software. Once
you are logged in to the PC server, you can run Windows NT and DOS based
applications.

Note: DOS graphics applications are not supported (even if started
from the DOS Command Promptin the Main folder). DOS
applications can only be run in character (text) mode. Refer
to each application for startup options to invoke the
application in this mode. If you try to run a DOS graphics
application, an error is generated and the application
terminates.

Starting Local WinDD ICA Client

The WInDD ICA client can be started using tbkent LauncherTekHostMenp
the remote configuration file or from the command line w(tish.

Starting WinDD from the Client Launcher

From the Host Connections submenu, select WinDD. The WinDD local client
is illustrated in Figure 2-14.

Starting WinDD from TekHostMenu

Click the WinDD button (if necessary) to access the WinDD list. Click on a
server, or enter the server name or address iAgpécation Servebox.

Starting WinDD with xp.cnf

Thestart WINDDcommand in the remote configuration fibg(cnj

automatically downloads and starts WinDD when the network computer boots.
Refer to thestartcommand in Chapter 2 of tiNetwork Computer Reference
manual for details. Related WinDD remote configuration commands include:

host_connect_method default_host_list
windd_menu_entry windd_auto_connect
windd_auto_reconnect  windd_size
default_windd_host windd_host_entry
windd_menubar windd_entrybox
start preload

flash_feature windd_auto_numlock
windd_keysym_only windd_exit_on_logout
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Starting WinDD with xpsh

xpsh starts the local WinDD client as needed. Enter the following (where
nc_names the name or address of your network coraput

xpsh —displaync_name0 windd [optiong

The followingoptionscan be set on thggsh command line. If an option is not
specified, the default setting is used.

—displaync.0
Specifies thenetwork computer (na)ame or address to display the
WinDD local client.

—c Auto-connectto the first application server in the application server list.
If there are no application servers in the list, this option is ignored and
the client window is displayed.

—nc Do not auto-connect to an application server. (Default)
—d Displays the menu bar and the internal borders. (Default)

—nd Does not display the menu bar or the internal borders. For example, this
allows a 1280x1024 WinDD window to fully display on a 1280x1024
monitor (minus windows manager decorations).

—e Enables thé\pplication Serveedit field window so that users can add
application servers to the application server list. (Default)

—ne Disables theApplication Serveedit field window so that users are not
allowed to add application servers to the application server list.

—floppy
Allows supported host versions of WinDD to use its local floppy drive

as a network connected drive for the application server. Only the first
host client to specify this option will be allowed to use the floppy
device. NOTE: For host clients (with local floppy drive) only.

—no_floppy_cache
Disables use of local floppy write cache. This is a fail-safe option to
ensure the entire file has been updated in the event a user suddenly
ejects a disk mechanically (when disks are ejected via the GUI button,
that process flushes the cache so no information is lost).

—geometry<geometry
Standard X11 geometry option, <WidthxHeight+X+Y>.
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—h <application server
Adds the named application server(s) to the application server list.
Multiple application servers can be added to the list by listing them
separated by spaces.

—help
Displays a brief help list on the available WinDD command line
options.

—initprog <prog> [—initdir <dir>]
Specifies the application to execute upon application server login. The
login session is terminated when the application is terminated.

Prog specifies the application and can also specify its path (up to 259
characters) and parameters. The program path and name are written
consecutively (and not separated by acepavhen they arboth

specified inprog. A space separates the program name and its
parameters. These parameters are program specific and can specify
program settings or data files to invoke on execution.

Dir specifies the path of the executable program.

—keysym_only
Specifies that all NCD network computer keyboards are supported with
keysym translations within WinDD.

—local_numlock
Specifies that WinDD manages the state of the Num_Lock independent
of any Xserver support.

—Nno_auto_numlock
Specifies that WinDD does not control the Num_Lock setting.

—login <username>[pass<passwd> [-domain <domainname}
Specifies the application server user account login name, login
password, and domain. These values will be used for user account
verification.

When using a WinDD client and connecting to an application server,
your username, password, domain, initial program, and initial directory
are encrypted as they are sent across the network.

Usernamepassworgddomainnamedir, andprog are not viewable or
changeable from the WinDD configuration window.
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—r Reconnect to the application server after log off.
—nr Does not reconnect to the application server after log oéfaDt)

—version
Displays the WinDD version in use. (If the license is 8019, this option
also printg~or evaluation purposes on)y

—x Exits the WinDD client upon logging out of, or disconnecting from, the
application server.

—nx Does not exit the WinDD client upon logging out of, or disconnecting
from, the application server. (Default)

—force_xcursor
Specifies that monochrome pointers within the WinDD desktop are to
be implemented using X cursors. Some monochrome poaresor'd
with the underlying desktop. When this switch is specified, it is no
longer xor'd, as X cursors do not support that mode.

Note: The force_xcursor feature is intended to compensate for
workstations that do not have a particularly high
performance X server. Consider using this option if the
pointer flashes when move, or poor performance is observed
entering text in dialog boxes. Using this switch improves user
interactivity. The only sideféect is the pointer iglisplayed in
a single color.

—compress
Enables compression of ICA network data to and from the WinDD
client.

—no_compress
Disables compression of ICA network data to and from the WinDD
client.

—max_compress_disable
Disables compression fornumber of outgoing ICA commands from
the WIinDD client. The default is 0, which enables all compression.
Count setting of 0 might “compress” client data larger than its original
size during start of login session. Settings larger than O restrict
expansion of the client data.
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—a published_app
This allows an ICA session to connect to any published application on
a WinFrame/MetaFrame-based server. The argumediished_apjis
the name of the published application.

xp.cnf compression commands
windd_compress ““ #ENABLED | DISABLED
windd_max_compress_disable 0#[<ICA command count>]

Configuring your WinDD ICA Session from the Client Screen

From the WinDD ICA client screen (Figure 4-24), you can easily change your
session attributes before you log in to a server.

T
LT

-=-i WinDD inil:l

9210-1
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Figure 4-24 WinDD Client Screen

The Configure button brings up the WinDD Resolution dialog illustrated in
Figure 4-25. The resolution determines the size of the WinDD window. The
resolution must be selected prior to making a connection to the application
server and cannot be interactively changed until the connection has been closed.
TheConfigure button performs the same function as@pions] Configure

pull down menu choice.

Configuration

Resolution
4 840 x 480 1024 X 768

< B00 x 8600 4~ 1280 x 1029

& 16 Colors

~ 256 Colors

[~ Reconnect After Logoff

o

Figure 4-25 WinDD Configuration Dialog

The Reconnect After Logoff button enables automatic reconnection to the
application server after you have logged off of a WinDD session. If this button
is on, then the WinDD log in seen (Figure 2-16) appears whawu select

File [ Logoff from a Windows NT session. If this button is off, the WinDD
client screen is displayed when you log off a session.

WinDD messages about connection status, error conditions, or other necessary
user feedback appear in the message console area. All message are also sent to
the network computer system console so that the information is available even

if WinDD has been terminated. Use tGkar Consolebutton to céar

messages.

When configuration is complete, select the application server for your session.
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Selecting an Application Server

The WiIinDD ICA client screen displays a list of application servers your system
administration defined for you. Use the mouse to select one of the servers from
the list. If the application server you want to access is not on the list, enter the
name or address in tigplicationServer:field and press Enter. WinDD log in

information is in Chapter Dperating thdNetworkComputer

WinDD Local Client Options Menu
There are two ways to access the local ci@ptionsmenu:
1. Select Options from the local client menu bar (Figure 4-26).

Options ‘ Help

Log On

Send Ctl+Alt+Del
Configure

Disk

Exit

Figure 4-26 Local Client Options Pull Down Menu

2. Hold down Shift and Ctrl and click the middle mouse button (Figure 4-27).
This method is only available after you have a server connection.

WinDD Options Menu

Log On
Ctrl+Alt+Del
Exit WinDD

Figure 4-27 Local Client Options Menu
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Log On

» Toggles between the WinDD session window and the WinDD ICA client
screen. This is only available afteyu have a server connection. To&ncel
button on the client screen returns you to the session window.

Configure

» Brings up the WinDD Resolution dialog (Figure 4-25). This is only available
before you have a server connection.

Exit
* Closes the WinDD client.

WinDD Help Menu
The WIinDD Help Menu presents WinDD copyright and version information.

9210-4

Figure 4-28 WinDD Help Menu
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PSXpress

After installing the Adobe software, add the following configuration
information to the users’ environments (typically in thiigin or .cshrcfiles).
The contents of this section can also be found in thei$iée.adobe

Note: Users’ execution path, X resources, and PostScript resources
must be defined correctly for all of the Adobe software demos
to work.

Changing Execution Paths

Add the following diectory to the execution paths or PATH variableekxp/
bin/<host>, where<host> is sun solaris, or hp.

For example, assuming that the installation location at your siexport/
tekxp the following commands change a user’s execution path to run Adobe
software on a SunOS 4.1.3 system:

# setenv PATH /export/tekxp/bin/sun4:"$PATH"
# rehash

Integrating Icons into an OpenWindows Desktop

To integrate Acrobat Reader icons into an OpenWindows desktop, run the
olwm.deskinstalcript. You can run this script as root, or from your login
account.

If you are root, the binder rules are defined on a system-wide bdsitin
cetables/cetabledf you run the script as a normal user, the binder rules are
installed iNSBHOME/ .cetables/cetables

Follow these steps for system-wide installation:

1. In a UNIX shell window, as root, locate tblevm.deskinstalscript:
# cd /tekxp/AcroRead_2.1/desktop

2. Run theolwm.deskinstalcript:

# ./olwm.deskinstall

After the script has been installed, a message appears, indicating that you
have successfully installed the sodin:

3. For the changes to take effect, log off of the OpenWindows window
manager, and log back on.
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Using Display PostScript NX with Sun AnswerBook

To run AnswerBook on Solaris systems, first verify that:

* The Sun Patch version 101654-02 or later is present on your Solaris system.

» The DpsNx group was installed from the XpressWare media.

To run AnswerBook:

1. Add the following to the LD_LIBRARY_PATH environment variable:
<install_directory>/tekxp/dpsnx_2.1/common/lib
Add this line before théusr/openwin/libentry.

2. Set the display variable, whare_names the network computer's name:
# setenv DISPLAY nc_name:0

3. Run theexecnxcommand:
# execnx &

4. Run AnswerBook:
# answerbook

X Resources and Application Defaults

Add the following template to the value of the user's XFILESEARCHPATH
variables:

ltekxp/dpsnx_2.1/common/app-defaults/%N.ad

PostScript Resources

Add the following drectory to the user's PSRESOURCEPATH environment
variables. The PSRESOURCEPATH definitions should end with two colons

G2):
ltekxp/dpsnx_2.1/common/psres

For example, if you want to use the applications in the PSXpress option and
PSRESOURCEPATH has not been set, use this command:

# setenv PSRESOURCEPATH /tekxp/dpsnx_2.1/common/psres::
It correctly sets the PSRESOURCEPATH variable.
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Launching Applications

By default, Adobe Acrobat Reader and other applications are installed in
tekxp/bin{ sun4solaris|hp}. Make sure this directory has been added to user’s

execution search paths.

Table 4-1 lists the commands used to launch Adobe applications.

Table 4-2 Commands to Launch Adobe Applications.

Application Command Description

Adobe ShowPS showps A viewer for PostScript documents and
files.

Adobe Acrobat Reader acroread A viewer for Portable Document
Format (PDF) files.

Display PostScript Executive dpsexec An interface that provides direct user
interaction with the PostScript
interpreter.

Motif Draw Demo draw A simple drawing editor with text,
ellipses, and rectangles.

Motif Font Viewing Demo fontview A viewer for fonts available on the
system.

Motif Graphical Text Demo scratchpad A graphical editor for manipulating text,

Display PostScript Text Game texteroids A game similar to asteroids, with

rotating text.

Display PostScript Imaging Demo | wonderland A demo that illustrates Display
PostScript imaging capabilities.
EPSF Viewing Demo xepsf Viewer for Encapsulated PostScript

Format files.
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Launching Acrobat Reader

If you have configured OpenWindows as described irttegrating Icons into

an OpenWindows Deskt@gction, you will see the Acrobat Reader icon on
your desktop. Click on the icon (or on a PDF document icon) to start Acrobat
Reader.

To view one or more files while starting Acrobat Reader, give the file names as
command line parameters. For example, to Viekxp/AcroRead_2.1/sun/
doc/Tour.pdiand/tekxp/AcroRead_2.1/sun/doc/Samples/Backgrndr.pdf,
enter:

# acroread /tekxp/AcroRead_2.1/sun/doc/Tour.pdf \ /
tekxp/AcroRead_2.1/sun/doc/Samples/Backgrndr.pdf

Theacroreadlaunch script and thecroread_frontengprogram ensure that

only one version of Reader runs on your desktop. If you issue the command
acroreadfilename.pdivhen Reader is already running, the currently running
version of Reader loads and displéijename.pdf

If you want a new version of Reader each time you issuadtueead
command /tekxp/AcroRead_2.1/custom/USEFRONTENDPROGBAM
launchacroreadas follows:

# acroread —e USEFRONTENDPROGRAM=0

Locating Acrobat Reader Preferences File
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The preferences that are specified by the useugir the Prierences Dialog

are stored in a preferences file. Acrobat Reader reads this file at startup and
writes this file every time the user clicks the OK button in thedpeeices

dialog.

The specific preferences file used by Acrobat Reader is determined by selecting
the first non-directory file that can be located from a list of candidates. The
candidate list is specified as a colon-separated list of path names. The path
names may contain the special sequé&nhbito denote Acrobat Reader’s class
name, which if\croread For example,

/user/joe/app-defaults/%N:/user/joe/%N

specifies two candidate gfierences files, namelyser/joe/app-defaults/
Acroreadand/user/joe/Acroread
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If this candidate list was used by Acrobat Reader to locate thergneks file,
then if/user/joe/app-defaults/Acroreakists as a plain file, it will be used as
the preferences fil®©therwise, if user/joe/Acrorea@xists as a plain file, then
it will be used.

If neither file exists, then the filluser/joe/app-defaults/Acroreableing the
first candidate specified, will be created when Acrobat Reader writes the
preferences file.

The content of the candidate list depends on two environment variables,
XAPPLRESDIR and XUSERFILESEARCHPATH.

1.

If neither XAPPLRESDIR nor XUSERFILESEARCHPATH is set in the
user’s environment, then the candidate li$$HKOME/%N where$HOME
denotes the user’s home directory.

. Otherwise, if XUSERFILESEARCHPATH is set, then the value of

XUSERFILESEARCHPATH is used as the candidate list. For example, the
user could get the candidate list specified in the example above by entering
the following C-shell command:

# setenv XUSERFILESEARCHPATH \ /user/joe/app-defaults/
%N :/user/joe/%N

. Otherwise the candidate list will BXAPPLRESDIR/%N :$HOME/%N

where$XAPPLRESDIRIenotes the value of the XAPPLRESDIR
environment variable.

If users have a file named Acroread in their home directories, then they need
not specify an XAPPLRESDIR or XUSERFILESEARCHPATH environment
variable.

The following single entry in a user'sshrcfile will cause applications to look
for the appropriate preferences files in the app-defaults subdirectory of the
user's home directory:

# setenv XUSERFILESEARCHPATH $HOME/app-defaults/%N

The complete set of rules for determining the candidate list can be found in
The X Window System TooJkiublished by Digital Press.
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Printing Documents with Acrobat Reader

You can print PDF files from within Acrobat Reader by choosing Print from the
File menu. You can also print PDF files using Acrobat Reader from the
command line. For example, to print the Bemple.pdfo the default printer
from the command line, enter:

# acroread —print sample.pdf

To print the filesample.pdto the printer namelserprinter, enter:
# acroread —print sample.pdf —Plaserprinter

You can pipe a PDF file intacroreadfor printing using the-print option:
# cat sample.pdf | acroread —print

Converting PDF Files to PostScript Files with Acrobat Reader

You can convert PDF files to PostScript documents from the command line
with Acrobat Reader. The following command converts the PDF file
sample.pdto a PostScript file stored aample.ps:

# acroread —toPostScript sample.pdf

You can convert one or more PDF files and put the PostScript results into a
directory. For example, to conveample.1.pdindsample.2.pdfin the current
directory) into PostScript files stored in the subdirectsmynples_PS_dienter

the following command:

# acroread —toPostScript sample.1.pdf sample.2.pdf
samples_PS_dir

To specify a series of PDF files to be converted and specify an individual name
for each converted PostScript file, use tipairs option:

# acroread —toPostScript —pairs file_1.pdf file_1.ps ...
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Using Display PostScript NX with Other Applications

The applications bundled with XpressWare capable oftdomatically

launching a Display PostScript NX agent if one is not available. However, some
third-party Display PostScript applications, such as Sun AnswerBook, do not
have this capability. Users can start an agent manually for use by these
third-party applications with the following command:

# execnx &

Users only need to riexecnxonce per login session; the agent that it starts will
be shared by all Display PostScript programs and applications that use the X
display. Se&lCBridge InstallationAppendix A for information about Display
PostScript agents.

Users can use thistnx utility to see if there are any agents already servicing
their X displays:

# listnx
For details, see thexecnxandlistnx man pages located ftekxp/man/catiy
default.

Location of Documentation

PostScript language documents are installed irfitéhkep/dodirectory by
default. The documents themselves come from the diretteyp/dpsnx_2.1/
common/doand include:

ShowPSUserGuide.ps ShowPS&enceCard.ps

Adobe Acrobat Reader PDF documentation is locatéelxp/AcroRead_2.1/
Help and include:

Help.pdf Tour.pdf
The man pages are installed in ttekxp/man/catmirectory.

Sample documents and example applications are locateskip/
AcroRead_2.1/Helpnd include:

AcrBroch.pdf ShowPSUserGuide.pdf
Backgrdr.pdf ShowPSReferenceCard.pdf
FeatBene.pdf AeFables.pdf

SFO.pdf Claim.pdf

FoneAndMap.pdf ncaal.pdf
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Font Caching

The font caching feature stores fonts in memory for later use. This eliminates
the need to download a font each time the application using the font is executed.
For example, if you open and close your word processor, then open it again, the
fonts are still available if your network compts memoryThis is a more

efficient use of resources, since fonts are cached once, instead of duplicated for
each occurrence @ownloaded over a busy network.

You can specify the amount of memory to allocate or you can flush cached fonts
at any time. It is recommended that cachdumhied whenever new fonts (with

a font path change) are added, to insure that the proper paths are cached.
Flushing does not affect the current applications.

To set a Font Cache Limit:

Launcher

4%

>

1. Select Setup from thélient Launcher

2. Check the amount of memory in your network computer by, dragging on
Statistics and releasing on Memory.

3. Drag on Configuration Summaries and release on X Environment.

4. Set Font Cache Limit to the amount of memory in kilobytes to allow for font
caching. Do not exceed the total memory for your network computer.

To empty the Font Cache and free up network computer memory:

Launcher

£

1. Select Setup from thélient Launcher

2. Drag on Configuration Summaries Menu and release on X Environment.

3. Click theEmpty Font Cachebutton.
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Printing Color Hardcopies

This section explains how to print a hardcopy by usingti#éM pop-up menu
item or by entering a command on the command line. Information in this
section is specific tMWM. If you are using another window manager, refer to
the documentation you received with that window manager for more
information about printing a hardcopy.

Note: The host computer must have the appropriate software
installed before you can use these hardcopy commands. If you
cannot print a hardcopy, contact your system administrator.

Printing from MWM

You can use a pop-up menu to make a hardcopy of a window or a hardcopy of
the entire screen.

Making a Hardcopy of a Window

1. Move the pointer outside of all windows and drag the Custom mouse button
to display the pull-down menu.

2. Release on Hardcopy to display another pull-down menu.

3. Click the Custom mouse buttonafindow to change the pointer shape into
a cross.

4. Move the pointer into the window you want to copy.

5. Click the Select mouse button. A single beep indicates the window is being
copied. A double beep indicates the copying process is complete.

Making a Hardcopy of the Screen

1. Move the pointer outside of all windows and drag the custom mouse button
to display the pull-down menu.

2. Release on Hardcopy to display another pull-down menu.

3. Click the custom mouse button 8oreen A single beep indicates the screen
is being copied. A double beep indicates the copying process is complete.
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Printing from the Command Line
Here is a general procedure for printing a hardcopy of a window:
1. Move the pointer into an X window and click the Select mouse button to
activate the window.

2. Press the PrintScreen key. This key must be defined by your system
administrator. Contact your administrator to find out which key to press and

which printer your network computer is configured to use.
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Flash Control Console

Note: The information in this section is written for system and
network administrators responsible for installing and
administering one or more network computers in a
distributed-computing environment.

This section describes tiidash Control Consol¢FCC), a graphical user
interface that allows the flashing of multiple network computers from a single,
central terminal. The FCC offers arovenient alternative to flashing by use of
configuration commands in the xp.cnf file. For more information about
configuring flash memory by use of configuration commands, refer to
Configuring Flash Memorin theNetwork Computer Reference Manual

Capabilities controlled by theCC include:
* Handling a network of over 100 network computers.

* Interactively selecting terminals, network computer features, fonts and user
files for flashing.

» Selecting fonts from multiple hosts.
» Supporting only TCP/IP.
» Displaying online status of a flash operation.

» Creating flash image of network computer features, fonts and user files
selected for flashing.

» Flashing multiple network computers either on a file-by-file basis or from a
created image.

» Simultaneous flashing of multiple network computers.
* Loading or saving settings from/to a user-specified file.

* Providing a logacility.

Network Computer User 4-79



Chapter 4 Using Advanced Features

Before Using the FCC
* Make sure that thitash.relfile is in yourconfig directory.

» Addflash_auth_xpto thexp.cnffile in theconfigdirectory for each terminal
you want to flash.

Starting the FCC
To bring up the Main menu of tiidash Control Consolgype:
>xpsh [—displaydisplaynamed] fcc &

wheredisplaynamés the name of the display where B@C will appear. If you
do not entedisplaynamethe$DISPLAYenvironment variable is used as the

default.

Note: You can also set displayname by changing the $DISPLAY
environment variable.

[7] Flash Control Console

Source Directory:

Access: TFTP
Host: 00000
Path:

Selection: Target Netstations | Compress

Available List Selected List

A

Figure 4-29 The Flash Control Console Main Menu
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The Main menu of th€CC has four areas: The File Menu, the Menu Bar, the
Menu Input Area and the Message Box. Let's look at each of those areas in
detail.

The File Bar
The File Bar offers theollowing options on the File pull-down menu:

» Load Settingsises settings that have bgeaviouslysaved (assumed not to
be empty). Choosing this option brings up the Load New Configuration
screen whergou specify the access method, host and path of the
configuration file you want to load.

» Save Settinggses the parameters selected orHBE to updatethe settings
file (see the following note). Using this option brings up the Save Current
Configuration screen where you specify the access, host and path where you
want to store the configuration file.

Note: You must create the Save Settings file befostng the Save
Settings option. To do this, type the following at the shell of
the specified host> touch <savesettings filenarme

» Log Filetakes only the flash information that appears on the network
computer console window and saves it in a file (see the folloNDGE).
SelectingLog File brings up the Set Logfile Attributesreen whergou
specify the access, host and path that is used to store the file.

Note: You must create the Log File befousing the Log File
option. To do this, type the following at the shell of the
specified host> touch <log file filename

» Exitends the program.
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The Menu Bar

The Menu Bar is where you select the activity you want to perform &€

Note: These activities are not activated until after you click the
Proceed for Flashing button (discussed shortly).

» Flash Settingdlashes all the settings you select onFiGC.
» Flash Imageuses a source image file to flash selected network computers.

» Create Imagereates an image file using the current settings. If you select
this activity, thdmage Destinatiomeading appears on the Main menu with
the following choices:

Access— TFTP, NFS or DAP (not currently supported).
Host— The host name or address where you want to store the image file.

Path— The name and full path of the image file. TFTP requires a
publicly-writable file and NFS must have the file system mounted.

Image Type— The network computer family used for imageation. Choices
include: XP10, XP10T, XP330, XP330PEX and XP350.

* Query Image queries an image file.

The Menu Input Area

The area of theCCwhere you select the options you want to flash is called the
Menu Input Area and contains the following:

Access

Specifies which file access method to use. The options are: TFTP, NFS or DAP
(not currently supported).

Host

The field you use to specify the host name or address where files to be flashed
are read. For example: 128.123.186.67.

Note: The host name must be specified in the Internet Host Table of Setup.

4-82 Network Computer User



Path

The text field you use to specify the source directory of the files you want to
flash. For examplgyol/Boot

Selection

Specifies the parameters available for flashing. The options are: Target network
computers, Tek Features, User Files or User Fonts.

Compress

Selecting this option causes the files to be flashed in compressed format. It is
recommended that you use Compress to save space; however, compression will
affect system performance.

Note: This button does not appear if you select Flash Image or
Query Image.

Available List

Lists the items that are currently available for flashing.

Selected List

Lists the items that have been selected for flashing.

Note: To move an individual item between the Available List and the

Selected List, highlight the item you want to move and then
click the appropriate “arrow” located between the lists.

Entry

A text field where you enter a parameter that can then be added to the Available
List for flashing. This can include:

* A network computer address or name (if your network provides a name
service).

+ User file names.

« User fonts.
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Add
Adds information to the Available List that currently appears in the Entry field.

Note: Items appearing in the Selected List also appear in the
Available List enclosed in brackets.

Delete
Deletes highlighted names and addresses from the Available List.

Note: When you use this feature, the brackets around the items in
the Available List (see “Add,” above) disappear.

Add all

Copies all the items from the Available List to the Selected List.
Del all

Deletes all the items in the Selected List.

Proceed for Flashing

Takes you to the Flash screaiisEussed shortly).

The Message Box

The area at the bottom of the screerereha brief messagesgiays whenever
the cursor passes over a field onF&C menu.
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The Flash Screen

After selecting the features you want to flash and clickingPttoeeed for
Flashing button on the Main menu, the Flash screen appears (Figure 4-30).

= Flash Control Console

Flash Settings Flash Image create Image | Query Image

Qverview

Netstations : 1 Flash failures: 0

Status : Ready Terms flashed OK: 0

Name Size Status

emily 0

Return to
Selection

Figure 4-30 The Flash Screen

The central part of the Flash screen is called the Overview. It is here that a list
of the individual features you want flashed are listed, as well as current
information about the status of any analysis being performed.

There are four buttons at the bottom of this menu:
 Start: This button starts the actual flashing.
» Abort: Stops the flash process.

» Analyze: Determines the available memory of the target network computer
and compares that with the amount of memory required by the options to be
flashed.

» Return to Selection This button returns you to the Main menu of fethash
Control Console
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Note: If you do an analysis or flash and then click on tReturn to
Selectionbutton, a warning box appears, letting you know
that all flash information will be lost if you return to the Main
menu.

After Doing an Analysis

Once you have completed an analysis, the Status line in the Overeigw a
showsAnalysis Complete . Doubk-clicking on a network computer name at
this point brings up the Network Computer Status box, which displays the
network computer name, status of the analysis, flash memory available, and
total memory size required by the network computer. You can view the
statistics for any groups listed by doubled-clicking on their name to bring up the
Group Status box. Click on tiieturn to Network Computer button and then

the Return to Overview button to go back to the Flash Screen.
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TekLogin Local Client

Many customers want to present their end-users a simplified environment with
simple login methods and easy access to applications. Th&ealdwginlocal

client adds one more piece to that end, streamlining the login process and
allowing system administrators to decide how much or how little control over
to offer their end-users.

The TekLogin local client is commonly used with the PPP support featfiee
to thePPP Supportopic on page 4-91) to provide remote users access to host
servers.

Starting TekLogin
There are several ways to launch TrekLoginclient. You can launch it with:
» theSetupclient
» theLauncher
» thexpshcommand
 thexp.cnffile

As noted in the previous section, you can chdadd oginas yourHost
Connect Methodin Setups Configuration Summaries | X Environment
menu. After a successful boot, the network computer will displayekeogin
client, as seen in Figure 4-31 on page 4-88.

Another method is to sétauncherto display and launch thieskLoginclient.
You can manually edit yowgystem.launchéfile to do this or set this line in
your xp.cnffile to “YES”:

teklogin_show_sessions_in_launcher YES

This will automatically display all eight of your pre-configured sessions in a
pull-down menu in théauncher

A third way to start TekLogin is with thepshcommand:
xpsh -display <displayname> :0 teklogin &

Finally, you can have TekLogin start automatically withxpecnffile by
un-commenting and altering this line in yoyr.cnt

START TEKLOGIN ~ NO #[YES|NO]
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Change the value for this line to “YES”.

TekLogin

Figure 4-31 TekLogin client

xp.cnf commands for TekLogin

You can add these commands to yepicnffile to affect theTekLoginclient.
Refer toyour Network Computer Reference Mant@l details about these
commands.

teklogin_show_sessions_in_launcher [YES|NO]
teklogin_force_fullscreen_windd [YES|NO]

teklogin_timeout [SECONDS]
teklogin_require_login [YES|INO]
teklogin_save_passwords [YES|NO]
teklogin_default_session [1-8]
teklogin_close_on_connect [YES|NO]
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The first two listed are notable in that they are not configurable with the
TekLoginclient itself, as most of the others are. The
teklogin_show_sessions_in_launcher = command will display the configured
sessions in theauncherclient as pull-down selections. The
teklogin_force_fullscreen_windd ~ command forces the WinDD ICA client
launched byTekLoginto take up the whole screen (rather than a 640x480
window, the default).

Configuring TekLogin settings

In theFile pull-down menu, you can selégave SettingRestore Setting®r
Exit.

Save Settings  This saves the current user name, password, phone number,
and session settings such that the next tim& éké ogin
client is launched, these settings will display.

Restore Settings Restores the last saved settings.

In theView pull-down menu, you can selégetupor Options Both of these
selections will require a password if you set password restriction Bettug
main menu.

Setup This launches th8etupclient. Sys-admins can disable this feature,
however, if they do not wish end-users to have access tetp
client. (Seeésecurity between TekLogin and Sebagpage 4-90 for
details.)

Options  Autologin Timeout. The default timeout is 30 seconds, after
which, if the user does not click tancelbutton, TekLoginwill
attempt to make the connection described by the session name. If
the user cancels the autologin, he can then choose one of the other
configured sessions in TekLogin by its session name. The
autologin defaults to the last session connected tdekaogin

Interactive Login Required. This requires the user to enter his
username and password after the PPP authentication has occurred.

Network Computer User 4-89



Chapter 4

Using Advanced Features

Close on Connectlf TekLoginis not configured to close on
connect (default), it will remain on the user’s screelowahg the
user a simple method of disconnecting from one session and
reconnecting to another. Some system administrators, however,
may wish to disable this functionality, forcing the network
computer to connect using only session configuration.

TekLogin Options

Autologin Timeout: I 38
Interactive Login Required: Mo |
Close on Connect: Mo |

aK | Cancel |

Figure 4-32 TekLogin options

Security between TekLogin and Setup

4-90

System administrators can set the security mechanism for a network computer
in Setups main menu so that no user can tamper with the network computer’s
configuration without the password. The security is activated whenever a user
enters something iBetupor presses some button. Some of the fields,
however—such as username and password for both authentication and account
login purposes—need to be alterable to end-users. With security activated on
theSetupclient, users will be able to enter their own user names and passwords,
but will not be able to change the session names or other configuration
parameters.

If security is enabled, thEekLoginclient will not launch th&etupclient, so
system administrators can effectively “hidg&tupfrom novice users.
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PPP Support

PPP is areliable transparent Internet Protd&)l that iows network

computers to make network connections via serial lines to remote devices.
NCBridge’s PPP passes TCP/IP information over the phone line in such a way
that it appears as though your network computer has an Ethernet connection.

PPP support is available for these former Tektronix network computers:
e XP100, XP200, XP300V, XP350, NC200, and NC400.

It is notavailable for:

« XP10, XP10T, XP20, XP100D, or XP330.

Before you begin

To run PPP successfully, you will need both the local PPP client process that
runs on the network computer and the PPP server that runs on the remote host
computer. NCBridge version 3.1 or higher software provides the PPP client;
you will need to get the appropriate PPP server software from your host vendor.

There are several different ways you can connect your network computer via
PPP to a remote host, but before you begin, you must first configure:

» the network computer’s serial port
» the network computer’'s PPP settings
» thexp.cnffile (if you want PPP to start automatically after boot)

» several other settings

Configuring the network computer’s serial port

Before you can connect via PPP, you must configure one of your network
computer’s serial ports for your modem.

First, select a port on the rear panel of your network computer. Since many
users may already have tablets or other peripheral devices connected to port O,
and since port 1 allows higher transmission rates (115.2K), we recommend you
useport 1 for your modem connection, especially if yane ugng ISDN lines.
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On the NCD network computers, port 1 is the upper port; port O is the lower.
Connect your modem’s 9-pin female cable to the desired(pdirexamples in
this section assume port 1 has been configured for PPP.)

serial port 1 (up to 115.2K baud rate)

serial port O (up to 57.6K baud rate)

-/ T
w04 ¥

Figure 4-33 RS-232 serial ports on an NC200

After you have connected the modem cable to your serial port, you must
configure the serial port for modem transmissiorSétup go to
Configuration Summaries | Peripheral Ports (See Figure 4-34 on page
4-93.)

The fields in the lower half of this menu (frodetwork-to-Port Process

down) do not Hect your modem, so we will ignore thenete. We are

concerned with one of the two columns at the top, depending on the port you
have chosen. For our example, this is Serial Port 1, on the right.
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The “8”, “1”, and “None” default settings for the first three fielisaa Bits, Stop
Bits, andParity ) will be correct for virtually all ctrent production modems. (Check
your modem user documentation to be sure.)Alber Control andBaud Rate
settings are really the only two you will need to configure.

TekSetup

[ TCPAP
JE—

Unused

Figure 4-34 Peripheral Ports Configuration Menu
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Flow Control. This field determines what kind of PPP “handshake” passes
between the network computer and the server: None, XON/XOFF, or CTS/
RTS.

— “None” tells the network computer to pass data through the modem
without acknowledging transmission or reception of the data packets;

— “XON/XOFF" is a software handshake; and

— “CTS/RTS” (recommended) is a hardwaradishake. (Check your
modem user documentation for the best handshake method.)

Baud Rate.This refers to your modem’s transmission speed. We recommend
setting this field to at least 57,600 to avoid starving the modem of data. Port 0
supports a maximum of 57,600 baud rate; Port 1 supports up to 115,200.

Note: Due to the complexity of the baud rate programming, port 0 is
totally unusableif port 1 is in use at 115,200 baud. If port 1 is
in use at lower baud rates, port 0 is available for use with any
appropriate device.

4-94 Network Computer User



Configuring the network computer’s session/PPP settings

Next, you will have to configure your network computer’s session and/or PPP
settings. InSetup go toConfiguration Summaries | SessionThis menu
allows you to configure the network computer for PPP sessions and for Ethernet

sessions.

TekSetup

| Mot Connected.

Connection down. Mot Connected.

Figure 4-35 Session Manager Configuration Menu
As you can see in Figure 4-35, tBession Manager Configuration Menus

divided into four areas, known as identification, authentication, connection, and
status.
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Session identification

In this area, identify each of up to eight session configurations.

SessionYou can specify one of eight sessions in this field. For each session,
you will configure the settings in the other fields listed below. When you select
one of the eight sessions with this button, the settings you configure in the other
fields described below will appear.

Session NameGive each of your eight sessions a distinguishing name that will
help users identify the correct session for their needs.

Session authentication

4-96

The session authentication area is for authentication purposes. Each session
requires some form of authentication to make the session connection.

User Name.You must provide a valid user name.

Password.You must provide a valid password. Your password will appear as
asterisks as you type it in; the field itself will appear blank after you press Enter.
These two authentication parameters (User Name and Password) are saved in
NVRAM when you click the “Save Settings to NVRAM” button.

Connection Method.There are four choiceBial Out, Direct, Manual Script

Dial Out The dial out method—probably the most common—
can only be used to connect to RAS servers (or servers
emulating the RAS imtrface).Dial Outassumes PPP
is already running on the host.

Direct This refers to a trudirect serial cable connection from
one device (your network computer) to another (an NT
server, for example), in which the baud rate on the two
devices’ serial ports must be the same. We recommend
you use this method only when you have a
null-modem serial cable connecting your network
computerdirectly to a server.

Manual This selection automatically brings up a TIP window
and forces the user to enter his/her username and
password. If the PPP daemon is not running on the
host, the user will also have to start it manually.
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Script This allows you to specify a script to automate the
authentication process.

Port SelectSerial Port 0 (PPP)Serial Port 1 (PPP)or
Ethernet

Serial Port 0 (PPP)  Select this if you have configured Serial Port O for PPP
(up to a maximum of 57,600 baud rate).

Serial Port 1 (PPP)  Selectthis if you have configured Serial Port 1 for PPP
(up to a maximum of 115,200 baud rate).

Ethernet This selection disables all the PPP settings you may
have configured in th8ession Configuration Menu
and connects directly through the network computer’s
Ethernet cable.

Local IP. By default, this field is disabled. Any attempt by the user to add an
IP address or other string will be ignored. Intitue case wheyou wish to use
this field, you will have to uncomment this line in yogr.cnffile and add an

IP address value:

ppp_local_ip_addr [IP_ADDRESS]

If you do this, be sure to enter a valid unassigned IP address on the same subnet
as your server in tHeocal IP field; if you enter an invalid address, the host will
not allow you to log in.

The remaining fields in the session authenticadi@a may or magot appear,
depending on the Connection Method you select. For example, if you choose
Direct, you will not need to provide values for the next four fields.

— Phone Number.You must provide a valid phone number for the network
computer to dial out to if you seldatal Out, Script orManual This field
will not appear ifyou selecDirect as your connection method.

— Script. If you leave this field empty, it will remain blank but will default
to one of the supplied scripts. You can also specify another script or one
of your own. Enter the name of the script in this field. This field will not
appear if you seledirect, Dial Out or Manualas your connection
method.
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— Connect String. You must provide a connect string only if you select
Dial Out. This field will not appear if you selebirect, Script or Manual
as your connection method. This string is modem vendor-dependent. The
default value (shown in Figure 4-35 on page 4-95) will work with all
Hayes-compatible modems. If you wish to alter the default string, or if it
conflicts with your modem, consult your modem user manual for details.

— Disconnect String.(Same information as for the Connect String above.)

Session connection
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The session connection area is for your login conneeffii@nyou have
successfully passed PPP authentication.

Connection Type There are several connection types you can choose from.

None (Default.)Nonemeans that after the network computer
has made the connection and been authenticated, the
user will have to start his own session, launch clients
manually, etc.

ICA Host This selection will connect you to a WinDD/Windows
NT host over an ICA connection. If you seldCA
Host you must specify a WinDD/Windows NT host
(name or IP address) in thiost/Application field.
Unless you specify an alternate configuration in your
xp.cnffile, the default WinDD window (640x480, 16
colors) will appear(Also, see note below.)

ICA Application This yields a result similar to th€ A Hostconnection
type, except that the user, instead of getting an entire
Windows NT session, will only get access to the
specified application. If you selekEA Application
you must specify a (case-sensitive) application name
in theHost/Application field. This application name
is the name a master ICA browser broadcasts over the
network to ICA clients. When you seld@A
Application the master ICA browser will connect you
to the Windows NT host that can best serve you that
application, based on the seris resources, number
of users currently logged in, e{@&lso, see note
below.)
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TekHostMenu This will launch the TekHostMenu client, allowing the
user to choose amongst the various protocol/host
combinations to make a post-authentication

connection.

XDM Direct This sends an XDMCP login from a specific host to
the user’s display immediately after PPP
authentication.

Telnet This will launch a Telnet session to the selected host.

Navio This selection is not supported at this time.

Note: ICA (WinDD) connections will nowork in 16-bit TrueColor
environments. If you choose ICA Host or ICA Application as a
connection type, be sure that your Default Visual and Root
Depth settings are set to “PseudoColor” and “8” respectively.
(See the®PP Supportopic on page 4-91 for more details.)

Host/Application. This field is for one of two values: You can enter the IP
address (or server name) of the ICA host to which the user will login; or the
specific published application name. The published application name defaults
to the local subnet, but you can optionally prepend the published name with a
Windows NT server name or IP address, or with the subnet mask that points to
a specific Application Master Browser location as shown, for example, in this
entry:

192.168.15.255 notepad

This points to an Application Master Browser on the sub82t168.15.259n
such a case, the Application Master Browser selects the Notepad application
from among the hosts on the subnet based on server load.

User Name Optional. This user name differs from the user name required in
the session authentication area of this menu. This user name refers to the actual
account the user must have on the server on which he wishes to login; the
former user name is for authentication only. If this field is left empty, the user
will have to manually login to the server after the session has been authenticated
and established.

Password Optional. This too differs from the password required in the session
authenticatiorarea. If his field is left empty, the user will have to manually
enter his/her password to login.
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Domain. Optional. This is only for Windows NT environments. If you have
entered a user name and password in the two previous fields, you might also
want to specify a Windows NT domain on the login host. Otherwise, the user
will have to manually select a domain at the Windows NT login prompt.

Session status

The session status area is where you make and break session connections. It
also displays information about your connection.

Connect/DisconnectUse this button to make andebk your sssion
connections. (See tH#PP connectiontopic on page 4-103.)

Status This gives PPP connection status information (terminated, connecting,
connected, etc.). If you have selected Ethernet as yourSeats will display
“Connection Down.”

Local IP. Local IP refers to the IP address the PPP server allocatearto
network computer after the PPP connection has been established. If you have
selected Ethernet as your Pardcal IP will display “Not Connected.”

Remote IP. Remote IP refers to the IP address of the PPP server you are
connected to. If you have selected Ethernet as your Rempte P will
display “Not Connected.”

Configuring the xp.cnf file for PPP

4-100

Configuring thexp.cnffile will allow remote users to make PPP connections
automatically, after they boot their network computers. You will need to
complete the previouSetupconfigurations for each network computer you
want to connect automatically. You will also need to uncomment and alter this
line in yourxp.cnft

STARTPPP  NO  #[YES|NO]
Change the value for this line to “YES”.
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Final network computer configuration considerations

There are three other menu item&etupthat you should check before you are
ready to make a PPP connection.

First, verify that your network computer has an Internet host naretlp go

to Configuration Summaries | TCP/IP. If the first field on this menu is blank,
enter a network computer name. If your network computer does not have a
name, PPP will generate a unique name for you—based on your network
computer’s Ethernet address—so it is not critical that you enter one here; it is
merely good practice.

Second, there are a few settings in

Configuration Summaries | X Environment you should check. If you plan to
use either the ICA Host or ICA Application connection type described in the
previous section, make sure thefault Visual is set to “PseudoColor” and the
Root Depthis set to “8”. Also, with NCBridge 3.2, you now have an additional
choice of methods (undetost Connect Method by which to connect to a host
computer (see Figure 4-36 on page 4-102).
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TekLogin a new local client which allows a simple connection automatically or
with a single button-click, is explained in more detail in Tie&Login Local

Clienttopic on page 4-87. You may want to change this setting for your
network compuer(s).

TekSetup

Figure 4-36 X Environment Configuration

Finally, you might want to save your settings so that you won’t have to go
through these procedures again the next time you reboot. To do this, click the
“Return to Main Menu” button, then click the “Save Settings to NVRAM”
button on the bottom left of tHeetupmain menu.
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PPP connections

After you have configured your network computer’s serial port, PPP, and other
settings, and have attached a modem to one of your network computer’s serial
ports, you can connect to a remote host via PPP using one of these methods:

* by using the TekLogin client;

* by using the “Connect/Disconnect” buttonSetups Session Manager
Configuration Menu;

* by usingxpshon a command line; or

* by booting the network computer and automatically connecting via PPP with
the remote configuration filexp.cnf

Connecting via TekLogin

TekLoginis a new local client that simplifies the connection process, not just
for PPP connections, but for other host connections as well. This method is
recommended, especially in environments where the system administrator
wishes to simplify the login procedure for inexperienced users. See the
TekLogin Local Clientopic on page 4-87 for more information.

Connecting via Setup

Another way to start PPP is frofetupwhere the user can see the PPP status
and, in case PPP exits, the reason for the connection failure. When PPP comes
up, the user will see the IP address for the connection on the network computer
(if the remote is assigning IP addresses) and the remote IP address.

For each of the following methods, 3®tup go toConfiguration Summaries
| PPPand click the “Connect/Disconnect” button to make your PPP
authentication connection, then follow the rest of these procedures below.

Dial out and Direct

For a properly configureBial Out or Direct session, no other steps are
necessary to connect.
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Manual

When you click the “Connect” button foManualsession, one of the provided
scripts 6tart_marn will start, launching a TIP window and dialing the number
specified in th&Session Manager Configuration MenuThestart_marscript
prompts you for your username and password. If the PPP daemoniamiag

on the host, you will have to start it manually. The TIP window will close
automatically as soon as the script detects that PPP is running on the host. The
TIP window will remain open for thirty minutes otherwise before closing.

rial Port 1

e i i

File Settings

Connected
atdt950392000
CONNECT 28800 /ARQ/V34 /LAPM/VA2BIS

t1999ba line 26

User Access Verification

matthewn

Pas sword

TP Modem Pool>251.8.17.60
Trying 251.8.17.60 ... Open

|

SunOS 5.6

login: matthewn

Password:

Last login: Tue Jul 14 14:08:17 from t1999ba.ens.tek.

Sun Microsystems Inc. Sunos 5.6 Generic August 1997
You have mail.

matthewn>

e T o LU D e e e R D e U e e

4-104

Figure 4-37 Connecting manually via a TIP window
When your connection has been fully established, the remote device will assign

you a remote IP address and display it iRReenote IPfield in Setups Session
Manager Configuration Menu.
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Script

When you choose to connect via a script, the value you enter$etipe field
names the parameter listedSetups Network Tables and Utilities | Script
Parameters (See Figure 4-38 on page 4-105.) NCBridge 3.2 ships with three
sample scriptsstart_ppp start_man andstart_isp)found in the/tekxp/boot/
config/scriptdirectory. The first of these is the default script when you select
Script as your connection method in tBession Manager Configuration

Menu; the second starts when you seMetnual; the third is included only as

an example. You may use these scriptsreateyour own.

TekSetup

Figure 4-38 Script Parameters Configuration Table
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Connecting via xpsh

While it might not make sense to connect via PPP througkpgiecommand
(which requires you to be connected to another server in the first place), it is still
possible to do so with this command:

xpsh -display <display_name> :0pppd <parameters>
Connecting via the xp.cnf file

If the sys-admin has set up the PPP parameters kptbeffile for remote
network computer users, the PPP session will start automatically after network
computer boot.

Terminating PPP

With TekLogin click the “Disconnect” button on the main menuSktup go
to Configuration Summaries | PPPand click the “Disconnect” button.

Note: When clicking the “Disconnect” button, PPP does not send
the disconnect string to the serial port to reset the modem. If
this occurs, turn off/on your modem to reset the modem.

4-106 Network Computer User



Screen Saver Support

Kiosk administrators can use the screen saver support feature. NCBridge version
3.1 or later, provides a new local cliasiadvtthat allows a customer to display a
series of gif images as a screen saver on the network computer. Rather than having
the network computer screen simply blank after a specified period of inactivity,
system administrators can now display advertisements, corporate-endorsed
images, and other images of general interest on inactive network computers. In
non-kiosk systems, system administrators can implement the screen saver over an
entire network, so that all network computers display the same images.

Note: “Screen savers” do not prolong the life of a monitor. At best,
a screen saver turns off the video information; this prevents
images from being burned into the phosphor. Screen savers
do not turn off the filaments that heat the cathode, which is
what generally wears out in a monitor first. A better way to
“save” your screen is to select “PowerSave” in the Screen
Saver field in Setup’s main menu. This automatically saves
the screen, the cathode, the CRT, and electrical energy.

You can usep.cnfor xpshto startthe screen saver local cliesgadvt Once
started for a network computer, you cannot kill or override the process without
rebooting the network computer.

Starting the screen saver with the  xp.cnf file

To start thessadvtclient usingxp.cnf add a line similar to this one to your
xp.cnffile:

start SSADVT YES -args" -t600 -—<60 —f/home/
ssadvt.list" #<[ON | OFF]>

...where-t indicates thdimeoutin seconds;-c indicates theycletime in
seconds, andf indicates the NFS-mountéite with the list of gif images to be
displayed.

In this example, when the network computer has been inactive for a period
equal to ten minutes (600 seconds), ttresn saver dplays the first image in

the file/home/ssadvt.lisAfter a minute, the next image in the file is displayed,
and so on until the end of the file is reached, th&ojts to the beginning and
starts over. If a user “interrupts” the stream of screen saver images, for example
by moving the mouse, the screen saver resumes with the next image in the list
during a subsequent ten-minute period of inactivity.
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Example 1-2. Screen saver list of GIFs (ssadvt.list)

IDo not delete this line.
/local/GIFS/dilbert11.gif
/local/GIFS/subliminal3.gif
/local/GIFS/csun.gif
/local/GIFS/xenal7.gif
/local/GIFS/brainwash.gif
/local/GIFS/pointy-hair.qgif

The images in thesadvt.lisffile must begifs; no other image format is
supported. If you include a non-gif image in the file, that image does not
display. The console should mention the status of opening treséitbvt.list
and start displaying a different gif every minute.

Starting the screen saver with the  xpsh command
To start thessadvtclient usingxpsh enter this command:

xpsh —access <method> ssadvt —t <timeout> — <cycle> —f
<filename>

The defaulimethodvalue isnfs, and since no other method is available at this
time, the—acces@rgument can be omitted entirely; the deftimeoutvalue is
ten minutes-t 600 with a minimum value of 20 seconds; thefaliltcycletime

is one minute-{c 60.

Note: The local screen saver client works in a CDE or
multiple-workspace window environment such as TED;
however, the images on the screen do not cycle at the specified
interval. The images cycle only at the default time interval of
10 minutes (600 seconds) and only if the CDE screen saver is
on. Turning off the CDE screen saver also turns af$advt
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16-bit True Color Support (NC400 and NC200)

NC400 and NC200 network computers with option V2 (or field kit NCFV2)
can now take advantage of NCBridge’s 16-bitplane true color support.

When a network computer is configured to operate in 16-bitplane mode, its X
server exports a 16-bitplane TrueColor ordatColor visual, syou will see
65,536 colors instead of only 256 colors in 8-bitplane mode. That means you
will see markedly better visuaffects on aplications that can take advantage
of 16-bit color depth. Running your network computer in 16-bitplane mode will
also eliminate irksome color flashes that occur when multiple color-intensive
applications run simultaneously.

Configuration

You can configure your NC200 or NC400 to operate in this mode either through
the Setupclient or through the remote configuration fidp.cnf

In theSetupclient, go to theConfiguration Summaries | X Environment

menu and select “16” for tHeoot Depthfield. Then go back to the main menu
and reset the X server by clicking on the “Reset Server” button. Once the server
is reset, it will operate in16-bitplane mode. If you decide to go back to the
8-bitplane mode, reset tiRoot Depthfield to “8” and click the “Reset Server”
button again for 8-bitplane PseudoColor. If you want the network computer to
retain the new root depth settings the next time it is booted, click the “Save
Settings to NVRAM” button irBetups main menu.

To configure the X server to operate either in 8-bitplane or 16-bitplane mode
remotely, add this line to youp.cnffile:

root_depth 16 #[8] 16]
Limitations

There are some limitations with 16-bitplane mode. For one, the WinDD ICA
client requires 8-bit PseudoColor and cannot be used in 16-bitplane mode. If
you try to launch a WinDD ICA client in 16-bitplane mode, the ICA client will
write a message to the console stating that it “cannot find the PseudoColor
visual” and will exit. (WinDD X Support works fine in 16-bitplane mode.)

Also the digital video playerplay cannot be used in 16-bit mode, due to the
fact that current software reserves a color index from the PseudoColor table for
the chromakey that makeplay work.
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Web-based Administrator

The Web-based Administrator allows a system administrator the ability to view
an NC's setup parameters using a standard Internet browser, like Netscape
Navigator. If an NC’s parameter is set incorrectly, the administrator can
identify the problem from his own desktop and change the NC parameter to the
appropriate value without having to visit the user’s desk.

Implementation

Using the start command in the xp.cnf file, start the NC local HTTP server.
Here is an example:

start http
When a browser points to the NC’s IP address, the NC provides its setup
parameters.

Note: A password may be defined for security reasons in the xp.cnf file, so
that other users may not view or change an NC’s setup parameters.
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Netscape: NetworkComputer Remote Configuration Manager

Undo
Reboot

Figure 4-39 NC parameters viewed with Web-based Administrator
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Troubleshooting

Solving Power Problems

If you press the power button(s) and nothing happens:

» Check the back of the network computer and separate logic module (if you
have one) to verify the power cord is firmly attached.

* Check the electrical outlet to make sure the power cord is firmly plugged in.

» Try a different electricabutlet, or try plugging something else into the outlet
to verify the outlet has power.

If keyboard lights flash or if a bell sounds but nothing is displayed on the screen:

* On the network computer, check that the video cable is connected to the
video port.

+ On the monitor, check that the video cable is connected to the correct video
inputs (video in).

Solving Boot Problems

If the network computer powers up, but the boot failste¢hare vaous options
to try. After each option, try to boot the network computer frorBOGOT>
prompt by typingo or boot and then pressing Enter.

» Verify the network computer keyboard, mouse and network cables are all
firmly attached.

For advanced users who have access tbN@B NC200/NC400 Network
Computer Referenamanual, refer to the Boot Monitor chapter:

» Verify the boot method. It typically is TFTP or NFS for UNIX computers,
MOP for DEC computers, or ROM if you have an optional Flash or ROM
option.

» Verify host and gateway communications from the boot monitor pirtt.
If ping does not find the host, verify the host and network computer subnet
masks are correctly set.

Network Computer User 5-1



Chapter 5 Troubleshooting

» If an error message says the boot file is not found:
— Verify the expected information was obtained from the network

— Verify the boot path is correct. It should contain both the path and the boot
file name.

— Verify that all the files have world read permissions

* If the configuration files are not found:
— Verify the messages to verify which host is being polled for the files
— Verify the primary and secondary paths areedly set

— Verify the paths and the read permissions on the files

Solving Log in Problems
If your network computer boots, but you are unable to log in:
» If the mouse or keyboard do not respond, check the cables and then reboot.
» If an error message is generated saying that the log in failed:
— Retry entering your username and password
— Verify you are connected to a host where you have a login account

» If a message is displayed saying that a connection timed out, restart the
connection as detailed in ChaptetL®gging in to the Network Computer

* Check the Console window for error messagegeRtoThe Console
Windowon page 5-4.
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The Console Window

TheConsole Windows a useful tool to see what is happening with the network
computer. Messages, such as a confirmation that a file was located or that a
command generated an error, are sent to this window. You must explicitly open
and close the Console window through @ieent Launcher

Opening the Console Window

The Console window is a valuable tool to see messages being generated by the
network computer. You can display this window at any time.

To open the Console window:

Launcher |1, Select Console from th@lient Launcherlf you need a refresher on the
ﬁ terminology used in these procedures, refer back to Chapfterrhjnology
<

B The Console Window shown in Figure 5-1 epgs oryour screen.

r[I Consol e 1

| Console: IP=134.62.64.14 (baldwin)

A | Opening for NFS read: /usr/lib/X11/XP/fonts/100dpi/lutRS12.snf Found
Opening for NFS read: /host/tekxp/boot/xbcast.10 Found
TekHostMenu: TDEnet Not Setup;

VMS TDEnet and Cterm lists not available.

Opening for NFS read: /usr/lib/X11/XP/fonts/100dpi/lutBI18.snf Found
Opening for NFS read: /usr/lib/X11/XP/fonts/100dpi/lutBl24.snf Found
Opening for NFS read: /usr/lib/X11/XP/fonts/misc/6x13.snf Found
Opening for NFS read: /usr/lib/X11/XP/fonts/100dpi/lutBS12.snf Found
Opening for NFS read: /usr/lib/X11/XP/fonts/100dpi/lutRS12.snf Found
Opening for NFS read: /usr/lib/X11/XP/fonts/misc/olgl12.snf Found
Opening for NFS read: /usr/lib/X11/XP/system.launcher Not Found
Opening for TFTP read: /home/tekxp/boot/config/system.launcher on host 170.93.13
.43 Found

Using Automatic Configuration Data.

Opening for NFS read: /host/tekxp/boot/tek220.10 Found

Opening for NFS read: /host/tekxp/boot/app-defaults/Tekterm Found
Opening for NFS read: /host/tekxp/boot/telnet.10 Found

Opening for NFS read: /host/tekxp/boot/LuV2RT12.pcf.z Found

I 8049-146
L ra

/‘

Figure 5-1 Console Window.

The network computer’s address and name (if defined) appear on the title bar.
You cannot add or delete information from the Console. This window is
updated whenever a confirmation or error message is received by the network
computer.
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Using the Console Window

Often there is more information available than will fit in the Console window.
Since the Console window cannot be resized, use the methods listed below to
view additional information. You can also copy and paste information from the
Console to a command window.

» To display the previous screen of messages:

Position the mouse pointer in the scroll bar anywhere above the slider box
and click the Select (left) button.

* To display the next screen of messages:

Position the mouse pointer in the scroll bar anywhere below the slider box
and click the Select (left) button.

» To scroll through the messages one line at a time:

Position the mouse pointer on the up or down arrow (on the scroll bar) and
click the Select (left) button once for each line.

* To clear the contents of the Console window:

Click on the Erase icon. The Console scrolls to just below the last line of
information. Drag the slider box up to view the Console information.

» To copy information from the Console window and place it in the Console
buffer:

Paosition the mouse pointer on the firsaddcter to opy and click the Select
(left) button. Drag the mouse to the last character to copy. The selected text
is highlighted.

» To paste information from the Console faufinto awindow:

Paosition the mouse pointer in the window where you want to paste the
information and click the Menu (middle) button. Information can be pasted
in Telnet, Cterm, Lat, and xterm windows.

Closing the Console Window

Launcher

£

1. Select Console from thH@lient Launcher

The Console Window disapprs fromyour screen.
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Appendix A

Special Keyboard Characters

This appendix describes how to work with special characters on different
keyboards.

» Entering North American Special Characters from International Keyboards
tells how to enable data processing keys so that you can use the North
American character set on international keyboards.

 If you are using an LK401/VT200-style keyboardere¢o Compose and
Diacritical Sequencefor information on creating special characters and
symbols by using compose characters.
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Keyboard Charts

Figures A-1, A-2, A-3, A-4, A-5, A-6, A-7, A-8, and A-9 show examples of the
standard types of keyboards available with the network computers. Refer to

Appendix B Keyboardsn theReference Manudor information about the key
codes (which are the numbers that appear below the keys in the following

figures).

FEE S BERE EERE |-

16 15 23 31 39 47 55 63 71 79 87 94 102 95 103 106

—

oooooo

28 36 35 43 51 60 59 67 74 83 84 90 98

115 123 124

~ ! @ # $ % & + age jum
EaaaaaaaaaazacEiEEElEnaE
22 30 38 46 45 54 62 69 70 78 77 86 93 110 111 118 119 126 127 134 140
— i 7 | [[e
FEFEE uapnmiEaElEE=
+
21 29 37 44 53 52 61 68 75 76 85 92 99 100 108 109 117 116 125 133
e

EaaEanEaaEEnEE 5
26 34 42 41 50 58 57 66 73 81 82 97 107 113 122 130
(e M B OO g™
25 33 49 65 926 105 104 114 120 121

8418-7

Figure A-1 101 with Pause North American Keyboard
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Keyboard Charts
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Figure A-2 101 with Setup North American Keyboard
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Figure A-3 102 with Pause United Kingdom Keyboard
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91
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Figure A-4 102 with Setup United Kingdom Keyboard
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Figure A-5 VT200/LK401-Style North American Keyboard
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Figure A-6 UNIX Keyboard

[ o o e e e

16 24 32 40 48 56 64 72 80 88 95 103

S@aaanEaaanE

15 23 31 39 47 55 63 71 79 87 94 102

e 5 9 i

30 38 46 45 54 62 69 70 78 77 86 93 110 111 118 119 126 127 134 140

!HIE\ !-IEII\IIEII\IIIIDBlﬂlllll BEEE R

29 37 44 53 52 61 68 75 76 85 92 108 109 117 116 125 133 132

(5 2 P o

1 19 28 36 35 43 51 60 59 67 74 83 84 90 91
o i o O EEEr
26 27 34 42 41 50 58 57 66 73 81 105 106 114 113 122 130
T =
9 17 25 33 49 65 104 120 121
8418-9

Figure A-7 3270 Keyboard

Note: For details about the 3270 keyboard, see the 3270/3179G User Manual.
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Figure A-8 Sun V Keyboard
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Figure A-9 104/105 Windows95 Keyboard
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Figure A-10 Eurokey Keyboard

Network Computer User A-7



Appendix A Special Keyboard Characters

Entering North American Special Characters from
International Keyboards

Some data processing programs require entry aackers from the North
American keyboard that are not available on all international keyboards. The
characters needed but not always available are: {} []\@ #* $ |

To permit entry of the full North American character set from all keyboards,
some international keyboards have one or more keys with dual legends on them.
Legends on the left of LK401/VT200 keyboards tyqgewriterlegends and

legends on the right adata processingDP) legends. (Legends on the right of
102-key keyboards aadternate graphidegends.)

You can enable DP legends for the LK401/VT200 keyboards from the Main
Menu ofSetup The Main Menu displays a DP Mode item when you set
Keyboard Type to VT200 and Language to one of the international languages.
When you need these special symbols, enable the DP keys by clicking DP
Mode to On. Click this item to Off when you need the usual natiomahcters

of the keyboard. If you want to run TekXpress compose, load the compose
sequences. For details, refer to @@mmpose and Diacritical Sequenaasction

later in the manual.

If TekXpress compose is enabled, you can also access DP legends from the
keyboard (rather than throu@etup by using Compose sequences. To enter a
DP legend, press the Compose key and then the desired key. So that you can
enter all ASCII characters, several keyboards have compose sequences for DP
keys that do not have DP legends on the keycaps. These compose sequences
appear in the tables that follow. For more information about Compose
sequences, refer ompose and Diacritical Sequendater in this appendix.

When DP mode is off, the two-key sequences for accessing DP characters
(Tables A-1 through A-9) supersede the three-key compose sequences
involving the Compose-DP keys.
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Entering North American Special Characters from International Keyboards

Tables A-1 through A-9 summarize the DP characters that are sent for each
LK401/VT200-style international keyboard. These tables show both the
Typewriter Mode and Data Processing Keys mode. As noted, some compose
sequences do not have DP legends. Keyboards not appearing in these tables do

not offer DP keys.

Table A-1 VT200/LK401 Danish Keyboard.

Compose-DP
Mode DP Keys Keys
Key
VT200 stae | 3@ | AL|2) : ( )
3 ] # 8 9
Typewriter Normal 3 a a | { }
Shft 8§ A a
Data Processing| Normal 3 ]
Keys
Shft @ [ \
Key s@ |£# | £ | Al @\ * ( )
LK401 State ~ 3 { } | ' 8 9
Typewriter Normal ~ 3 & a [ | { }
Shit § £ £ A %]
Data Processing| Normal ~ 3 { } |
Keys
Shft @ # [ ] \

Network Computer User A-9



Appendix A Special Keyboard Characters

Table A-2 VT200/LK401 French Keyboard.

Mode DP Keys ComEZ§§_DP
Key
Stat
VT200 Tole |7 % @ | 9
§ [ é] u o\ # ¢
Typewriter Normal § e u | {
Shft 6 7 %
Data Processing| Normal [ ] \
Keys
Shft 6 7 %
Key 6 7 % 2 9 |0 @ 9
LK4o1 State |8[ |e] [0 \| el | c{|a}y | # | ¢
Typewriter Normal § e u 2 9 0 [ {
Shft 6 7 %
Data Processing| Normal [ | \ é o a
Keys
Shft 6 7 % [ { }
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Entering North American Special Characters from International Keyboards

Table A-3 VT200 German Keyboard.

Compose-DP
Mode DP Keys Keys
Key g\ " ,
VT200 State UV AL ( )
@ ] # 8 9
Typewriter Normal 1] a | { }
Shft U] A
Data Processingl Normal @ ]
Keys
Shft \ [
Table A-4 LK401 German Keyboard.
. Data Processing Compose-DP
Typewriter Keys Keys
Key Cap
Normal Shft Normal Shft
# I
( 8 {
) 9 }
o N o - o
N =
! . 1 ! 1 i
1 1
" 2 2
2 2
§ £ 3 § 3 £
3 3
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Table A-4 LK401 German Keyboard. (Continued)

Typewriter Data Processing Compose-DP
yp Keys Keys
Key Cap
Normal Shft Normal Shft
$ o 1/4 o
4 1/4
% % 1/2 %
5 1/2
& 6 & 3/4 &
6 3/4
/ 7 / { /
7 A
( 8 ( [ (
8 [
)y o+ 9 ) ] t
9 1
= ° O = } °
o }
? ¢ B ? \ &
B \
Q q Q @ Q
@
R a r R T a
1
Z ¥ z z z ¥
0] %) o] (0] @ o]
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Entering North American Special Characters from International Keyboards

Table A-4 LK401 German Keyboard. (Continued)

Typewriter Data Processing Compose-DP
yp Keys Keys
Key Cap

Normal Shft Normal Shft
P p p P p p
u ° u u °
* _ + * ~ —
+
A £ a A & S
S 8 S S B §

B
D b d D o b
0
F a f F f a
; X : : : X
K & k K k &
o] o) o] ' o]
A a A n A
N
' #

#
> < > a
< a
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Table A-4 LK401 German Keyboard. (Continued)

Typewriter Data Processing Compose-DP
yp Keys Keys
Key Cap
Normal Shft Normal Shft
Y < y Y << <
y <<
X > X X >> >
X >>
C 0 c C ¢ 0
¢
M ° m M ] o
M
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Table A-5 VT200/LK401 Italian Keyboard.

Compose-DP
Mode DP Keys Keys
Ky 1y 12 e o §\ % | = | s
b =
VT200 State @ | 6 o[ a ] . y . $
Typewriter Normal £ é o a * | { }
Shft 1 2 9 0 §
Data Normal @ # [ ] *
Processing
Keys Shft 1 2 9 0 \
LK401 Key 1 2 9 0 §\ | % = ! % = §
State t@ | é# |c[ |a] |* af{| :} o| U ) $
Typewriter Normal £ é o a *| U ; o | { }
Shft 1 2 9 0 8§ % = !
Data Normal @ # [ ] * { } |
Processing
Keys Shft 1 2 9 0 \ % = !
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Special Keyboard Characters

Table A-6 VT200/LK401 Norwegian Keyboard.

Compose-DP
Mode DP Keys Keys
Key
State
s@ |A[ | &\ | » ( )
VT200 3 ] M i g 5
Typewriter Normal 3 a a® | {
Shft 8§ A y:
Data Processingl Normal 3 ] #
Keys
Shft @ [ \
Key
Al | &1 | @)\ * ( )
LK401 Stat
e o] 8 | 9
Typewriter Normal al|l 2 | { }
Shft A Y5 @
Data Processingl Normal } { |
Keys
Shft ] [ \
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Entering North American Special Characters from International Keyboards

Table A-7 VT200/LK401 Spanish Keyboard.

Mode DP Keys Comlgg;:_Dp
Key ) a
VT200 State i\ - )
c@ | °] ¢ 8 9
Typewriter Normal é ° | { }
Shft i a
Data Processing| Normal @ ]
Keys
Shit Vo
Key AN N} | ~ ~ ( )
LK401 State @ | °] {les¢l|c¢ 8 9
Typewriter Normal é 0 fi o | { }
Shit i a N ~
Data Processing| Normal @ 1 { |
Keys
Shit \ [ } ¢
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Table A-8 VT200/LK401 Swedish/Finnish Keyboard.

Mode DP Keys Compose-DP Keys
Key §@ |=$ |A] 0\ A ( )
VT200 State 3 4 ] # 8 9
Typewriter Normal | 3 4 a U { }
Shft 8§ a A V]
Data Normal 3 4 ] #
Processing
Keys Shft @ $ [ \
Key § @ Al U\ O { A ( )
LK401 State 3 4 } 8 9
Typewriter | Normal | 3 4 & U 0
Shft § $ A U o) |
Data Normal 3 4 ] # }
Processing
Keys Shft @ $ [ \ {
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Entering North American Special Characters from International Keyboards

Table A-9 VT200/LK401 Swiss/German Keyboard.

Compose-DP
Mode DP Keys Keys
Key N . 5
c@ | e\ é [ al E# | E£# | ( )
VT200 State A i 5 5 $ $ 8 9
Typewriter Normal 4 a 0 a $ | { }
Shift ¢ e é a £
Data Processing Normal 4 a o} a $
Keys :
Shift @ |\ [ ]
Key c@ | e\ | e[ |al |e# |£# | )
LK401 State 4 u||le{|a}|s $ 8 9
Typewriter Normal 4 ] o a $ | { }
Shift ¢ e é a £
Data Processing Normal 4 | { } $
Keys -
Shift @ |\ [ ] #

Table A-10 VT200/LK401 United Kingdom Keyboard.

DP Key
Mod
ode Key £ #
State 3
Typewriter Normal 3
Shft £
Data Processing Normal 3
Keys
Shft #
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Eurokey Support

NCBridge 3.2, or higher, supports the EuroSign keysym for the various
keyboard types listed in Table A-11. The EuroSign keysym value is 0x20AC.

Table A-11 EuroSign Character Support

Keyboard Country Keystroke
102 Setup & 102 Pause,| Danish AlGr+E
including support for French AltGr+E
Windows95 keyboards | Finnish AltGr+E
German AltGr+E
Italian AltGr+E
Norwegian AltGr+E
Spanish AltGr+E
Swedish AltGr+E
Swiss-German AltGr+E

United Kingdom AltGr+4

3270 French AltGr+E
German AltGr+E
United Kingdom AltGr+4
SunV French AltGr+E
German AltGr+E

United Kingdom AltGr+4

Compose and Diacritical Sequences

On LK401/VT200-style keyboards you can use compose characters to type
special characters and slaols that are not available as single keystrokes.
These might be common characters, such as the cent sign (¢), or letter forms
particular to a certain language, for example, a lowercase “e” with an acute
accent.
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Launcher

~

Compose and Diacritical Sequences

Network computers directly support compose characters for all X11 clients
with LK401/VT200 keyboards, other than North American. DEC VMS and
ULTRIX X applications provide their own composeachcters. Refer tgour
DECWindows documentation for information about DEC compose characters.

To use DEC compose characters:

2. Select Setup from th@lient Launcher Select either VT200/LK401
ULTRIX (ESC) or VT200/LK401 VMS (F11) as the Keyboard Type.

3. Set the Compose Sequences option to No.
4. Use a DEC VMS or ULTRIX X application.

5. Begin a compose sequence by pressing the Compose key.
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Launcher

£

A-22

To use TekXpress compose characters:
1. Select Setup from thélient Launcher

2. Select VT200/LK401 X (ESC-BS-LF) or VT200/LK401 X (F11-F13) as the
Keyboard Type.

3. Set the Compose Sequences option to Yes.

4. Select a Keyboard Nationality. (To use North American, use xmodmap to
clear the modifier by entering this commargtodmap —e "clear mod1")

You can compose TekXpress compose characters in two ways:

» Press a diacritical key (described undeing the Diacritical Keysater in
this appendix), and then the character to be combined with it (valid
combinations are shown in Table A-12 on page A-23).

» Pressthe Compose key (described ukting the Compose Kégter in this
appendix), and then type the two composing characters (valid combinations
are shown in Table A-13 on page A-26).

Note: To enter a special character, your application must support

8-bit characters and select fonts. If you cannot enter special
characters, contact your system administrator.
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Using the Diacritical Keys

There are from one to five diacritical keys on all international VT200-style
keyboards (except North American). These keys do not send characters when
you press them; rather, they combine with the next character you type to form
a special symbol.

For example, on keyboards for which tilde (~) is a diacritical mark, you
compose the fi Spanish character by pressing the “~” key and then pressing the
“n” key.

To cancel a diacritical key sequence:
* Press the Delete key, or
» Press another diacritical key (if you want to start a new sequence).

If you type an invalid sequence: the entry is ignored, the bell on the network
computer rings, and the diacritical sequence terminates.

The Compose light turns OFF when you complete the compose sequence.

The acute accent () character is a special case: onythedd, it shares its

visual representation with the apostrophe (’). Depending on the keyboard
nationality, the keyboard character on the network computer represents an acute
accent (a diacritical mark) or an apostrophe (aaittar).

Table A-12 shows the diacritical keys available on various keyboards.

Table A-12 Diacritical Keys.

Keyboard Diacritical Keys

Danish/Norwegiah

French

Germai

Italian

North American none

Spanish

Swedish - ) -
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Table A-12 Diacritical Keys. (Continued)

Keyboard Diacritical Keys

Swiss—German

United Kingdom

a Two single-quote symbols appear on the keyboard. The one on the top row of
keys is a diacritical mark and can be thought of as an acute accent ("). The other
one is not a diacritical mark and can be thought of as an apostrophe (’).

b Two single-quote symbols appear on the keyboard. The one on the top row of keys is not a
diacritical mark and can be thought of as an apostrophe (*). The other one, next to the fikey, is
the diacritical mark.
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Variations from DEC Compose Sequences

The following dfferences exist between the NCDwwerk computer and the
DEC VT200 compose sequences:

The sequence that generates a double quote on the VT200 generates an
umlaut on the NCD network computer.

There is no difference on the VT200 between an apostrophe and an acute
accent. Depending on keyboard nationality, you can treat the acute accent on
the keyboard as a diacritical mark (an acute accent). You can access the
apostrophe symbol on the keyboard through a compose sequence.

The NCD network computer provides compose sequences for dollar sign,
small and capital Icelandic eth, small and capital Icelandic thorn, small and
capital y with an acute accentréle-fourths fractiondivision sign,
multiplication sign, acute accent, umlaut, overbar, cedilla, m@gidtsign,
broken vertical bar, not sign, no-break space, and soft hyphen.

You access TekXpress and DECeaivkey compose characters by pirggs
Compose, rather than holding the Compose key and pressing the spacebar as
described for DEC workstations.

DEC compose sequences do not have the "Compose-DP" sequence.
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Using the Compose Key

A-26

The Compose key starts a three-key compose sequence for all LK401/
VT200-style international keyboards (except North American). For example, to
compose a cent sign, press the Compose key followed by the “c” and “|” keys.
When you press the Compose key, the Compose light turns ON to indicate that
you are composing a special character.

To cancel a compose sequence:
* Press the Delete key, or
» Press the Compose key (if you want to start a new sequence).

If you type an invalid sequence: the entry is ignored, the bell on the network
computer rings, and the compose sequence terminates.

The Compose light turns OFF when you complete the compose sequence.
Compose Sequences

Table A-13 lists all the compose characters and the two- or three-key sequences
used to form the characteiu can enter the last two keys of three-key
sequences in any order. The notes in the table refer to:

8To compose a character with a three-key sequence, press Compose Character
followed by the two keys shown in this column.

bTwo-key compose sequences are only available on national keyboards that
support the requisite diacritical marks.

€ You can use either two apostrophes ('’ — available on all keyboards) or two
acute accents (" © — available only on the German, Danish/Norwegian, and
Spanish keyboards) to compose an acute accent.

Table A-13 Compose Sequences for VT200-Style Keyboards.

Compose Sequence
Symbol Description
Three-Key 2 Two-Key
[ Left bracket ((
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description
Three-Key a Two-Key b
\ Backslash I
/<
] Right bracket ))
{ Left brace (-
| Vertical bar ~N N
} Right brace ) —
# Pound sign ++
) Circumflex ~Sp ~Sp
AN AR
- Tilde ~Sp ~5p
@ Commercial At sign AA
aa
$ Dollar sign S/
s/
S|
s|
a Apostrophe "Sp
- %
Sp
a Small a with acute accent “a “a
A Capital A with acute accent “A “A
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description
Three-Keya Two-Key b
a Small a with grave accent ‘a ‘a
A Capital A with grave accent TA TA
a Small a with circumflex ~a ~a
A Capital A with circumflex NA ~A
a Small a with umlaut a"
a a
A Capital A with umlaut A"
A “A
a Small a with tilde ~a ~a
A Capital A with tilde ~A ~A
a Small a with ring a*
X °a
A Capital A with ring A*
x° A
& Small ae ligature ae
£ Capital AE ligature AE
¢ Small ¢ with cedilla c,
C Capital C with cedilla C,
Capital Icelandic Eth D-
Small Icelandic eth d-
é Small e with acute accent ‘e ‘e
E Capital E with acute accen = “E
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description

Three-Key a Two-Key b
e Small e with grave accent ‘e ‘e
E Capital E with grave accen “E “E
é Small e with circumflex Ne Ne
E Capital E with circumflex NE NE
i Small i with acute accent i i
i Capital | with acute accent 1 1
i Small i with grave accent i i
I Capital | with grave accent T T
7 Small i with circumflex A N
T Capital | with circumflex A A
i Small i with diaeresis i"

- -
Capital | with diaeresis 1"
- -

f Small n with tilde ~n ~n
N Capital N with tilde ~N ~N
0 Small o with acute accent ‘o ‘o
o] Capital O with acute accent o] "0
0 Small o with grave accent ‘o ‘o
0 Capital O with grave accent e} ‘0
0 Small o with circumflex ~o ~o
0 Capital O with circumflex ~O o)
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description
Three-Keya Two-Key b
0 Small o with umlaut o"
o o
o] Capital O with umlaut
0
0 Small o with tilde ~0 ~0
0 Capital O with tilde ~0 ~0
[} Small o with slash o/
(0] Capital O with slash o/
Small German sharp s Ss
p Small Icelandic thorn pp
P Capital Icelandic Thorn PP
a Small u with acute accent “u “u
U] Capital U with acute accen ‘U U
u Small u with grave accent ‘u ‘u
V] Capital U with grave accen ‘U ‘U
a Small u with circumflex ~u ~u
0] Capital U with circumflex AU ~U
u Small u with umlaut u"
u u
U] Capital U with umlaut u"
U U
y Small y with acute accent "y "y
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description
Three-Key a Two-Key b
Y Capital Y with acute accent Y Y
y Small y with diaeresis y"
"y "y
No-break space SpSp
Ya Fraction one-fourth 14
1 Fraction one-half 12
34 Fraction three-fourths 34
! Superscript 1 Nl Nl
2 Superscript 2 N2 N2
3 Superscript 3 ~3 ~3
+ Plus-or-minus sign —+
+ Division sign -
X Multiplication sign XX
X X
o Currency sign X0
X0
x0
X 0
£ Pounds currency sign L—
L=
| —
| =
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description
a
Three-Key Two-Key b
¢ Cent sign Cc/
Cl
c/
c|
¥ Yen sign Y -
y a—
Acute accerit
Grave accent % Sp
Diaeresis or umlaut Sp
S " Sp
- Macron or overbar _
Cedilla .
- Soft hyphen —-
U Small mu or micro sign /U
/u
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence
Symbol Description
Three-Key a Two-Key b
° Degree sign ~0 ~0
Sp *
Spe
° Masculine ordinal indicator O_
0 —
a Feminine ordinal indicator A_
a —
§ Section sign SO
s0
SO
SO
i Paragraph or pilcrow P!
p!
O Centered dot nL N,
ad Copyright sign Co
cO
co
co
O Registered sign RO
ro
RO
ro
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Table A-13 Compose Sequences for VT200-Style Keyboards. (Continued)

Compose Sequence

Symbol Description
a
Three-Key Two-Key b

i Inverted exclamation mark I

é Inverted question mark ??
« Angle quotation mark left <<
» Angle quotation mark right > >

Broken vertical bar 1=

- Not sign =1
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Active Window
The window where the input (focus) is directed.

Application Program

Programs such as word processors, transaction processors, and computer-
aided drafting, that you run on your network computer. Also know as client.
SeeClient.

Button (on the display)

A small display box that has a raised epfance andontains textGenerally,
clicking on a button activates a function or performs some aSes.
Clicking.

Button (on the mouse)
The three buttons on the top of the mo®&=eSelect, Menu, and Custom.

Clicking

Quickly pressing and releasing the Select mouse button without moving the
pointer.

Client

An application program that connects to the server. A client program
performs a variety of &ks, including window management.

Chroma

A term that describes the saturation or vividness of a color. A chroma of 0
describes a neutral, gray color. Chroma ranges to the most vivid color a
screen or printer generates for a specific hue and vaaetiueand Value.

Colormap

Consists of a set of entries defining color values. A pixel value indexes into
the colormap thereby producing intensities of red, green, and blue which are
visible on a display.
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Glossary-2

Command Line

The line that you type to invoke a program or initiate an action. A command
line usually contains the name of an X client or application program, along
with optional arguments known as command-line options.

Cterm

A user-level protocol which is part of the DECnet ProtocolGedrm

provides a Network Virtual Terminal, which allows you to log in to a remote
host on the network as if you are using a terminal directly attached to the
remote host.

Custom (mouse button)
The factory default defines this as the right mouse button.

Cursor

The visible shape of a pointer on the screen. Defining a cursor for a window
controls the visible appearance when the pointer is in that winSesv.
Pointer.

DAP
SeeData Access Protocol.

Data Access Protocol (DAP)

A protocol that providesead and write support for font files, thelar
definition file, or remote configuration files.

Dialog Box

A box where you choose options and enter information. Use the mouse to
move from field to field, click on buttons and position the text cursor. Enter
information with the keyboard.

Display

A device that receives video output from the logic module and displays the
video output on a seen.

Dragging

Pressing and holding down the Select mouse button while moving the
pointer.
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Ethernet
An IEEE standard protocol used within various networks, including TCP/IP.

Ethernet Address

The factory-defined hardware address of the network computer. Network
hardware uses the Ethernet address when communicating to the network.
This address is on the serial number label on the back of the logic module.
You can also display the Ethernet address by viewing the TCP/IP
Configuration Summary Menu iBetup

Event

In the X Window System, information sent by the X server to an X client —
for example, notification to the client that you pressed a mouse button.

Factory Default
The value assigned to a parameter as dedv from the factory.

Firmware

Software instructions that are permanently stored in the memory of a
computer and are not lost when you turn the power off. Also called NVRAM.

Hardcopy
A physical copy (typically printed on paper) of a file.

Hardware
The physical parts of a computing device, such as a network computer.

Host Computer

A computer device that controls the exchange of data between itself and
another network computer. Network computers typically boot from a host.

Hue
A term that describes a color family (for example, red or yellow). Hue is a
polar coordinate — that is, it moves in a circular motion around the color
spectrum — and ranges fromtd 360, with ¢ being red. Hue is measured
in degreesSeeChromaand Value.
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Index Area

A box on the screen that lets you enter a color index — an integer used to
label a particular color — from the keyboard.

Input Device

A device that allows you to send information to a window. Typical input
devices include keyboards, mice, tablets, and tracklggi? ointerand
Pointing Device.

Interface

A common connection that is used for sending or accepting information and
control between programs and machines.

Internet Address (IP Address)

A system administrator-assigned address for the network computer. This
address is used under TCP/IP when the network software oftiierke
computer generates messages to another host. The IP address is in the form
nnn.nnn.nnn.nnwherennnis a decimal number in the range 0 to 255. You

can display the IP address by viewing the Network Configuration Summary
Menu inSetup

Internet Protocol (IP)

The network layer protocol for the Internet Protocol Suite. Internet Protocol
is responsible for addressing and routing packets between hosts.

Keyboard
An input device that allows you to communicate with your client program.

LAN
Seelocal Area Network.

LAT
Seelocal Area Transport

Local Area Network (LAN)

The linking together of terminals, network computers, and computers via
cables and microwave links. This allows you to access more than one
computer.
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Local Area Transport (LAT)
A client which provides a connection to a host computer that supports LAT.

Local Clients
Programs running on the same host as the server.

Logic Module

A device that gets data from a host, a keyboard, or a peripheral, and
processes it for viewing on the display. The logic module runs the X server
and local clients. It can be a separate unit, or integrated into the base of the
monitor.

Memory
A part of a network computer that stores data.

Menu

A list of commands or functions that you select with a pointer. A menu is
normally displayed in a small window.

Menu (mouse button)
The factory default defines this as the middle mouse button.

Move
Change the location of the pointer on the screen by moving the mouse.

Mouse

An input device that, when moved across a flat surface, causes the pointer to
move across a screen. The mouse usually has buttons that you press to send
signals. These signals, in turn, accomplish certain functions. The
representation of thmouseon the screen is called the pointeeePointer.

Network

The physical wires connecting two or more computers. These connections
allow information to move electronically between computers.
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Network Computer

A computer that displays information which usually resides on another
computer. A network computer consists of a display, a keyboard, a mouse or
other pointing device, a logic module, an X server, and local cligats.
Display, Logic Module, Mouse, Pointeand X Server.

Parameter

A variable that is given a specific value. This value is passed to a program
before execution.

Peripheral Device

A device used to input or output data for the network computer. The XPT/A
graphics tablet is a supported peripheral device for network computers.

Pixel
The smallest part of a screen surface that can be addressed.

Pointer

Thepointerallows you to make selections in menus, to size and position
windows and icons, and to select the window where you want to send the
input. The window manager determines the shape of the pdiger.

Pointing Device.

Pointing Device

Typically a mouse, tablet, or some other device with effective dimensional
motion. The core protocol defines only one visible cursor, which tracks
whatever pointing device is attached as the poisteePointer.

Port

A physical connection (such as a multi-pin connector or coaxial connector)
and its associated firmave, that perits one computing device to
communicate data and control information with another computing device or
peripheral device.

Protocol

A set of rules that allows computers to transfer informadimnoss a network
to other computers that speak different computer languages.
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Read-Only Memory (ROM)

Special firmware in the network computer that allows it to boot without
being connected to a host computer.

RGB

An additive method of combining percentages of red, green, and blue
primary colors to form other colors.

ROM
See Read-Only Memory.

Root Weave

The window that fills the screen during an X session. All windows opened
by clients appear on top of the root windd&eeStipple Pattern.

RS-232-C
A standard communications imtace defined by the Eledmic Industries

Association (EIA) to control data communications using standard voltages,
signal lines, and device interactions.

Screen

The monitor. This is where text and graphical information is displayed for
viewing. SeeWindow.

Select (mouse button)
The factory default defines this as the left mouse button.

Setup Key

A special key on the keyboard, marked Setup. Pressing this key takes you to
the Setupprogram.

Serial Port

One or more optional physical connectors on your network computer. Attach
a serial cable (RS 232) to communicate with a peripheral device such as a
modem or printer.
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Serial Port Session

A session started through one of the serial ports: either Serial Port O or Serial
Port 1.

Serial Xpress (SXp)

A serial protocol used for fast serial communications between a host
computer and a network computer. Can be used with or without a modem.

Server

The combination of graphics display, hardware, and server software that
provides display services for clients. The server also handles keyboard and
mouse inputSeeClientand X Server.

Setup
A local X client program used to configure the network computer.

Software

A set of instructions that tell the computer to perform a certain task in order
to obtain a specific resulkeeClient.

Stipple Pattern

In the X Window System, the underlying pattern displayed (with the X
cursor) when there are no other windows on the screen. If a window is
created, the window appears on top of the stipple paeeRoot Window.

SXp
See Serial Xpress.

TCP
SeeTransmission Control Protocol.

TCPI/IP
SeeTransmission Control Protocol/Internet Protocol.
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Telnet

A user-level protocol which is part of the Internet Protocol Belhet

provides a Network Virtual Terminal, which allows you to log in to a remote
host on the network as if you are using a terminal directly attached to the
remote host.

TekHostMenu

A window showing a list of host computer names and network addresses.
Use the mouse to select a computeerelyou have a login account.

Terminal
An interactive iput/output device used in computer systems or networks.

Text Cursor

The I-shaped pointer which appears in a text input area. Clicking the mouse
in a text input area causes the text cursor to appear in that area. Whatever
information you type on the keyboard appears in the text smmat

displaying the text cursor.

TFTP
SeeTrivial File Transfer Protocol.

Transmission Control Protocol (TCP)

The Internet transport layer protocol which provides a reliable, bi-directional
byte stream @annection between two cooperating user-level processes.

Transmission Control Protocol/Internet Protocol (TCP/IP)

Using the TCP and IP protocols to obtain a reliable, bi-directional byte
stream connection between two cooperating user-level processes.
Commonly thigefers to themtire Internet Protocol suite, including TCP, IP,
UDP, ICMP, and other protocols.

Trivial File Transfer Protocol (TFTP)

A protocol used for downloading server images. It is also use@dding
and writing font files, the color definition file, or remote configuration files.

UNIX
A host operating system.
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Value

A term describing the lightness or darkness of a color. Value ranges from 0
(black) to 100 (white)SeeChromaandHue.

WinDD

A local ICA client that allows you to access Windows NT applications using
your network computer with Microsoft's Windows NT Terminal Server
Edition and Citrix Me&frame server software.

Window

In the X Window System, typically a region on the screen of a display
created by an X client for displaying data. (An X client cegate more than
onewindow) For example, the xterm terminal emulator, xfd font displayer,
and the bitmap graphics editor all create windows. You can use a window
manager to manipulate windows on the scr&seWindow Manager.

Window Manager

An X client that allows you to organize and rearrange windows. The window
manager controls the size and placement of windows and can also control
window attributes such as border size.

Xhost
A host X program that controls access to the server from the host program.

X Server

A program that runs locally on a network computer and lets you use the
screen of the riwork computer. The X server processes a request (for
example, a request to create adaw), collects input data, and sends
information (called an event) to clienSeeEvent.

Xterm

An X client that emulates an ANSI-style terminal for programs that do not
use the capabilities of windowsrdctly.

X Window System

A set of network protocols developed by MIT for workstations; also called X
or X11.
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